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Introduction

In the current architecture for the emergency communications from citizen to authority, the caller’s information (e.g IMPU, location information) is assumed to be transferred to the PSAP regardless of any restrictions requested by the initiator, unless if it is an anonymous call.
However, this is against the regulation for regions like Japan, where it is required NOT to transfer the caller’s information to the emergency center if the user explicitly requests to restrict the presentation of their information when initiating the call, i.e. request on session by session basis.
Note: URL below is Japanese government proposal of emergency call over IP network. That is just described in Japanese.

http://www.soumu.go.jp/s-news/2005/050330_11.html
This contribution would like to propose adding the text introducing the possibility of blocking the caller’s information for emergency communications.

Discussion

1 The principle to block caller’s information for emergency call

To introduce the case in Japan, the Ministry of Internal Affairs and Communications has given the guideline to respect and apply privacy to the caller’s information when requested by the originator, and this guideline applies to cases for emergency call as well.
Therefore, we believe that blocking of caller’s information needs to be supported for emergency communications as well, at least as a regional option.
However, the current specification, TS 23.167 does not support this scenario or at least it does not clearly specify this principle.  

2 Architectural impacts 
With this contribution, as it is stated before, we are not proposing any functional allocation or high level procedure, but only the architecture principle; however, for the future work, we would like to introduce the feasible architecture. 
2.1. To block caller’s ID
The caller’s ID should be hidden from PSAP when the user request on session by session basis, unless PSAP requests the retrieval of caller’s ID after emergency session establishment. Now, to identify the architecture to support this principle, it is our belief that clarifying the definition of trust domain may be the way forward and the following figure shows the feasible solution with definition of trust domain. 
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Figure 1 : place IBCF between PSAP and E-CSCF
The function description of IBCF differs dependent on the inter-working scenario; thus, IBCF implementation and its function should be heavily based on the operator matter of how to deploy the connection model with PSAP. It is important to know that even when the caller’s ID is blocked, the call back should be made available with local regulatory based procedure of retrieving the caller’s ID that is triggered by the request from PSAP.
(1)If PSAP is connected to IMS directly on IP access, it needs to be considered how to block the caller’s identity to the PSAP as we do not have a solution yet. The feasible solution that we propose as show in above figure is to add IBCF between PSAP and E-CSCF. By receiving the session establishment request with privacy indication, E-CSCF marks the call as privacy and IBCF removes the caller’s ID. 

(2)If only CS capable PSAP is connected to IMS directly, E-CSCF marks the call as privacy by receiving the session establishment request with privacy indication. Then IBCF removes caller’s ID.

(3)If the PSAP is connected via the PSTN, it is most likely to be the responsibility of PSTN/ISDN or CS networks that deals with blocking caller’s identity to the PSAP as deployed now in countries with such regulations. Therefore, IMS will not be responsible for blocking caller’s identity in the emergency communications. More specifically, by receiving the session establishment request with privacy indication, E-CSCF marks the call as privacy and in this case, respecting the already implemented function in CS domain with such regulations, removing caller’s ID shall be taken place in the CS domain network element.
2.2. To block caller’s location information

As well as blocking caller’s ID, when the user requests the privacy on session by session basis, the location information should also be hidden from PSAP unless PSAP requests to retrieve the location information of the user. 
The functional allocation and detail procedure are still under the investigation. 
Proposal

Our proposal is to discuss this matter and approve the following principle. Then the changes in corresponding CR shall be reflected into TS23.167. 

- As a regional option, the information of the users, such as public user identifiers and location information, need NOT to be transferred to the PSAP when explicitly request by the user, i.e. request on session by session basis. 
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