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1. Introduction
In SA2#51 the work with One Tunnel started and a contribution in S2-060828 presented an enhanced one tunnel solution compared to the Rel-4 study 2001. Basically the One Tunnel was introduced for roaming traffic as well by using a GGSN Bearer Relay in the Visited PLMN. That way the 3G bearer resources could be completely removed from the 3G SGSN. 

This contribution does some additional analysis of the GGSN Bearer Relay and introduces a slightly modified solution for that approach, the GGSN Proxy.
    
2. Discussion
An analysis of the benefits with a solution according to the GGSN Bearer Relay or the slightly modified GGSN Proxy alternative that is presented in this document is:

· The payload originating or terminating in the WCDMA access is completely removed from the SGSN. 

From an architecture point of view this results in a cleaner solution, the payload does always take the same path and is always handled in the same way in the nodes. This may simplify backbone design and lower operation costs (e.g. easier fault localization and traffic monitoring). 

Moreover, the SGSN will be unaffected by increased 3G traffic. With the potentially very large traffic volumes coming with HSPA, even roaming traffic might otherwise put some requirements on hardware upgrades of SGSN.


· Enables a single point of Lawful Intercept and Policy and Charging Control for both roaming and non-roaming cases. 

The GGSN will be the node where the operator focuses the control of the traffic passing his network. This is where Lawful Intercept is done, regardless if it is the operator’s own subscribers or visiting subscribers. This is where all charging is controlled and charging information is collected. (Since the GGSN Proxy knows what traffic is roaming traffic and what is not, it may and should also produce specific charging information for roaming subscribes e.g. for inter-operator accounting purposes). 

The GGSN is also the node where the operator applies policy control on traffic in the network. With a GGSN Proxy for roaming traffic, the operator will also in the same point be able to apply local policies on roaming traffic. There will be a PCEF regardless if traffic is roaming or non-roaming. Related to this is of course the question of roaming interfaces for policy control. But irrespective of the evolution in that area, the single point for policy control in the GGSN provided by the GGSN Proxy, will enable the operator to do “full policy control” for home subscribers and at least a subset of local policies for visiting subscribers. 

The GGSN Proxy for OTS does also provide a single point where future new functions can be added. 

Note, this possibility for a single point of control for roaming and non-roaming traffic the GGSN proxy gives, is an enhancement both compared to the original Rel-4 OTS proposal and compared to any 3GPP Rel-6 or earlier networks where charging functions is concentrated to GGSN. This may be a reason to apply the GGSN Proxy for 2G traffic as well.  

· Increases the security in the GPRS core network. The only nodes and IP addresses that are exposed to the GRX and external networks are xGGSN’s.  The original Rel-4 OTS proposal decreases security in that also the RNC’s and Iu-network may be exposed to external networks (Iu is connected to Gn which is connected to Gp). 

In general, from a security point of view the GGSN Proxy solution follows a “choke-point principle”; it is better to terminate external traffic in a few well protected points at the edge, than in many less protected points deep inside the network.  
· Easier to control the traffic paths of roaming traffic in the network. Dedicated GGSN’s can be used for roaming traffic, and thereby engineer roaming traffic in specific ways.

· Can make migration to SAE/LTE architecture smoother. The One Tunnel approach with WCDMA payload completely removed from SGSN has similarities with the evolving architecture within the SAE/LTE study. This may open up better and smoother migration possibilities when going from todays GPRS Core Network to the Evolved Core Network.  
· The GGSN Proxy can be a possible point for emergency breakout in the VPLMN. 

The drawback with a GGSN Bearer Relay/GGSN Proxy is of course that there will be additional impact on the GGSN. It should however still be possible with just a software upgrade of the GGSN. No new interfaces are introduced by the proxy. The OTS using a GGSN proxy should also result in a cleaner and simpler implementation in the SGSN, the PDP context handling in SGSN is always the same regardless if a UE is roaming or not.  


The GGSN Proxy

The figure below shows the basic differences between the Rel-4 solution proposed in TR 23.873, the GGSN Bearer Relay solution, and the GGSN Proxy solution.  
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The difference between the GGSN Proxy (c) and the GGSN Bearer Relay (b) is that the xGGSN does the signalling to the HPLMN GGSN, instead of the cSGSN.  The xGGSN acts as an SGSN towards the HPLMN GGSN and hence a standard Gp interface can be preserved between operators.  

Benefits with GGSN Proxy compared to GGSN Bearer Relay

· Simpler approach and less impact on SGSN. SGSN communicates in most cases to the GGSN Proxy as if it is the normal GGSN. The GGSN Proxy then updates the HPLMN GGSN when necessary.  Most procedures then work identically for roamers and non-roamers. 
· Increased security in core network. Gn is not exposed to other operators, only the standard Gp interface. Allows topology hiding and may allow usage of private addresses for SGSN (Gn and Iu networks). This separation of Gp from other interfaces may also facilitate a migration to IPv6 (the operator CN and the GRX becomes independent from a migration point of view).   
· Firewall configurations less complex (CP and UP are not split)
· Policy control and charging in VPLMN becomes simpler. The xGGSN can do control by itself and is not just controlled by the cSGSN. That is, there is no “master-slave relationship” between cSGSN and xGGSN, and the xGGSN can be expected to initiate procedures by itself if required when rules are installed over Gx.
· Error handling becomes simpler (both CP and UP in the same node). For example node restart becomes less complex - no distributed states as in the GGSN Bearer Relay proposal.


3. Conclusion 
Introducing One Tunnel for non-roaming traffic only (as in Rel-4 proposal) will reduce SGSN hardware investments when 3G/HSPA traffic increases, but at the price of a more complex backbone design (different routes for roaming and non-roaming traffic, RAN (Iu) may be exposed to external networks, lawful intercept and charging needed in both SGSN and GGSN), which may increase operations costs of the core network. 
Introducing the cleaner concept with One Tunnel for both non-roaming and roaming traffic using a GGSN Proxy in the roaming case, will overcome the drawbacks with the Rel-4 proposal. In addition the security level may be increased (topology hiding and possibility for private IP addresses on Gn and Iu) and operators will have a single point in the network for doing LI, PCC and future new functions (e.g. emergency breakout in VPLMN) and a migration path to the SAE architecture. To get these benefits for 2G traffic as well, the GGSN Proxy may be considered for 2G roaming traffic too. 
The standardization effort in the SGSN will be simplified by the GGSN Proxy alternative as the procedures can handle all traffic in the same way. Some changes should be needed in the GTP protocol (for both alternatives). The GGSN Proxy will have additional impact on the GGSN, but it can be considered minor as the GGSN already today operates on both Gn and Gp interfaces.    
4. Proposal
It is proposed to introduce the GGSN Proxy in the TR 23.809, and to consider it as the way forward for OTS.  
5
One Tunnel overview

5.1
General

The One Tunnel functionality enables direct user plane tunnel between RAN and GGSN within the PS domain.

In case of single tunnel, the SGSN provides for the RAN the TEID and user plane address of the GGSN and for the GGSN the TEID and user plane address of the RAN. The detail procedures how the user plane addresses will be handled are described in clause 7 and 8.
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Figure 2: One Tunnel concept

5.2
GGSN Bearer Relay 

This approach builds on the premise that all the user plane transport functionality is removed from the SGSN. The new SGSN controller (cSGSN) only performs control functions of a legacy SGSN, while the enhanced GGSN (xGGSN) is responsible for all legacy SGSN and GGSN user plane transport functionality see Figure 3 a).

In the Pooled Bearer configuration all bearer resources are maintained by the xGGSN in the visited network that acts as the bearer relay function in the transport path between the RNC and the GGSN. This is required to establish a PDP context towards a home network or legacy GGSN see Figure 3 b).
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Figure3. Pooled Bearer 

During the PDP Context Activation procedure the cSGSN first allocates a bearer plane resource (TEID and user plane address) from the xGGSN. The cSGSN then provides the GGSN the TEID and user plane address of the xGGSN in the Gn Create PDP Request. During the RAB Establish procedure the cSGSN passes the TEID and user plane address of the xGGSN to the RNC. Note the interaction with the legacy GGSN in this scenario does not require any modification to existing procedures. 

The detail procedures how the user plane addresses will be handled are described in clause 7 and 8.
5.3
GGSN Proxy 

This approach is an extension and enhancement of One Tunnel approach described in subclause 5.1 and the Rel-4 TR 23.873. The approach is similar to the GGSN Bearer Relay in subclause 5.2. The difference from that approach is that here the xGGSN instead of the cSGSN does the signalling to the HPLMN GGSN. SGSN communicates in most cases to the xGGSN as if it is the normal GGSN. The xGGSN then updates the HPLMN GGSN when necessary. The xGGSN acts as an SGSN towards the HPLMN GGSN and hence a standard Gp interface can be preserved between operators.  
The benefits with this approach are: 
· The payload originating or terminating in the WCDMA access is completely removed from the SGSN. This simplifies and enables a consistent handling in the SGSN procedures regardless of roaming or non-roaming traffic. This may simplify backbone design and lower operation costs (e.g. easier fault localization and traffic monitoring).
· Enables a single point of control for Lawful Intercept, Policy and Charging Control, and any future functions for both roaming and non-roaming cases.

· Increases the security in the GPRS core network by providing topology hiding and possibility for using private IP addresses on Gn and Iu networks. Firewall configurations less complex (CP and UP are not split).

· Easier to control the traffic paths of roaming traffic in the network. Dedicated GGSN’s can be used for roaming traffic, and thereby engineer roaming traffic in specific ways.
· Can make migration to SAE/LTE architecture smoother.
· The GGSN Proxy can be a possible point for emergency breakout in the VPLMN.
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Figure X:  Handling of roaming traffic with the GGSN Proxy One Tunnel solution

When the cSGSN during the PDP Context Activation procedure finds an APN belonging to another PLMN, it selects an xGGSN for handling the roaming traffic and sends the Create PDP Context Request message to that node instead. The xGGSN creates the PDP Context, allocates additional TEIDs for the Gp interface and forwards the Create PDP Context Request message with these TEIDs to the GGSN corresponding to the APN. The response message from the GGSN is returned/forwarded by the xGGSN to the SGSN.

Mobility management procedures are handled in the same way as for the One Tunnel Solution for non-roaming traffic described in subclause 5.1, with the GGSN in the HPLMN not involved in the procedure.

The xGGSN forwards all modifications of PDP Contexts to the GGSN in HPLMN, unless the modification is only of local significance (i.e. updating TEIDs and IP addresses).
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