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Abstract of the contribution: this contribution describes a possible extension to VCC support in 3GPP TS 23.206 that might be used to support IMS Emergency calls as defined in 3GPP TS 23.167. The extension enables not only continuity of the voice portion of an IMS emergency call when a UE switches between the IMS and CS domains but also continuity of location support. Furthermore, the extension can be applied to an unregistered UE as well as a registered UE. This contribution is an updated version of S2-061399 presented at SA2#52 and now supports VCC for emergency calls originated in the CS domain as well as PS domain. 
1. Introduction
In the latest “Voice Call Continuity between CS and IMS” stage 2, 3GPP TS 23.206 v.100, the VCC CCCF is defined to be located in the home network which is incompatible with the current solution for IMS Emergency calls in 3GPP TS 23.167 v.710, where IMS call support is restricted to the visited network. This means that it will not be possible to support VCC for IMS Emergency calls unless a new variant of VCC is defined for the visited network or unless IMS emergency calls are routed through the home network. The proposal here is to explore the former alternative since home network support of IMS Emergency calls would significantly change the current solution as well as introduce a number of new problems such as liability issues, support of visited country regulatory requirements and possibly latency issues. Such a modified solution would also be incompatible with supporting IMS emergency calls from unauthorized users (e.g. where there is no roaming agreement between the visited and home networks).
The revised solution presented here supports both the minimum and optional additional objectives defined in the agreed WI in SP-060290 which comprise VCC support for:

· emergency calls originated in the home PS domain

· emergency calls originated in the CS domain
· Roaming scenarios
· UEs that cannot be authenticated (e.g. UICC-less or with no roaming agreement)

The described solution defines support for VCC at a fairly detailed level and in addition considers continuity of location support.
2. Possible Modified Reference Model

Figure 1 shows a possible reference model based on Figure 6.4.1.1-1 in TS 23.206. The changes to support VCC for IMS emergency calls comprise using a VCC CCCF in the visited rather than home network and substituting the E-CSCF in the visited network for the S-CSCF in the home network.  The visited network P-CSCF (which is also part of the model) is not shown in this figure.
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Figure 1 – Possible Reference Model for VCC support for an IMS Emergency Call

Figure 2 shows the same reference model as Figure 1 but from the perspective of the model defined in 3GPP TS 23.167 to support IMS Emergency calls. In this figure, the VCC CCCF is added with an interface to the E-CSCF and a possible interface to the P-CSCF (whose usage is described later). The emergency call will be anchored in the VCC CCCF as defined in 3GPP TS 23.206. In addition, location support will be anchored in an LRF in the visited network such that the PSAP can continue to obtain updated location estimates from the same LRF regardless of how the UE changes its serving network and serving domain. This LRF is referred to here as the anchor LRF.
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Figure 2 - Modified architecture from 23.167 perspective

3. Negotiation of VCC Support
For normal VCC, the home network (e.g. home S-CSCF) can be aware of the UE’s VCC capability from subscription information obtained from the UE’s home HSS. The UE can be already aware of the home network support of VCC and the VDN (E.164 Voice Domain Transfer Number) and VDI (Voice Domain Transfer SIP URI) used for domain transfer, enabling VCC without any explicit negotiation and information transfer when a voice call is first originated. 

It would be desirable to support VCC for emergency calls in the same manner, although some explicit signalling changes may be needed. For example, without any negotiation of VCC support, it may be impossible to support VCC because when the UE changes domain, it will have no idea in a roaming situation whether the old and new domains can collaborate to support VCC and hence it won’t know whether the existing call can be continued or not. In the following discussion, it is assumed that VCC support for IMS emergency calls is provided in the visited network.

To convey to the visited network (e.g. P-CSCF, E-CSCF or VMSC) that a UE is VCC capable, the following alternatives are possible.

(a) If the visited network is the home network for the UE, it may discover UE VCC capability from subscription information for the UE in the home HSS.

(b) The visited network may assume that the UE is VCC capable (whether or not the UE actually is).

(c) The visited network (e.g. P-CSCF or VMSC) discovers UE VCC capability during registration with the home network (e.g. from the home S-CSCF in a 200 OK response to the SIP REGISTER message or in UE subscription information provided by an HLR/HSS to a VMSC)

(d) The UE informs the visited network (e.g. P-CSCF or E-CSCF) of its VCC capability either: 

i. during registration (e.g. in the SIP REGISTER message)

ii. or when originating an IMS emergency call (e.g. in the SIP INVITE message)

iii. or when originating a CS mode emergency call (e.g. in the Emergency SETUP)

Alternative (a) is applicable to an emergency call originated in the PS domain and may use the same mechanism for VCC capability discovery that is used for normal VCC support (for non-emergency calls) as described in draft TS 23.206 if the UE is not roaming.

With alternative (b), the visited network assumes that the UE is VCC capable and assigns VCC resources when the emergency call is originated. There would thus be some wastage of VCC resources for UEs that were not VCC capable. For emergency calls originated in the PS domain the wastage may be small, because the number of such calls will generally be a very small proportion of all IMS calls in the PS domain. In addition, if alternative (a) is combined with alternative (b) such that the visited network assumes UE VCC capability only if it is not the home network, the wastage is further reduced. However, for CS originated emergency calls, there will probably be a higher level of wastage because most CS emergency calls, at least initially, will come from legacy UEs not capable of supporting VCC.
Both alternative (a) and alternative (b) avoid impacting the UE, which is desirable to enable a common VCC solution (from the perspective of the UE) for both emergency and non-emergency calls.
Alternative (c) also avoids impacting the UE but is restricted to authorized UEs only.
Alternative (d.i) avoids impacting the home network but is again restricted to authorized UEs only while alternatives (d.ii) and (d.iii) are valid for all UEs although they require a new variant of VCC from the UE perspective.
To convey to the UE that the visited network is VCC capable and transfer the VDN and VDI if needed, the following alternatives are possible.
(e) The UE discovers visited network VCC capability (and possibly any VDN and VDI) from system broadcast messages.
(f) The UE discovers the visited network VCC capability and the VDN and VDI where needed using DHCP or using HTTP or HTTPS from a server in the visited network whose role is to provide information related to emergency calls (e.g. including also local emergency numbers).

(g) The visited network indicates its VCC capability to the UE either: 

i. during registration (e.g. in a SIP 200 OK message)

ii. or when replying to an IMS emergency call origination (e.g. in the SIP 200 OK message)

iii. or when replying to a PS mode Attach request (e.g. using the Network Feature support parameter in TS 24.008)

iv. or when replying to a CS Emergency call origination (e.g. in a Facility parameter in a CONNECT message)

Alternative (e) would be suitable for UMTS, GPRS and GSM networks and could be possible for WLANs. Alternative (f), which is applicable to IMS originated calls, avoids SIP impacts and could fit in with the need to provide local emergency numbers to a UE from some server in the visited network (e.g. see S2-061396). The address of this server could be obtained by the UE using either DHCP or a DNS query on some known FQDN containing the visited network’s known domain name and some fixed user name – e.g. “emergency-support@<visited network domain>”). As a variant, VCC capability (and VDN and VDI addresses if needed) could be signalling directly when the UE uses DHCP to discover the P-CSCF and DNS server addresses.
Alternative (g.i) is only valid for authorized UEs while alternatives (g.ii), (g.iii) and (g.iv) are valid for authorized and unauthorized UEs.
The SIP signalling changes required for alternatives (c), (d) and (g) could be supported in at least three different ways.
(h) The Supported SIP header field in a SIP REGISTER, SIP INVITE and SIP 200 OK could be extended by creating a new option tag indicating VCC support. For transfer of additional VCC information (e.g. the VDN and VDI), a new SIP extension would be used associated with the Supported VCC option tag.
(i) The SDP portion of the SIP INVITE and SIP 200 OK could be extended by defining new IANA registered or unregistered attributes. For example, a new property attribute could be used to indicate VCC support and one or two distinct value attributes could be assigned to convey the VDN and VDI (e.g. from the E-CSCF or VCC CCCF) to the UE. Media level attributes (as opposed to a session level attributes) might be more appropriate (e.g. when establishing a multi-media emergency call) to selectively define the particular media (e.g. audio only) for which VCC is supported.

(j) A combination of alternatives (h) and (i) might be used – for example conveyance of SIP capability only using a new Supported option tag as in (h) and conveyance of any further VCC information (e.g. VDN and VDI) using new SDP level value attributes as in (i).

In order to avoid SIP and other point-to-point signalling impacts on the air interface (i.e. for the UE), some combination of alternatives (a), (b), (c), (e) and (f) can be used. However, allowing SIP and CS domain signalling impacts for the UE can avoid impacts to the home network and support VCC for unauthorized UEs – e.g. using alternatives (d.ii), (d.iii), (g.ii), (g.iii) and (g.iv). It is expected that a preferred subset of alternatives can be decided based on which criteria are considered more important.
In the following call flows, it assumed that there will be a preference to avoid impacts associated with negotiating support of VCC. In the simplest case, the network can just assume that a UE is VCC capable. Thus impacts to negotiate VCC that could be removed are shown below in red font and in parentheses.
4. IMS Emergency Call Origination
Emergency call origination could occur as defined in TS 23.167 but with some changes to negotiate usage of VCC. In particular, in order to preserve continuity of location support as well as continuity of the voice call following any domain transfer, either the E-CSCF or P-CSCF in the visited network would need to send the SIP INVITE (for the IMS emergency call) to the VCC CCCF before invoking the LRF to obtain or verify location and select the destination PSAP. The VCC CCCF would then anchor the incoming call leg and originate a new outgoing call leg through the E-CSCF towards the PSAP. On receiving the SIP INVITE from the VCC CCCF, the E-CSCF would perform normal location and routing as defined in TS 23.167 and transfer the call to the PSAP either via IP or through an MGCF and the PSTN. Performing location and routing as part of the outgoing call leg from the VCC CCCF is essential in order that the association with the anchor LRF remain preserved throughout the duration of the call. The continued association with the anchor LRF will enable continuity of location support.  Figure 3 illustrates the ensuing call origination procedure and includes several of the alternatives already described for negotiating usage of VCC and transferring any VCC related information. Not all of the alternatives included in Figure 3 are needed (i.e. Figure 3 is overloaded) and so, once a particular set of preferred alternatives are selected, it will be possible to simplify the procedure.
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Figure 3 – IMS Emergency Call Origination with VCC support
1.
The user initiates an emergency call.

2.
The UE performs an emergency registration procedure with the visited network P-CSCF and home network S-CSCF (not shown) as described in TS 23.167 if it contains the necessary credentials. (The SIP REGISTER message sent by the UE or the SIP 200 OK message returned by the home S-CSCF can indicate to the visited network P-CSCF that the UE is VCC capable.) (The 200 OK returned to the UE by the visited network P-CSCF can also indicate that the visited network is VCC capable and can provide a VDN and VDI if needed.)
3.
The user equipment sends an INVITE with an emergency indication to the visited network P-CSCF. The INVITE may contain any location objects that the UE has. The location object is dependant upon the access network technology. The INVITE should contain identification information for the UE – e.g. IMSI and/or IMEI (and may indicate UE support for VCC if this was not conveyed to the visited network in step 2). 
4.
Based on the indication of VCC support in the INVITE or on knowledge of VCC support obtained in step 2 or on knowledge or assumption of VCC support according to alternatives (a) and/or (b) in section 3, the P-CSCF may forward the INVITE in two different ways:

4a: the P-CSCF forwards the SIP INVITE to an E-CSCF with an indication of VCC support and 4b: the E-CSCF based on the indication of VCC support in step 4a or due to network policy (e.g. assumption of VCC support by all UEs) forwards the SIP INVITE to a VCC CCCF;

4c: or alternatively, the P-CSCF forwards the SIP INVITE directly to the VCC CCCF.

5.
The VCC CCCF anchors the incoming call leg and originates an outgoing leg by sending the INVITE to (or back to) the E-CSCF. The INVITE still carries an emergency indication but no longer indicates support for VCC. 
6.
The E-CSCF performs normal treatment for emergency call setup as defined in 3GPP TS 23.167. If the location object provided in the INVITE is insufficient to determine the correct PSAP or if the IMS core requires the assistance of an RDF, of if the IMS core is required to verify the location object, a retrieve location request is sent to the LRF performing the location retrieval functionality. The retrieve location request shall include information identifying the UE (e.g. IMSI and/or IMEI), the IP-CAN and may include means to access the UE (e.g. UE IP address). The retrieve location request may also include any location objects provided in the INVITE in step 3. The retrieve location request may further include an indication of VCC support and identification information for the VCC CCCF – e.g. the VDN and VDI. However, this may only be needed for procedures C and D described later.
7.
The LRF may obtain an interim location estimate. The means to obtain the interim location estimate is dependant upon the access technology the UE is using to access the IMS and may include using the PS-NI-LR or PS-MT-LR procedures defined in 3GPP TS 23.271 or the SUPL procedures defined in OMA AD SUPL: "Secure User Plane Location Architecture", OMA TS ULP: "User Plane Location Protocol", or other procedures. The LRF may invoke an RDF to convert the interim location or any location object received in step 6 into the address of a PSAP. The LRF may record the information received in step 6.  
8.
The location information and/or the PSAP address obtained in step 7 is returned to the E-CSCF. The LRF may also return correlation information (e.g. ESQK) identifying itself and any record stored in step 7. For the remainder of the call, the LRF serves as the anchor LRF.
9.
The E-CSCF uses the PSAP address provided in step 8 or selects an emergency centre or PSAP based on location information provided in step 8 and sends the request including the location information and any correlation information to the emergency centre or PSAP.
9a. The INVITE is sent to an MGCF/MGW, 9b. The IAM is continued towards the emergency centre or PSAP Or 9c. The INVITE is sent directly to the emergency centre or PSAP.

10.
Intermediate signalling for call establishment may occur (e.g. return of an ACM from a PSTN capable PSAP) which is not shown. When the PSAP answers the call, the following steps occur:

10a. The PSAP returns an ANM to the MGCF/MGW, 10b. The MGCF/MGW returns a 200 OK to the E-CSCF Or 10c. The PSAP returns a 200 OK directly to the E-CSCF.

11.
The E-CSCF returns the 200 OK to the VCC CCCF (on the outgoing call leg started in step 5).
12.
The VCC CCCF returns a 200 OK to the E-CSCF (on the incoming call leg used in step 4). (If the UE did not discover visited network support for VCC and any associated VCC information (e.g. VDN, VDI) in step 2 or prior to step 2, the 200 OK returned by the VCC CCCF may indicate support for VCC and may include a VDN and/or VDI.)
13.
The E-CSCF returns the 200 OK to the UE (via the P-CSCF). (To reduce impacts to the VCC CCCF, any VCC indication and VDN/VDI could be placed in the 200 OK by the E-CSCF and not by the VCC CCCF in step 12. The UE then stores any received VDN and/or VDI.)
5. CS Emergency Call Origination
It is unclear whether support for VCC is really needed for emergency calls originated in the CS domain. Initially at least, most such calls would be originated from legacy UEs not capable of supporting IMS emergency calls and/or VCC. In addition, a stable solution has already been defined (e.g. in 3GPP TS 23.271) and implemented in several regions making addition of VCC support potentially destabilizing.  Nevertheless, a potential solution is defined here that might be used.

[image: image4.emf]MSC

2. Emergency Setup (VCC)

MGCF

UE-CS UE-IMS

VCC CCCF E-CSCF

Visited Network

1. Init. Emerg. Call

6. IAM (IMRN)

GMLC / LRF

7. INVITE (IMRN)

8. INVITE 

11. INVITE 

9. RetrievLocation 

4. MAP Subscriber Location Report (IMSI, IMEI)

5. MAP Subscriber Location Report Ack(IMRN)

12.Remainder of CS Emergency Call Establishment

10. Return Location 

3. Location Procedure

 
Figure 4 – CS Emergency Call Origination with VCC support
1. The user initiates an emergency call.

2. The UE originates an emergency voice call in the CS domain by sending an Emergency Setup message to the VMSC (as defined in 3GPP TS 24.008). (The Setup message may indicate that the UE supports VCC.) 

3. The VMSC may initiate a procedure in the RAN to obtain an interim location estimate for the UE as defined and allowed in 3GPP TS 23.271.

4. Based on local VMSC policy or based on subscription information obtained from the UE’s home HLR/HSS (or based on any VCC indication received in step 2), the VMSC sends a MAP Subscriber Location Report to a GMLC associated with the emergency service provider (PSAP) to which the call would normally be sent (e.g. based on the serving cell ID and dialled emergency number).  The MAP Subscriber Location Report carries the IMSI, MSIDN, IMEI, VMSC address and serving cell identity or SAI for the UE. It also includes any interim location estimate obtained in step 3. In regions where the VMSC and not the GMLC normally determines the PSAP (e.g. the EU), the message may carry the address of the intended destination PSAP. (If the MS provided an indication of VCC support in step 2, the MAP Subscriber Location Report may also carry such an indication.)
5. The GMLC assumes the UE supports VCC or determines this from subscription information if the UE is served by the home network (or the GMLC determines this from any VCC indication provided in step 4). The GMLC stores a call record for the UE including all the information received in step 4. The GMLC assigns an IP Multimedia Routing Number (IMRN) to the call. Minimally, the IMRN enables call routing to the VCC CCCF in steps 6 and 7 and identifies the GMLC. Optionally, the IMRN may also temporarily identify the call record stored in the GMLC. The GMLC returns a MAP Subscriber Location Report Ack. to the VMSC carrying the IMRN is the NA-ESRD or NA-ESRK or in some other parameter.  The GMLC may subsequently instigate a CS-MT-LR with the VMSC (not shown in Figure 4) to obtain an interim location estimate for routing or an accurate location estimate for later provision to the PSAP. If an interim location estimate is obtained in this step rather than in step 3, it will be possible to re-use the procedure of Figure 4 to support IMS to CS domain transfer as described further in section 8.
6. The VMSC routes the call based on the IMRN received in step 5. If the IMRN is conveyed using the existing NA-ESRK or NA-ESRD parameter then the call routing procedure in the VMSC can be the same as that used for normal emergency call origination in TS 23.271. Based on IMRN routing, the VMSC routes the call to an MGCF in the visited network.

7. The MGCF initiates an INVITE towards an I-CSCF in the visited IMS (not shown) or possibly the MGCF routes directly to the E-CSCF, an S-CSCF or VCC CCCF. The INVITE contains the identity of the UE (e.g. MSISDN Tel URI as Contact address). The I-CSCF or S-CSCF (not shown) or E-CSCF, based on the IMRN, instigates PSI based application server termination to the VCC CCCF. 
8. The VCC CCCF anchors the incoming call leg and originates an outgoing leg by sending the INVITE to (or back to) the E-CSCF. The INVITE carries information (e.g. in the SIP INVITE TO header) identifying an emergency call and enabling recovery of the IMRN (e.g. unique digits in the IMRN may be included and known fixed digits may be excluded). Location information (e.g. a pidf-lo) need not be included.
9. Based, for example, on inclusion of IMRN information in step 8, the E-CSCF sends a retrieve location request to an LRF identified by or associated with the IMRN. The retrieve location request includes IMRN information and any UE identification received in step 8 – e.g. an MSISDN Tel URI. The retrieve location request may further include an indication of VCC support and identification information for the VCC CCCF – e.g. the VDN and VDI. However, this may only be needed for procedures C and D described later.
10. Based on any UE identification received in step 9 (e.g. MSISDN) and/or on IMRN information, the LRF interacts with the GMLC and retrieves the call record stored by the GMLC in step 5. Using any interim location information already in the call record, or any interim location obtained according to step 5 (once this has completed), or the identity of the intended PSAP destination, the LRF returns a PSAP address and possibly location information to the E-CSCF. If the LRF and GMLC are distinct, the LRF will provide the anchor point for further support of location and may copy the call record obtained from the GMLC as well as storing information received from the E-CSCF in step 9. The LRF may return correlation information (e.g. ESQK) to the E-CSCF identifying itself and the call record. The LRF may further interact with the GMLC to instigate a CS-MT-LR procedure with the VMSC (as defined in 3GPP TS 23.271) to obtain an accurate location estimate for the UE. 
11. The E-CSCF uses the PSAP address provided in step 10 and sends on the call request including the location information and any correlation information to the emergency centre or PSAP. The call request is either sent via MGCF/MGW into the PSTN (not shown) or is sent directly as a SIP INVITE towards an IP capable emergency centre or PSAP.

12. The rest of the call establishment procedure occurs between the UE, VMSC, VCC CCCF, E-CSCF and PSAP based on the VCC CS origination procedure described in TS 23.206. 

In step 2 of Figure 4, any VCC indication might be included in the Emergency Category parameter in the Emergency Setup message as a new service category (since there are currently 3 spare bits allowing up to 3 new service categories to be defined). This is not an ideal solution though it may be workable if during the remaining expected lifetime of CS mode, no new emergency categories are expected. 
It is worth noting that the above procedure preserves support for existing PSAP routing options (e.g. using cell ID or an interim location estimate), does not necessarily require any new impacts to MSCs and supports accurate location retrieval by the PSAP in the manner currently defined in TS 23.271. It also enables CS originated emergency calls to be sent to IP capable PSAPs.

6. Domain Transfer
Domain transfer can occur in a very similar manner to that for normal VCC as defined in 3GPP draft TS 23.206. Figures 5 and 6 are copies of Figures 6.4.1.2-1 and 6.4.1.2-2 in TS 23.206 showing switching of the user plane. For support of VCC for IMS emergency calls, the S-CSCF shown in each figure here would be replaced by the E-CSCF (in the visited network) and UE#B shown in each figure would correspond to the PSAP.
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Figure 5 - U-Plane path between VCC UE#A and IMS PSAP (UE#B)
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Figure 6 - U-Plane path between VCC UE#A and CS PSAP (UE#B)
7. Domain Transfer IMS to CS – Procedure A
Two alternative procedures are described here to support domain transfer for an IMS emergency call from the IMS domain to the CS domain when the UE moves out of IMS coverage and into CS coverage. In procedure A described in this section, the VCC capable UE behaves as for normal VCC (described in TS 23.206) and originates a new call leg in the CS domain to the VCC CCCF using the VDN obtained from the visited network using any of alternatives (e), (f) or (g) described in section 3.
Procedure A is only applicable to a UE that has sufficient credentials to register in the new visited network supporting the CS domain and places limitations on the continuity of support for providing further UE location updates to the PSAP. However, the procedure has the advantage of being compatible from the UE perspective with IMS to CS domain transfer for normal VCC. It is illustrated in Figure 7.
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Figure 7 – Procedure A for IMS to CS domain transfer
1. If the user is not attached to the CS domain at the time when the UE determines a need for Domain Transfer to CS, the UE performs a CS Attach including a location update to its HLR/HSS. It subsequently originates a voice call in the CS domain using the VDN obtained earlier from the original visited network to establish an Access Leg via the CS domain. It is assumed for this procedure that the UE can be authenticated in the CS domain.
2. The originating call is processed as for normal CS call originations in the CS network.
3. The VMSC routes the call towards the original visited IMS network via an MGCF in the original visited network.

4. The MGCF initiates an INVITE towards an I-CSCF in the original visited IMS (not shown) or possibly the MGCF routes directly to the E-CSCF, an S-CSCF or VCC CCCF. The I-CSCF or S-CSCF (not shown) or E-CSCF, based on the VDN, instigates PSI based application server termination to the VCC CCCF. 
5. The CCCF updates the outgoing Access Leg by communicating the SDP of the Access Leg established in the transferring-in domain to the remote end via the E-CSCF. Access Leg update happens according to SIP session modification procedures in IETF RFC 3261. The CCCF may also explicitly indicate domain transfer to the E-CSCF.
6. The E-CSCF sends a Location Update to the anchor LRF with the new SDP information. Minimally the E-CSCF indicates to the LRF that there has been a CS domain transfer (e.g. this can be known by the CCCF from use of a VDN rather than VDI and/or from domain transfer involving an MGCF).
7. The update continues towards the PSAP possibly via an MGCF.
8. The new call leg in the transferring-in CS domain is established between the VCC CCCF, E-CSCF or S-CSCF if present, I-CSCF if present, MGCF, VMSC and UE. 

9. The previous incoming Access Leg which is the Access leg previously established over IMS is released. The UE should de-register if possible in the visited network P-CSCF and home network S-CSCF.
Continuing support of location after procedure A has transferred the UE to the CS domain is restricted as follows. If the PSAP sends a request to the anchor LRF to obtain the location of the UE, it may not be possible for the LRF to continue using the same procedure to obtain location as it may have been using (or expecting to use) while the UE was in the IMS domain. For example, if the LRF was using OMA SUPL based on UDP/IP and/or TCP/IP transport between the LRF and UE, the loss of access to the PS domain by the UE following IMS to CS domain transfer may prevent further use of SUPL. In addition, the LRF may not be able to use the control plane location solutions defined in 3GPP TS 23.271 for CS emergency calls (e.g. in clause 9.1.3 of TS 23.271) because it may not know the VMSC address. However, the LRF could use the more general CS-MT-LR procedure described in clauses 9.1.1 and 9.1.2 of 3GPP TS 23.271 in which the LRF (behaving as or accessing a GMLC) obtains the VMSC address by querying the UE’s home HLR/HSS. A disadvantage of this, however, is that the UE’s HLR/HSS will need to support the CS-MT-LR query procedure and there may be billing issues between the visited network and home network (since the home network may not be aware of the emergency call significance).
8. Domain Transfer IMS to CS – Procedure B

The other procedure B enabling IMS to CS domain transfer is applicable to a UE whether or not it has sufficient credentials to register in the new visited network and enables continuity of location support without limitation.  However, it may be restricted to domain transfer between networks belonging to the same operator. The procedure requires a new variant of VCC domain transfer in the UE in which knowledge of a VDN is not needed. The procedure is described in Figure 8.
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Figure 8 – Procedure B for IMS to CS domain transfer
1. If the user is not attached to the CS domain at the time when the UE determines a need for Domain Transfer to CS, the UE may perform a CS Attach if it contains the necessary credentials. It subsequently originates an emergency voice call in the CS domain by sending an Emergency Setup message to the VMSC (as defined in 3GPP TS 24.008). (The Emergency Setup message may contain an indication of VCC support.) However, no VDN needs to be included.
2. Based on local VMSC policy or based on subscription information obtained from the UE’s home HLR/HSS (or based on any VCC indication received in step 1), the VMSC sends a MAP Subscriber Location Report to a GMLC associated with the emergency service provider (PSAP) to which the call would normally be sent.  The MAP Subscriber Location Report carries the same information as that which would be sent for a normal emergency call origination (e.g. as step 4 for Figure 4 ) including the IMSI, MSIDN, IMEI, VMSC address and serving cell identity or SAI. No location estimate is included (but an indication of VCC use may be included).
3. Based on local policy (or due to receipt of a VCC indication in step 2), the GMLC interacts with an associated LRF or a set of associated LRFs to search for the call record for the UE that was originally established in the anchor LRF (e.g. using the procedure described in Figure 3 or Figure 4). The anchor LRF may use the IMSI, MSISDN and/or IMEI received in step 2 to identify the correct call record. If no call record is found, the GMLC could assume that this is a new emergency call and proceed as in Figure 4. This treatment will be valid if the operator supports VCC for both CS and IMS emergency call originations. If the operator supports VCC only for IMS emergency call originations and the call record is not found, the GMLC would instead return a MAP Subscriber Location Report return error to the VMSC (not shown) and the VMSC would release the call attempt. Otherwise, if the call record is found, the GMLC returns a MAP Subscriber Location Report Ack. to the VMSC carrying the VDN needed to establish the new access leg. The VDN would have been obtained by the LRF when the call was first originated (e.g. in step 6 in Figure 3 or step 9 in Figure 4). The VDN could be carried by the existing NA-ESRK or existing NA-ESRD parameter in the MAP Subscriber Location Report ack. The GMLC also stores the information received from the VMSC in step 2.
4. The VMSC routes the new leg based on the VDN received in step 3. If the VDN is conveyed using the existing NA-ESRK or NA-ESRD parameter then the call routing procedure can be the same as that used for normal emergency call origination. Based on VDN routing, the VMSC routes the call towards the initial visited IMS network via an MGCF in the visited network.

5. The MGCF initiates an INVITE towards an I-CSCF in the visited IMS (not shown) or possibly the MGCF routes directly to the E-CSCF, an S-CSCF or VCC CCCF. The I-CSCF or S-CSCF (not shown) or E-CSCF, based on the VDN, instigates PSI based application server termination to the VCC CCCF. 

6. The CCCF updates the outgoing Access Leg by communicating the SDP of the Access Leg established in the transferring-in domain to the remote end via the E-CSCF. Access Leg update happens according to SIP session modification procedures in IETF RFC 3261. The CCCF may also explicitly indicate CS domain transfer to the E-CSCF.
7. The E-CSCF sends a Location Update to the anchor LRF with the new SDP information. Minimally the E-CSCF indicates to the LRF that there has been a CS domain transfer. The LRF correlates this indication with the indication of domain transfer determined in step 3 and determines that the UE has now changed domain to that indicated in step 2. The LRF communicates this information to the GMLC selected by the VMSC in step 2.
8. The update continues towards the PSAP or MGCF.

9. The new call leg in the transferring-in CS domain is established between the VCC CCCF, E-CSCF or S-CSCF if present, I-CSCF if present, MGCF, VMSC and UE. 

10. The source Access Leg which is the Access leg previously established over IMS is released. The UE should de-register if possible in the visited network P-CSCF and home network S-CSCF.
In step 1 of Figure 8, any VCC indication could be included in the Emergency Category parameter in the Emergency Setup message as a new service category (since there are currently 3 spare bits allowing up to 3 new service categories to be defined). Procedure B could be initiated by the UE instead of procedure A (if both procedures are allowed) based on the following information:
(k) An indication from the original visited network to the UE that procedure B is supported.

(l) Determination by the UE that the new visited CS domain and the original visited IMS or CS domain are owned by the same operator or have an arrangement to support procedure B.

The indication in (k) can be conveyed explicitly or implicitly to the UE using any of the alternatives (alternatives (e), (f) or (g)) described in section 3 for conveying VCC related information to a UE.
The determination in (l) could be based on detecting the same operator identification in the original visited domain and new visited CS domain – e.g. the same MCC-MNC. Determination might instead be based on system broadcast information received from the new visited network (e.g. information that the new visited network supports procedure B and possibly the identifications of other networks with which procedure B is supported). Alternatively determination of both (k) and (l) might be based on information stored in the SIM/USIM for the UE identifying all operators who have an arrangement to support procedure B.
Besides allowing domain transfer for unregistered UEs, procedure B also enables the anchor LRF to make use of the normal location procedure defined in 3GPP TS 23.271 (e.g. in clause 9.1.3) to locate a UE that has originated an emergency call. This is enabled due to steps 2 and 3 in Figure 8 in which the VMSC obtains and stores information concerning the GMLC, and the LRF and GMLC obtain and store information concerning the VMSC. This then permits a CS-MT-LR without the need to query the UE’s home HSS/HLR. 

A further aspect of procedure B is that the call origination procedure at the VMSC can be identical to that for a normal emergency call as described in TS 23.271 or identical that for VCC support for a CS originated emergency call as described in Figure 4. From the perspective of the GMLC, the procedure is also almost identical to that for a normal emergency call with regard to the MAP signalling transaction with the VMSC.

9. Domain Transfer CS to IMS – procedure C
Two alternative procedures are described to support domain transfer for an emergency call from the CS domain to the IMS domain. In procedure C described in this section, the VCC capable UE behaves as for normal VCC (described in TS 23.206) and originates a new call leg in the IMS domain to the VCC CCCF using the VDI obtained from the visited network using any of alternatives (e), (f) or (g) described in section 3. The call is treated like a normal originating SIP call and thus is only applicable to a UE that has sufficient credentials to register in the new visited network. It is illustrated in Figure 9.
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Figure 9 - Domain Transfer CS domain to IMS – procedure C
1. If the user is not registered with IMS at the time when the UE determines a need for Domain Transfer to IMS, the UE initiates Registration with IMS as specified in 3GPP draft TS 23.206. It subsequently initiates an IMS originated session toward the visited CCCF in VCC Application using the VDI obtained earlier from the visited network (e.g. as described in section 3 and in Figures 3 and 4) to establish an Access Leg via IMS and request Domain Transfer of the active CS session to IMS. The SIP INVITE may be routed through a P-CSCF in either the new visited network or home network (not shown) and an S-CSCF in the home network (not shown) and will eventually reach either an S-CSCF (not shown) or the E-CSCF in the original visited network.
2. The IMS session is processed at an S-CSCF (not shown) or the E-CSCF in the original visited network and delivered to the VCC CCCF. 

3. The CCCF completes the establishment of the new incoming Access Leg via IMS. The CCCF performs the Domain Transfer by updating the Remote Leg with connection information of the newly established Access Leg using the Access Leg Update procedure as specified in 3GPP draft TS 23.206.The UPDATE or ReINVITE is sent to the E-CSCF used to originate the call (e.g. according to Figure 3 or 4). The CCCF may also explicitly indicate domain transfer to the E-CSCF.
4. The E-CSCF updates the anchor LRF with the new SDP information – e.g. indicates that the UE is now using the IMS domain and provides the UE IP address.

5. The update continues towards the PSAP or MGCF.
6. The source Access Leg which is the Access leg previously established over CS is subsequently released as specified in 3GPP draft TS 23.206. This includes releasing the previous incoming CS leg through the E-CSCF.

Once procedure C has been completed, it will be possible to continue location support for the UE because the LRF should now have the UE’s IP address and can thus invoke OMA SUPL (or any other solution involving IP transport). However, use of the 3GPP control plane solution to enable location of the UE for GPRS access will only be possible using the more general PS-MT-LR procedure described in clauses 9.1.1 and 9.1.6 of 3GPP TS 23.271 in which the LRF queries the UE’s home HLR/HSS for the visited SGSN address.

10. Domain Transfer CS to IMS – Procedure D
The other procedure D supporting CS to IMS domain transfer is applicable to a UE whether or not it has sufficient credentials to register in the new PLMN.  The procedure also places fewer restrictions on continued location support. The procedure is described in Figure 10.
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Figure 10 - Domain Transfer CS domain to IMS – procedure D
1. Prior to sending the INVITE, the UE executes an emergency registration in the new visited IMS network if it contains adequate credentials as defined in 3GPP TS 23.167 (i.e. a normal registration is not used). This will be needed to support call back to the UE (via the new visited network) and to authenticate the UE in the new visited IMS. The UE then sends an INVITE indicating an IMS emergency call to a P-CSCF in the new visited network (not shown in Figure 10). The SIP To header in the INVITE may contain a SIP URI indicating VCC domain transfer for an existing emergency call. Such a SIP URI can easily be added to other SIP URIs needed to support emergency calls without requiring any new SIP signalling changes. The SIP INVITE may also contain a Route header containing address information for the original visited network – for example, a SIP URI created from the MCC-MNC (and possibly cell ID and location area from which the call first originated) for the original visited network. Based on the indication of VCC domain transfer for an existing emergency call, the P-CSCF does not invoke VCC support (e.g. by transferring the SIP INVITE to a VCC CCCF in the new visited network as allowed in Figure 3) but instead passes the INVITE to a local E-CSCF.
2. Based on the indication of VCC domain transfer, the E-CSCF may proceed to step 5 if any address information for the original visited network received in step 1 is precise enough to determine the VDI needed for subsequent routing. Otherwise the E-CSCF requests location and routing information from an LRF – either a local LRF or preferably an LRF in the original visited network as indicated by Route header information provided by the UE in step 1. The E-CSCF provides the LRF with UE identification information – e.g. IMSI, MSISDN, IMEI. The E-CSCF also indicates VCC domain transfer
3. The LRF may interact with other LRFs to search for the original call record established in the anchor LRF when the emergency call was first originated according to Figure 3 or Figure 4. If the LRF is in the original visited network (or supports the original visited network), the interaction and search will be more limited – e.g. the LRF may itself be the anchor LRF.
4. Provided the call record is found, the LRF returns routing information to the E-CSCF in the form of a VDI.

5. Using the VDI determined in step 2 or provided by the LRF in step 4, the E-CSCF forwards the INVITE either directly to the VCC CCCF in the original visited network or to the IMS Core in the original visited network - e.g. the E-CSCF. 
6. If needed, the IMS Core in the original visited network (e.g. E-CSCF) forwards the INVITE to the VCC CCCF.
7. The CCCF updates the outgoing Access Leg by communicating the SDP of the Access Leg established in the transferring-in domain to the remote end via the E-CSCF. The CCCF may also explicitly indicate domain transfer to the E-CSCF.
8. The E-CSCF updates the anchor LRF with the new SDP information – e.g. indicates that the UE is now using the IMS domain and provides the UE IP address.

9. The update continues towards the PSAP or MGCF.

10. The source Access Leg which is the Access leg previously established over CS is subsequently released as specified in 3GPP draft TS 23.206. This includes releasing the previous incoming CS leg through the E-CSCF.

The procedure in Figure 10 is applicable to both registered and unregistered UEs. Continuing location support can also be the same as that for procedure C – e.g. by using OMA SUPL with the UE IP address provided to the anchor LRF in step 8 in Figure 10 or using the 3GPP PS-MT-LR procedure for location with GPRS access. However, as an added benefit, it may be possible to use the 3GPP PS-NI-LR and PS-MT-LR procedures specific to emergency calls defined in 3GPP TS 23.271 (in clauses 9.1.6A and 9.1.7). This can be enabled if the UE indicates an emergency call for GPRS access and/or GPRS PDP context establishment. This can trigger the SGSN into instigating a PS-NI-LR either to obtain location or provide its address to a GMLC. If the GMLC is associated with the anchor LRF, it will be possible to provide the anchor LRF with the SGSN address thereby enabling use of a PS-MT-LR without having to query the home HLR/HSS (and also allowing location for an unauthorized UE with possibly no HLR/HSS). This capability may, however, be restricted to cases where the same operator owns both the new and original visited networks.

11. Preferred Alternatives
Several alternative forms of VCC support for emergency calls have been described here. Using procedures A and C (in sections 7 and 9), it is possible to support VCC in a similar manner to that for normal calls from the perspective of the UE but at the expense of more restrictions on usage (e.g. UE needs to be authenticated and continuity of location is not as good). Using procedures B and D (in sections 8 and 10), it is possible to support VCC with no more restrictions than those applying to normal emergency call origination (e.g. the UE need not be authenticated). This is thus probably the preferred direction. While a number of issues have been solved here concerning both domain transfer and continuity of location, the interaction between GMLCs and LRFs that may be needed for procedures B and D is one area where more investigation seems needed. In any further update to this proposal, it is expected that unnecessary options and variants could be removed and unresolved issues (such as LRF interaction) better clarified.
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