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Introduction
During 3GPP SA2 #52, a number of contributions on Inter-Access Mobility Management were submitted.

This resulted in an update of Section 7.8.3 of TR 23.882 and in the addition of a new subsection, proposing a set of requirements for Inter-Access Mobility Management as well as a preliminary comparison table. The present contribution will focus on the requirement aspect.
The following section discusses several requirements applicable to Mobility Management solutions. Some of these requirements are currently not reflected in Section 7.8.3.3 of TR 23.882. The Annex Section proposes the corresponding update of the aforementioned section.
2 
Requirement Discussion
This section provides a list and description of the most essential requirements to IP Mobility Management solutions.
2.1
General aspects
Link layer agnostic IP mobility. The selected Mobility Management solution should be agnostic to the underlying link layer. Some level of coupling may be beneficial for certain mobility cases or optimizations.
Specification / standard status. The selected Mobility Management solution should obviously be a future-proof as possible. At the same time, the respective levels of maturity of the considered solutions should be taken into account, as well as their existing deployment / acceptance.
Implementation aspects. Implementation complexity and impact on existing technology should be considered, as well as expected deployment cost. Additionally, the selected solution should be such to have minimal impact on mobile battery life.
Routing efficiency. The solution should allow routing optimization with a reasonable complexity in both core and access network

· The above aspects are reflected in requirements 1, 2 & 5 (new)

2.2

Continuity aspects

Continuity. The selected Mobility Management solution should allow service continuity for a variety of usage patterns, i.e. including potentially fast moving mobile nodes. This in understood to mean seamless intra and inter-technology handoffs (e.g. L3 make-before-break handoffs). Within this context, it is deemed important to try to maintain the IP address within an operator’s network (and potentially while visiting partner networks) during mobility events.
Handover performance. Another metric of evaluation for the Mobility Management solution to be selected should be the handover performance, i.e. handover latency (e.g. measured in terms of time for Care-of Address reconfiguration and number of round-trips for Binding Updates), or frequency of L3/IP handover (e.g. Care-of Address change).
· The above aspects are reflected in requirement 4 (new)
2.3
Security aspects
Security. Security aspects should be taken into account, in terms of protection against redirection attacks, and IP address authorization.
· The above aspect is reflected in requirement 6 (new).
2.4
Transport aspects
Overhead optimization. The selected Mobility Management solution should allow various optimizations of overhead aspects, e.g. reduction of amount of over-the-air signalling, limited amount of overhead in user data packets, backhaul signaling, and tunneling overhead. 
· The above aspect is reflected in requirement 7 (updated).
ANNEX
The following text is proposed for addition into TR 23.882 

*** Start of Modified Section ***
7.8.3.3
Comparison of different mobility management schemes
[…]
The main SAE requirements listed in section 5 for the evolved 3GPP Mobility Management are as follows:

Requirement 1: The Evolved 3GPP Mobility Management solution shall be able to accommodate terminals with different mobility requirements (e.g.: fixed, nomadic and mobile terminals).
Requirement 2: The Evolved 3GPP Mobility Management should allow optimized routing for user-to-user traffic (including communication towards Internet and PSTN users, e.g.: via local break-out) and in all roaming scenarios (e.g.: when both users are in a visited network).

Requirement 3: The Evolved 3GPP System shall support IPv4 and IPv6 connectivity. Interworking between IPv4 and IPv6 terminals, servers and access systems shall be possible. Mobility between access systems supporting different IP versions should be supported.
Requirement 4: The Evolved 3GPP Mobility Management should ensure seamless session continuity in mobility scenarios as much as possible (i.e. handover performance such that it is transparent to the application).
Requirement 5: The Evolved 3GPP Mobility Management shall take implementation aspects into account, e.g. impact on existing technology, deployment cost and impact on mobile battery life.
Requirement 6: The Evolved 3GPP Mobility Management shall offer protection against redirection attacks, and take IP address authorization into account.
Additional SAE requirements listed (not specific to mobility management) in section 5 that should be considered: 

Requirement 7: Transport overhead needs optimization, especially for the last mile and radio interfaces, both in terms of signalling and user data overhead.

*** End of Modified Section ***
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