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Abstract of the contribution:

This contribution introduces the MME/UPE selection procedure within Tracking Area.
1. Background
In the current TR 23.882, the MME/UPE initiated reattach procedure is described in the section 7.13.2. This procedure is designed aiming for MME/UPE load redistribution, and also to configure more topologically optimal based on the current user location.
2. Discussion
Because of the introduction of S1 flex in the SAE architecture, any MME/UPE can be chosen within operator’s network whenever topologically reachable from the eNodeB. This network topology provides the significant benefit for mobility management point of view since a UE can stay the same MME/UPE for a long time where ever a UE stays within its network. However, this flexibility may cause the biased MME/UPE load distribution unless sophisticated MME/UPE load distribution mechanism is designed for SAE architecture from the beginning.
· MME/UPE selection mechanism by HSS
Currently the TR 23.882 specifies only reattach procedure. This mechanism provides the load redistribution function on the particular MME/UPE for maintenance purpose. However, this mechanism is not enough to make a dynamic MME/UPE load balance taking the entire network load into account. Thus, the MME/UPE selection should be able to perform when an UE attaches to the network.
In order to make a MME/UPE selection, we believe that the HSS is the right node to do. In general the HSS has operation and maintenance interface and any location update signal always directs to their HSS so that operator can easily designate the MME/UPE per user basis dynamically. This function, designating the MME/UPE per user, also provides the significant benefit in order to configure topologically optimal based on both current user location and user locations in the passed.
The Figure 1 explains an example how location update procedure works conjunction with the database in HSS. In this example, the HSS knows two factors related to the subscriber’s location update. One factor is that the UE usually stays in Tokyo area by referring his location update history. The other factor is that the MME1 in Narita is going to be replaces with MME2. Because of this situation, the HSS designates the MME3 as the alternative MME in the response of the location update signal so that UE can attach to the MME3.

As explained above, we believe that this small enhancement provides the significant benefits to the operator in order to maintain their network dynamically.
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Figure 1: Location update procedure
Note: The area surrounded by the blue dotted line implies the area topologically divided within the tracking area.
3. Proposal
Once SA2 can endorses the need of small enhancements as described in the section above, NEC would like to propose the following updates to the TR 23.882.

7.13
Key Issue Network Attachment

7.13.1
Description of Network Attachment

A UE/user needs to register with the network to receive services that require registration. This registration is described as Network Attachment. The always-on IP connectivity for UE/users of the SAE system is enabled by establishing a basic IP bearer during Network Attachment.

The network keeps UE/user registration information. The UE/user registration information, e.g. the mapping between temporary and permanent user identities and the registered tracking area in the past, is kept by the network.

7.13.2
Solution for Key Issue Network Attachment

The following information flow shows the network attachment of a UE. (The dashed entity is involved optionally.) MME and UPE are shown as combined; though they may be separate (in this case an additional interface must be realized).

The steps shown in the information flow describe individual functional steps. This does not preclude any combining of multiple functional steps into one message or separating one step into a message sequence. The sequence of the steps shown in the information flow may change depending on the solutions for related key issues.
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Figure 7.13-1: Network Attachment information flow

1)
The UE discovers the SAE/LTE access system(s) and performs access system and network selection. If network sharing is present, a shared network may be selected. Further details of this process are FFS.

2)
The UE sends an attach request to the MME/UPE, including its old registration information, e.g. temporary identity. If the UE has no old registration information it includes its permanent identity.


In case of network sharing is applied the attach request includes information for selecting network or MME/UPE.


The Evolved RAN selects the MME/UPE.


The attach request may include information on Default IP Access Bearer (e.g. user preferred IP address and APN).

3)
If old registration information was sent by the UE the MME/UPE tries to retrieve user information from the old MME/UPE by sending the old registration information.

4)
The old MME/UPE sends user information, e.g. the permanent user identity, to the MME/UPE.

5)
The user/UE is authenticated in the new MME/UPE.

6)
The MME/UPE registers itself as serving the UE in the HSS. HSS may designate the other MME/UPE instead of one selected by Evolved RAN. New MME/UPE is informed with the negative response to the UE. It is FFS whether negative response destines to the Evolved RAN or the UE.
7)
The user/UE information in the old MME/UPE is deleted or the user/UE is marked as not present.

8)
The HSS confirms the registration of the new MME/UPE. Subscription data authorising the Default IP Access Bearer are transferred. Information for policy and charging control of the Default IP Access Bearer is sent to the MME/UPE.

9)
An Inters AS Anchor is selected. The selection mechanism is FFS. The IP address configuration is determined by user preferences received from the UE, by subscription data, or by HPLMN or VPLMN policies.

10)
The Inter AS Anchor configures the IP layer with the determined user IP address. The user plane is established and the default policy and charging rules are applied. The user plane establishment is initiated by the UE or by the MME/UPE, which is FFS.

11)
The MME/UPE provides the Evolved RAN with QoS configurations for the Default IP Access Bearer, e.g. the upper limits for transmission data rates. It is FFS whether this provision of QoS configuration requires an additional trigger, e.g. the need to transfer uplink or downlink user data.

12)
The MME/UPE accepts the UE's network attachment and allocates a temporary identity to the UE. Also the determined user IP address is transferred.

13)
Roaming restrictions are checked and if violated the network attachment is rejected.

14)
The UE acknowledges the success of the network attachment.

It shall be possible for an HSS to trigger the UE to reattach (for reasons like load redistribution, attachment to a topologically more optimal MME/UPE due to current user location etc.). In this case, the following procedure would apply:
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Figure 7.13-2: Network initiated Re-Attachment information flow

0)
The HSS requests the UE to re-attach to the other MME/UPE. New MME/UPE information is set on the re-attachment request message.
1)
The Old MME/UPE relays the re-attach request to the UE.

2)
The UE discovers the SAE/LTE access system(s) and perform access system and network selection. However, this could be skipped in the case of Re-attachment required to move the UE to a topologically more optimal MME/UPE.

3)
The UE sends an attach request to the MME/UPE, including its old registration information, e.g. temporary identity. If the UE has no old registration information it includes its permanent identity.


In case of network sharing is applied the attach request includes information for selecting network or MME/UPE.


The Evolved RAN selects the MME/UPE.


The attach request may include information on Default IP Access Bearer (e.g. user preferred IP address and APN).

4)
If old registration information was sent by the UE the MME/UPE tries to retrieve user information from the old MME/UPE by sending the old registration information.

5)
The old MME/UPE sends user information, e.g. the permanent user identity, to the MME/UPE.

6)
The user/UE is authenticated in the new MME/UPE.

7)
The MME/UPE registers itself as serving the UE in the HSS.

8)
The user/UE information in the old MME/UPE is deleted or the user/UE is marked as not present.

9)
The HSS confirms the registration of the new MME/UPE. Subscription data authorising the Default IP Access Bearer are transferred. Information for policy and charging control of the Default IP Access Bearer is sent to the MME/UPE.

10)
An Inters AS Anchor is selected. The selection mechanism is FFS.

11)
The Inter AS Anchor configures the IP layer with the determined user IP address. The user plane is established and the default policy and charging rules are applied. The user plane establishment is initiated by the UE or by the MME/UPE, which is FFS.

12)
The MME/UPE provides the Evolved RAN with QoS configurations for the Default IP Access Bearer, e.g. the upper limits for transmission data rates. It is FFS whether this provision of QoS configuration requires an additional trigger, e.g. the need to transfer uplink or downlink user data.

13)
The MME/UPE accepts the UE's network attachment and allocates a temporary identity to the UE. Also the determined user IP address is transferred.


Roaming restrictions are checked and if violated the network attachment is rejected.

14)
The UE acknowledges the success of the network attachment.
NOTE:
It is FFS whether the re-attach procedure includes IP address re-allocation and Inter AS Anchor re-selection or whether the UE does not change IP address and Inter AS Anchor during re-attach procedure.

7.13.3
Impact on the baseline CN Architecture

Editors Note:
It is FFS whether there is any particular impact.

7.13.4
Impact on the baseline RAN Architecture

Editors Note:
It is FFS whether there is any particular impact.

7.13.5
Impact on terminals used in the existing architecture
Editors Note:
It is FFS whether there is any particular terminal impact.
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