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1 Introduction

This contribution identifies two issues with the S2 reference point in the SAE reference model for clarification. 

2 Discussion

2.1 Architecture for the evolved system
The high level architecture for the evolved system is depicted in Figure 4.2-1 (shown below) of TR 23.882 [1]. 
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Reference point S2 is currently specified to provide control and mobility support between WLAN 3GPP IP access or non-3GPP IP access and the Inter AS Anchor. The following two issues regarding reference point S2 need further consideration and action from SA2.

1. Requirements for trusted and untrusted access networks 

The functionality over reference point S2 may be different depending on whether non-3GPP IP AN is considered a trusted or an untrusted AN. Non-3GPP IP access networks which incorporate robust device and/or user authentication and authorization mechanisms and operate in licensed spectrum, may be considered trusted access networks, permitting optimizations for certain functions that may otherwise not be possible over S2. However, the requirements for trusted and untrusted access networks are currently undefined.

2. Requirements for I-WLAN compatibility over S2

While the functional decomposition of the S2 reference point is under study in SAE, it is unclear what the backward compatibility requirements are with regard to the I-WLAN framework (as specified in TS 23.234 and companion documents in Release 6 and under amendment in Release 7). For Eg: In SAE context backward compatibility requirements with I-WLAN interfaces such as Wn, Wp, Wu etc are unclear.
3 Proposal
To address the issues mentioned above, the following recommendations are proposed.

1. SA2 should draft requirements for a non-3GPP IP AN to be considered trusted or untrusted. This will enable progress on the functional decomposition of the S2 reference point including deciding whether a distinction is needed over S2 for trusted and untrusted non-3GPP ANs. To facilitate this, we further recommend that SA2 submit a Liaison Statement to SA3.
2. SA2 should clarify the requirements for I-WLAN backward compatibility for WLAN 3GPP IP Access.

4 References
[1]
3GPP TR 23.882 V1.1.0 (2006-04): “3GPP System Architecture Evolution: report on Technical Options and Conclusions (Release 7)”
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