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1.
Introduction

According the cover sheet presenting TS 23.167 for approval one of the outstanding open issues regarding IMS emergency calls is to find criteria when the UE has to perform the special IMS emergency registration procedure.
This contribution proposes a simple way to suppress the special IMS emergency registration and thus to optimize call establishment time, if the UE is located in its home network.
Referring to TS 23.167 chapter 7.2:

-
If the UE has sufficient credentials to authenticate with the IMS network, it shall initiate an IMS emergency registration.
Thus, before establishing an IMS emergency session, the UE always has to initiate an IMS emergency registration. An IMS emergency registration procedure causes extra signalling traffic, which results in long call setup times. Especially in UMTS/GPRS, establishing an emergency PDP context causes additional call set-up delay.

In most cases the UE camps in its home network. Taking into account the IMS always-on paradigm it is a likely scenario that the IMS capable UE is already registered when establishing an emergency call. 

2.
Proposal

IMS emergency session establishment without a prior emergency registration in the home network will lead to short call setup times, less failure possibilities and higher call success rates.
In the attached change request against TS 23.167 we propose the following:
If the UE detects that it is camping in its home network and is already IMS registered, it should establish an IMS emergency session without prior IMS emergency registration. 

The UE is informed about the attached network by the used access network:

*  UMTS/GPRS: The UE can simply detect whether it is camping on its home network by comparing the network identifier (MCC/MNC) sent out by the radio access network with the one stored on the UICC.

*  I-WLAN: During I-WLAN access authentication (WLAN direct IP access authentication) the UE is informed about the networks directly connected to the I-WLAN. If the home network is amongst these networks (home network identifier is again stored on the UICC), the UE selects this one and all traffic is routed from I-WLAN to a PDG in the home network and vice versa. This procedure is described in TS 23.234 and TS 24.234 as PLMN network selection procedure.
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