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1. Introduction

TISPAN WG2 appreciates the good cooperation it has with 3GPP SA2, and wish to express thanks for the liaison statement on the use of NASS as a source of location for subscribers.

TISPAN WG2 confirms that its intent regarding emergency services is to base the TISPAN solution on the SA2 results by means of endorsement of the TS 23.167 being progressed by SA2.

TISPAN WG2 is therefore happy to answer the questions that SA2 has developed in S2-060557 (10TD155)
1. Question: The Annex in the specification attached to the LS (08TD354r4) shows authentication of the UE accessing the CLF via the a2/a4 interface.  IETF in their draft-ietf-geopriv-dhcp-civil-05 describe a method whereby the location of the terminal could be passed to it via DHCP during authentication.  In a companion draft, draft-ietf-geopriv-pidf-lo-03, it is identified how location objects may be transmitted.  SA2, while not standardizing that method, allows that some implementations may use that method as a means of supplying location, and are taking those methods into account for their IMS emergency call specifications.  SA2 would like to know if TISPAN also consider this a viable option as a means of passing location at the time of an emergency INVITE to the IMS?

Answer: Within TISPAN, NGN Operators who accept the EU PATS obligation for Emergency services have a requirement to support terminals that DO NOT support this DHCP Location Functionality draft-ietf-geopriv-pidf-lo-03.txt hence the use of this functionality cannot be relied on and the Network must itself provide accurate Location information. The capabilities of this Internet draft hence are not sufficient to provide a solution of the Emergency Location Requirement.

It is clear from the EU Commission Recommendation C(2003) 2657 and the EU Data Protection and Privacy Directive that within the EU Location data is of commercial significance to the Network operator and Private to the User. With the exception that in the case that a user requests Emergency services that the Network operator provides accurate geographical location data to the Emergency services. Hence the IETF draft cannot be implemented in a publicly accessible DHCP server with the EU. The use of Private DHCP and GMLC as defined by 3GPP and OMA may be within the EU directives as quoted. ETSI allows the use of other solutions in regions where Location data is not cover by privacy legislation.

Thus, in short, TISPAN recognises the following:

· not all UEs will be required to support this additional functionality

· that a UE may have acquired information about its location, and that this information may be of value to the network 

· location information cannot always be made available to the UE via the DHCP mechanism.

· the network cannot always can trust/rely on location information provided from the UE
a. Question: In the case of a network having to support geographically dispersed PSAP’s, the network would route to the PSAP based on an address regarding the endpoint’s origination.  Currently this is allocated to the “location retrieval function” within the TS 23.167.  In case that this information was obtainable from a query from IMS to the NASS, it would obviate the need for IMS to make an additional mapping of the location to the PSAP (possibly via a GMLC) in order to route the emergency call.  SA2 kindly asks TISPAN to indicate whether this information is considered to be stored within the NASS or in other areas within the TISPAN architecture?.

Answer: Although the possibility to let IMS obtain information on how to route to the correct PSAP from NASS, is not excluded in the future, this feature is not supported in the NGN R1 version of the E2 diameter profile. Also irrespective of the future change requests that add such capabilities, TISPAN WG2 believe that it cannot be generally expected that every access network can be required to provide such information. Thus, the IMS emergency communication solution for TISPAN cannot rely on that the information on how to route to the correct PSAP is obtained from NASS. TISPAN WG2 has so far not identified the need to define a separate functional entity for this purpose, and can agree that this functionality can be hosted in the LRF.

2. Question: While one use of location is to aid IMS in correctly routing the call, SA2 are not clear on TISPANs needs to forward the location in the INVITE to the PSAP.  In the case of SIP-enabled PSAPs it is obvious that this could be done, but is there a requirement to also support calls from an IMS network to an ISDN-connected PSAP?  If so, is the location supposed to be carried in the IAM (additional interworking function for the MGCF).  Or may it be assumed that those PSAPs will use their existing interfaces to retrieve location information as per TS 102 164 even though it is an IMS originated call?

Answer: It is clear from the EU Commission Recommendation C(2003) 2657; the EU Data Protection and Privacy Directive that the NGN Network operators are obligated to provide network location and routing data to the PSAP from the Access Network DSL port Information, and also that in the case of the user requesting an emergency session that the PSAP will request as per TS 102 164 and the OMA MLP protocol geographical location data, addresses or shapes. Hence an analogy may be drawn with the CLI data available in the IAM and the translation to the Geographical data as per TS 102 164 and OMA/LIF MLP version 3.0 and 3.1 used in GSM networks today.
It is of outmost importance that IMS originated emergency communications can be established to ISDN connected PSAPs. However, we do not expect that the support IMS originated emergency communications to ISDN connected PSAP may put any additional requirements on mechanisms for the PSAP to acquire location information.

Thus those PSAP will use existing mechanisms.

3. Question: In the attachment 08TD137, there is a specific node (P-CSCF) identified as interfacing to the CLF function.  For emergency calls, SA2 has included in the specification an E-CSCF (emergency CSCF) which would provide support for some aspects of IMS emergency calls.  SA2 hasn’t concluded the discussion on whether the request for location is made from the P-CSCF, E-CSCF or both.  As input into this discussion SA2 would like to understand whether there is any particular issue in case it would be the E-CSCF that is required to perform the query to the CLF instead of the P-CSCF?

Answer: From ETSI TISPAN’s understanding of the EU Commission Recommendation C(2003) 2657; The P-CSCF or E-CSCF is required to provide network structural location data (this may be used for routing to the appropriate PSAP). The PSAP will then interrogate the Network directories on a secure private interface to obtain the geographical location data whether this is a shape as defined by OMA MLP version 3.2 or an address as defined by TS 102 164. We see no reason to change this model (with the EU) as PSAP functionality is not related to the network structure or technology and the interface to obtain the location data should be secure, private and technology independent. The issue as to if a separate E-CSCF is required is an implementation issue as certain Emergency session routing functionality is required whether in the same P-CSCF or an E-CSCF is an issue still to be studied in TISPAN. 

While adapting the 3GPP IMS to the TISPAN environment, efforts have been taken to limit the difference due to the difference in access type to the procedures of the P-CSCF. I.e. the intention has been that all other Functional Entities should be independent of the type of access. We believe that this should be valid also for the extensions to the architecture to support emergency communications.

The IMS architecture allows a P-CSCF to simultaneously support many different types of access networks, where some may and some may not have the capability to provide location information via the e2 interface to NASS.

We also believe, there may be a need to obtain this location information for other purposes than emergency sessions. Thus the P-CSCF would need the interface to the NASS (CLF) anyway. 

Thus to avoid unnecessary access dependencies to penetrate further Functional entities of the IMS architecture, and to not unnecessary replicate functionalty in multiple entities, we suggest that the E-CSCF should not query the NASS (CLF) for location information.
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