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Abstract of the contribution: Proposes various mechanisms for generation of instance identity for support of GRUU in IMS.
Discussion

Instance Identity is key to the generation of GRUU and for the properties of GRUU. From [1], 

The instance ID plays a key role in this specification.  It is an identifier, represented with a URN that uniquely identifies a SIP user agent amongst all other user agents associated with an AOR.  For hardware-based user agents, the instance ID would typically be burned into the device at the factory, similar to the way a unique serial number is encoded into each device.  For software-based user agents, each installation represents a unique instance.  As such, the identifier could be generated on installation and then stored on disk for persistence.

(AOR (Address of Record) corresponds to a public user ID in IMS.) The properties of GRUU depend to a very large extend on how instance identity is generated. Each time a UE that requires a GRUU registers, it creates a instance identity and sends it in the SIP message to the IMS CN. The generation of “instance identity” has not been specified in [1]. 

3GPP should consider if it needs to specify how instance identity should be created.  
Don’t specify instance identity creation mechanism: In this case each UE will create instance identity based on its own rules. For example, one UE manufacturer may require user-input and another one may use a random number, while another may create it based on IMEI. There could be issues of instance identities created not being unique and user experience being very different.

Specify instance identity creation mechanism:

There are several options on how instance identity can be created:

1. Based on hardware identity, e.g. IMEI

2. Based on unique subscription information e.g. Private User Identity

3. Based on user-specified input

4. Based on unique subscription information and hardware

Based on hardware identity: The hardware identity for GSM/UMTS UEs could be the IMEI. In this case the GRUU generated would be unique for each instance of the public user id registered from a different UE. Also, for any public user identity, GRUU could be linked to a specific UE hardware and re-registrations of a public user identity from the same UE could result in the same GRUU. Linking GRUU to a specific UE could be advantageous if capabilities need to be stored/provided based on UE hardware.
There is the possibility of the same public user identity being registered multiple times from the same UE. In this case GRUU would not be unique for these registrations and the UE will need to append/prepend to the IMEI, as appropriate.
Based on unique subscription information: One such possibility is the Private User Identity. With the current IMS specification, a public user identity cannot be registered from two different UEs using  the same private user identity. The GRUUs created would be unique for the different public user identity registrations. This method depends only on IMS subscription information and hence can be easily generalized to non-3GPP applications of IMS. One of the issues with this approach is that GRUU created cannot be correlated to a specific hardware equipment for the public user identity. 

Based on user-specified input: In this case the user could input text/random number when he/she starts the phone, e.g. “phone1”, “home-phone”, “work-phone”, etc.  This text can be used to identify the UE instance. This method, though, is error-prone and requires user-intervention and hence is not recommended to be used.
Based on UA specific input: In this case, the user-agent generates a instance id. For example when multiple user agents use the same mobile device, each UA can request a GRUU to identify itself.  

Based on unique subscription information and hardware information: This is a combination of method 1 and 2. 
Conclusions
1. 3GPP should consider if it needs to specify a generation mechanism for instance identity to be used with creation of GRUU. 
2. If the generation of instance identity is specified, which mechanism is preferred?
Proposal

It is proposed to add an appendix to GRUU TR 23.8bc
*** START CHANGE ***

Annex A: 
Summary of different instance identity creation mechanisms.

A.0 General
Instance Identity is key to the generation of GRUU and for the properties of GRUU. From [1], 

The instance ID plays a key role in this specification.  It is an identifier, represented with a URN, that uniquely identifies a SIP user agent amongst all other user agents associated with an AOR.  For hardware-based user agents, the instance ID would typically be burned into the device at the factory, similar to the way a unique serial number is encoded into each device.  For software-based user agents, each installation represents a unique instance.  As such, the identifier could be generated on installation and then stored on disk for persistence.

(AOR (Address of Record) corresponds to a public user ID in IMS.) The properties of GRUU depend to a very large extend on how instance identity is generated. Each time a UE that requires a GRUU registers, it creates a instance identity and sends it in the SIP message to the IMS CN. The generation of “instance identity” has not been specified in [1]. 

A.1   Instance Identity Generation Mechanisms

A.1.1 Based on hardware identity

The hardware identity for GSM/UMTS UEs could be the IMEI. In this case the GRUU generated would be unique for each instance of the public user id registered from a different UE. Also, for any public user identity, GRUU could be linked to a specific UE hardware and re-registrations of a public user identity from the same UE could result in the same GRUU. Linking GRUU to a specific UE could be advantageous if capabilities need to be stored/provided based on UE hardware.

Editor’s Note: Generation of unique instance identity for multiple registrations of a public user identity from the same UE is FFS 

A.1.2  Based on unique subscription information
One such possibility is the Private User Identity. With the current IMS specification, a public user identity cannot be registered from two different UEs using  the same private user identity. The GRUUs created would be unique for the different public user identity registrations. This method depends only on IMS subscription information and hence can be easily generalized to non-3GPP applications of IMS. One of the issues with this approach is that GRUU created cannot be correlated to a specific hardware equipment for the public user identity.
A.1.3  Based on user-specified input
In this case the user could input text/random number when he/she starts the phone, e.g. “phone1”, “home-phone”, “work-phone”, etc.  This text can be used to identify the UE instance. This method, though, is error-prone and requires user-intervention and hence is not recommended to be used.
A.1.4  Based on unique subscription information and hardware information
This is a combination of method 1 and 2. 

A.2 Selected Instance Identity Generation Mechanism
Editor’s Note: This section will contain the selected mechanism for generation of instance identity.
*** END OF CHANGES ***
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