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Introduction

The key issues Policy Control and Charging, and Roaming with Local Breakout, were created at the SA2 Montreal and Sophia Antipolis meetings. However, there is no agreement on the solution aspects yet. This contribution aims at clarifying the roaming scenarios and how to control them.

Discussion
The evolved architecture is expected to provide access to a variety of new services and interwork with new access technologies. This requires a careful design of the roaming mechanisms, including the control over the roaming scenarios.
One of the principles guiding the design of the evolved system has been to remove unnecessary complexity in the baseline architecture, and this should be considered in the discussions on roaming support. One way to achieve this is to minimize any redundancy of performed policy control and charging functions and the transferred context information between the home and visited networks. This approach ensures that the complexity in the required roaming interfaces is also minimized.

Further simplification can be achieved if the rules that are transferred between home and visited networks are not too detailed, because otherwise the would need to be correctly interpreted and applied in the network across the roaming interface regardless of operator specific service definitions. Therefore, for any roaming scenarios the transfer of dynamic policy control and charging rules from the home network to the visited network should not be required unless clear reasoning is presented on why such functionality is needed, and how it can be feasibly provided.
Currently, the TR contains some overlap between the key issues 7.1 “Policy Control and Charging” and 7.2 “Roaming with Local Breakout”, and due to the recent change of key issue 7.10 “Support for Multiple APNs” into “IP Connectivity with multiple PDNs”, also an overlap between 7.2 and 7.10. Therefore, it would be clearer to document the roaming scenarios and how to control them under key issue 7.2, while addressing the practicalities of how to support internet (local) breakout as connectivity to a particular PDN under key issue 7.10. Regarding use of policy control and charging support in roaming scenarios, the key issue 7.2 should only contain solution elements that have already been agreed on under key issue 7.1.
Therefore, this contribution presents a few PCC solution elements under key issue 7.1 that can then be used to assess whether PCC can be applied to the roaming scenarios being discussed. The supported roaming scenarios are listed under key issue 7.2 for combinations of SAE/LTE and pre-SAE/LTE HPLMN and VPLMN, with separate service scenarios depending on whether they are provided in HPLMN, VPLMN or both. Furthermore, the solution to key issue 7.2 lists the evolved packet core entities that are involved in providing IP connectivity in the service scenarios. Further solution details can be documented as soon as the IP connectivity aspects for the roaming scenarios can be agreed on, e.g. based on relevant parts of Annex F.
Proposal
The following changes are proposed to the text in sections 7.1 and 7.2:

**** Start of 1st set of changes ****

7.1.2
Solution for key issue Policy control and Charging

· It shall be possible to inform the PCRF what radio access technology a subscriber is utilizing since depending on operator configuration it may influence what policy control and charging rule is being activated by a PCRF.
· The PCC interfaces as defined in TS 23.203 for Rel-7 shall be used as a basis in an SAE context and may be evolved to meet SAE requirements.

· The PCC functionality shall in an effective way be able to handle different QoS models cf. e.g. I-WLAN vis-à-vis WCDMA.
· The PCEF as defined in TS 23.203 for Rel-7 shall be supported in the UPE and in the Inter-AS Anchor.

· There shall be no policy control roaming reference points between HPLMN and VPLMN. The required control in roaming scenarios is provided by Gr+/AAA from the HSS to the MME.
· In case AF invokes policy control for a service, the serving PCRF utilizes dynamic application session information such as filters provided by the AF. For HPLMN services, subscriber profile information may be provided by the SPR. For VPLMN services, subscriber profile information need not be used. The PCRF may also use its own pre-configurations.
· In case AF does not invoke policy control for a service, pre-defined PCC rules may be applied. Pre-defined PCC rules may be configured either in the UPE or in the PCRF. In case they are configured in the UPE they may be active by default, or they may be activated by the PCRF.

· In non-roaming case, the UPE and Inter-AS Anchor perform offline charging by connecting to the OFCS.

· In non-roaming case, the UPE and Inter-AS Anchor perform online charging by connecting to the OCS.

· In roaming case, the UPE and Inter-AS Anchor in VPLMN perform offline charging by connecting to the OFCS in VPLMN.

· In roaming case, the UPE and Inter-AS Anchor in VPLMN perform online charging by connecting to the OCS in either HPLMN or VPLMN. The detailed online charging architecture supporting the roaming case is FFS.
· Inter-operator charging can be performed using TAP records between VPLMN and HPLMN Billing Domains. Billing Domain and TAP are not in the scope of 3GPP standardization.
· It is FFS whether any charging functionality is needed in the MME.
**** End of 1st set of changes ****

**** Start of 2nd set of changes ****

7.2
Key Issue – Roaming Scenarios
7.2.1
 Description of Key Issue – Roaming Scenarios
Roaming is when users receive service when they are in a VPLMN, i.e. in a network other than their HPLMN.
 In this section it is clarified which interfaces are the roaming interfaces, and how roaming works in general for the evolved architecture.
The following roaming scenarios are supported:

1. SAE/LTE HPLMN and SAE/LTE VPLMN.
2. SAE/LTE HPLMN and pre-SAE/LTE VPLMN.
It is FFS whether a roaming scenario with pre-SAE/LTE HPLMN and SAE/LTE VPLMN needs to be supported. It is expected that pre-SAE/LTE VPLMNs are available, and can provide service for pre-SAE/LTE subscribers without the involvement of SAE/LTE access systems.

The following scenarios are supported for service connectivity:

a) Services in HPLMN.

b) Services in VPLMN.

c) Some services in HPLMN and some in VPLMN.

7.2.2
 Solution for key issue – Roaming Scenarios
Roaming of subscribers (to different VPLMNs and to different types of VPLMN access) requires certain policies from the home operator to be available in the Visited network. This information may be downloaded or it may be pre-configured and used during the subscriber access to the visited network. These policies may be static, dynamic or a combination.

In order to provide high performance as well as real time services for roaming customers, efficient routing of user data or media traffic is required. Features shall be provided to the home operator to negotiate with the visited operator if the traffic of the user is always transported to the home network over a roaming interface or broken out locally for transport towards the destination. 

Such policies shall be based on the home operator’s preference and have a granularity such that the gain justifies the roaming infrastructure and complexity in operations for such a set up.

The IP Gateway in a VPLMN may connect to multiple HPLMNs, with one HPLMN defined for each UE. The IP Gateway in the VPLMN serves to enforce the policies and charging as negotiated between the visited and home operators. 

Using configuration transferred to the IP Gateway in the visited network, home operators can control routing of traffic for roaming users. The IP Gateway in the HPLMN enforces the policies of, and the charging for the home operator. This IP Gateway can provide session continuity, even if the VPLMN changes.
The IP connectivity for the roaming scenarios is as follows for HPLMN service scenario a):

1. a) A UPE and/or Inter-AS Anchor (FFS) is in HPLMN and a UPE is in VPLMN.

2. a) The UPE and/or Inter-AS Anchor (FFS) is in HPLMN and the SGSN is in VPLMN.

The IP connectivity for the roaming scenarios is as follows for VPLMN service scenario b):

1. b) The UPE and/or Inter-AS Anchor (FFS) is in VPLMN.

2. b) The VPLMN is pre-SAE/LTE: the VPLMN needs to support the visited GGSN roaming scenario.
The IP connectivity for the roaming scenarios for HPLMN and VPLMN service scenario c) is FFS, but could be a combination of the HPLMN service scenario a) and the VPLMN service scenario b). This is described in more detail in key issue IP Connectivity with multiple PDNs in section 7.10.
The details of service connectivity for the roaming scenarios, including PCC and AF session support, are FFS, and can be described as soon as the IP connectivity for the roaming scenarios is agreed on.
Editor’s Note: Roaming with UTRA system needs additional evaluation.

Editor’s Note: Further refinement of the architecture will need to be performed to allow the concept to be further elaborated and evolved.

Editor’s Note: The User plane interface and the AAA interface in roaming case needs to be defined for 3GPP access System and non 3GPP access System.

**** End of 2nd set of changes ****
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