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Background

At SA2#50, during discussions on support for IMS emergency calls over IWLAN, it was pointed out that the problem of allowing an unauthenticated user access to IWLAN in order to make an emergency call is not resolved and should be addressed. This paper discusses and tries to address issues related to this problem.

Discussion

WLAN has been deployed extensively throughout the world, both as public networks and private networks. Starting from Release 6, 3GPP has specified Inter working with WLAN and this inter-working also supports IMS over IWLAN. It is expected that in many use case scenarios these IWLANs would carry IMS based VoIP / multimedia calls that could also mean a requirement of support for emergency calls. It also seems clear that not all IWLANs would support IMS based VoIP and/or emergency calls. Currently there is no standard way of indicating as to which IWLANs actually do support emergency calls so that in case of an emergency call, the terminal can select the appropriate network. In addition, there is no standard mechanism defined to allow an unauthenticated user access to such a IWLAN to make emergency call.

In IEEE 802.11, the IEEE 802.11u task group is currently working on proposals that could possibly allow indication of the support of emergency call in the beacon and also could allow unauthenticated user limited access to the network. Such possible IEEE solutions are however expected to be standardized in 3GPP Release 8 and beyond time frame. They will also not solve the problem for the already deployed IWLAN infrastructure before such standardized products become available and deployed. Therefore these proposals could be considered by 3GPP in future releases once they become available 
Proposal

In order to solve the current IMS emergency call requirements over IWLAN, IETF RFC 4284 mechanisms can be used. RFC 4284 is already being used in IWLAN Release 6 for network selection purposes. The following call flows show at a high level this proposal. 
1. A user attempts to place an IMS Emergency call by e.g. dialling “911”. The terminal initiates communication with access point.  

2. Access point communicates an Extensible Authentication Protocol (EAP) Identity Request to terminal. 

3. The EAP Peer in terminal recognizes and responds to the Identity Request.  In the response to the EAP Identity Request, the EAP Peer causes terminal to communicate to access point with an EAP Identity Response containing Network Access Identifier (NAI) that identifies the call as an emergency call. For example, e911@e911.com, joe@e911.com, e911@operator1.com, can indicate that the call is an emergency (e.g., “911”) call. 
4. Access point then communicates to AAA proxy/server the information conveyed by the NAI using the EAP Identity Response message encapsulated in an AAA protocol such as RADIUS.  

5. Based on the NAI provided, AAA proxy/server is able to identify this as a request for IWLAN access for an emergency call.

6. In response to the NAI information that identifies the call as an emergency call, AAA server communicates with terminal, resulting in AAA server granting terminal limited access.  The access is limited in the sense that terminal is only permitted to communicate with the emergency call system. The mechanisms used for this purpose need further studying.

7. Once such limited access is granted, the terminal is able to make an IMS emergency call.
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Figure 1: High level call flow for accessing IWLAN for emergency calls 
It is possible to further enhance this concept by allowing the user at the time of network selection, to indicate its preference to use an IWLAN that supports emergency calls. This can be achieved by defining special NAIs e.g user@e911.operator1.com  where the e911 in the realm part in this example indicates a user’s desire to prefer IWLAN that support emergency calls at the time of network selection.

Conclusion

It is proposed that the above solution be discussed and agreed.



























3GPP

SA WG2 TD


_1191838487.ppt


EAP Peer

User terminal

Local AAA

2

3

4

5

Access Point

Access Network

6

7

Emergency Centre

Emergency Call Centre

1














