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1
Introduction and Discussion

This contribution proposes text to Section 7.4 of TS 23.167 on IP Multimedia Subsystem (IMS) emergency sessions.

2. Proposal

~~~ Start new text ~~~
7.3 Emergency Session Establishment in the Serving IMS network 



· 
· 
· 
Upon receiving an initial request for an emergency session, the P-CSCF shall follow the rules and procedures described in TS 23.228 [1] with the following additions and clarifications:

· if the initial request carries an indication that the request is for emergency services, and the UE is not registered in the IMS network, the P-CSCF shall check whether anonymous emergency calls are allowed in this network; if they are, P-CSCF selects an Emergency CSCF (E-CSCF) in the same network to handle the session and forwards the emergency session establishment there; if anonymous emergency calls are not allowed in the network, the P-CSCF shall respond to the user with an appropriate error response

· if the initial request does not carry an indication that the request is for emergency services, and the P-CSCF is able to detect that the request is for emergency services, the P-CSCF, based on local policy, may reject the request with an error response indicating that the UE has tried an emergency session. Based on the response the UE should take necessary actions to complete the emergency session (e.g. try to use CS network or re-try the IMS emergency session including the emergency indication in the initial request). If local policy allows P-CSCF to accept the request without an emergency indication, the P-CSCF shall add the emergency session indication in the request, select an Emergency CSCF (E-CSCF) in the same network to handle the session and forward the emergency session establishment there.

· P-CSCF shall prioritize emergency sessions over other non-emergency sessions.


· 

Upon receiving an initial request for an emergency session, the E-CSCF shall perform the following:

· if the request does not carry an indication that the request is for emergency services then the E-CSCF rejects this session with an appropriate response.
· Based on local policy (e.g. depending on access type used and other information) the E-CSCF may respond to the emergency session request from the UE with indication to establish the session in the CS Domain.
· 
Editor’s note: Location interface and E-CSCF interaction is FFS!
· determine the appropriate PSAP destination by examining the type of emergency service requested and UE’s location. Based on local policy, it may invoke an external function (RDF) to determine the proper PSAP destination.

Editor’s note: This “routing” interface and RDF interaction is FFS! It is expected that the input parameter to the RDF to determine the proper PSAP routing is location information, user’s identity, and type of emergency service requested.
· determine the default PSAP destination if routing based on UE’s location is required but the location is unknown.

· translate the received SIP-URI or Tel-URI to a number that is routable in the GSTN if the emergency request is to be routed to an emergency centre or PSAP in the GSTN (PSTN or CS domain), and forwards the request including this number to a BGCF. This number shall have the same format as used for CS emergency calls.
7.4
Void 

~~~ End new text ~~~
3.
Conclusion and Proposal

Agree to add the above sections and texts to TS 23.167.
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