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Introduction

The Rel6-TS 23.125 describes the charging models requirement. Those shall be found from TS 23.203 because it is meant to replace TS 23.125 in Rel-7.  

This paper aims to add those charging models requirements into the TS 23.203.

Proposal

The following changes are proposed to TS 23.203.
**** Start of changes ****
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**** Next changes ****

4
High level requirements

4.1


General requirements

Editors’ note: The requirements currently included in TS 23.125 need to be checked to ensure all appropriate text is included in this TS. 

Editors’ note: Check TR 23.803 for suitable text to cover backwards compatibility requirements.

It shall be possible for the PCC architecture to base decisions upon subscription information. 

It shall be possible to apply policy and charging control to any kind of 3GPP IP-CAN. Applicability of PCC to other IP-CANs is not restricted.

The PCC architecture shall discard packets that don't match any service data flow filter of the active PCC rules. It shall also be possible for the operator to define generic charging rules (with wild-carded service data flow filters) to allow for default charging for packets that don't match any service data flow filter of the active PCC rules.

The PCC architecture shall allow the charging control to be applied on a per service data flow basis, independent of the policy control.

The PCC architecture shall have a binding method that allows the unique association between service data flows and their IP-CAN bearer. 

A single service data flow template shall suffice, to detect a service data flow, for the purpose of both policy control and flow based charging.

PCC rules may be predefined or dynamically provisioned at establishment and during the lifetime of an IP-CAN session.

The number of realtime PCC interactions shall be minimized. This requires a single optimized interface between the PCC nodes.

PCC shall be enabled on a per PDN basis (represented by an access point and the configured range of IP addresses) at the PCEF. It shall be possible for the operator to configure the PCC architecture to perform charging control, policy control or both for a PDN access.  

4.2 
Charging related requirements

In order to allow for charging control, the information in the PCC rule identifies the service data flow and specifies the parameters for charging control. The PCC rule information may depend on subscription data.

For the purpose of charging correlation between application level (e.g. IMS) and service data flow level, applicable charging identifiers shall be passed along within the PCC architecture, if such identifiers are available.
4.2.1
Charging models
When developing the charging solutions, the following charging models should be considered, even though the full solution to support the models may not be within the scope of this TS.

Shared revenue services shall be supported. In this case settlement for all parties shall be supported, including the third parties that may have been involved providing the services.

The charging solution shall allow various charging models such as:

-
Volume based charging;

-
Time based charging;

-
Volume and time based charging;

-
No charging.

It shall be possible to apply different rates and charging models when a user is identified to be roaming from when the user is in the home network.

It shall be possible to restrict special rates to a specific service, e.g. allow the user to download a certain volume of data from one service for free, but this allowed volume is not transferable to other services. It shall be possible also to apply special rates based on the time of day.

It shall be possible to enforce per-service usage limits for a service data flow using online charging on a per user basis (may apply to prepaid and postpaid users).

It shall be possible for online charging systems to check the amount of data used over some time period. The online charging systems can provide both volume credit and time indication. In case the PCEF detects the counted volume reaches the volume credit or the counted time reaches the indicated period of time, the PCEF shall send a request for credit to the OCS with the remaining time value and/or remaining credit volume.

In the case of online charging, it shall be possible to perform rating and allocate credit depending on the characteristics of the IP-CAN bearer resources allocated initially.

The flow based bearer level charging can support dynamic selection of charging to apply. A number of different inputs can be used in the decision to identify the specific charging to apply. For example, a service data flow may be charged with different rates depending on what QoS is applicable. The charging rate may thus be modified when an IP-CAN bearer is created or removed, to change the QoS provided for a service data flow.

The charging rate or charging model applicable to a service data flow may also be changed as a result of events in the service (e.g. insertion of a paid advertisement within a user requested media stream). The charging model applicable to a service data flow may also change as a result of events identified by the OCS (e.g. after having spent a certain amount of time and/or volume, the user gets to use some services for free). The charging rate or charging model applicable to a service data flow may also be changed as a result of having used the service data flow for a certain amount of time and/or volume.
In the case of online charging, it shall be possible to apply an online charging action upon PCEF events (e.g. re-authorization upon QoS change).
It shall be possible to indicate to the PCEF that interactions with the charging systems are not required for a PCC rule, i.e. to perform neither accounting nor credit control for this service data flow, and then no offline charging information is generated.
4.2.2
Examples of Service Data Flow Charging

There are many different services that may be used within a network, including both user-user and user-network services. Service data flows from these services may be identified and charged in many different ways. A number of examples of configuring PCC rules for different service data flows are described below.

A network server provides an FTP service. The FTP server supports both the active (separate ports for control and data) and passive modes of operation. A PCC rule is configured for the service data flows associated with the FTP server for the user. The PCC rule uses a filter specification for the uplink that identifies packets sent to port 20 or 21 of the IP address of the server, and the origination information is wildcarded. In the downlink direction, the filter specification identifies packets sent from port 20 or 21 of the IP address of the server.
A network server provides a "web" service. A PCC rule is configured for the service data flows associated with the HTTP server for the user. The PCC rule uses a filter specification for the uplink that identifies packets sent to port 80 of the IP address of the server, and the origination information is wildcarded. In the downlink direction, the filter specification identifies packets sent from port 80 of the IP address of the server.

The same server also provides a WAP service. The server has multiple IP addresses, and the IP address of the WAP server is different from the IP address of the web server. The PCC rule uses the same filter specification as for the web server, except the IP address is different.

An operator offers a zero rating for network provided DNS service. A PCC rule is established setting all DNS traffic to/from the operators DNS servers as offline charged. The data flow filter identifies the DNS port number, and the source/destination address within the subnet range allocated to the operators network nodes.

An operator has a specific charging rate for user-user VoIP traffic over the IMS. A PCC rule is established for this service data flow. The filter information to identify the specific service data flow for the user-user traffic is provided by the P‑CSCF.
An operator is implementing UICC based authentication mechanisms for HTTP based services utilizing the GAA Framework as defined in TR 33.919 [9] by e.g. using the Authentication Proxy. The Authentication Proxy may appear as an AF and provide information to the PCRF for the purpose of selecting an appropriate PCC Rule.

4.3


Policy control requirements

The  policy control features comprise gating control and  QoS control. 

Editor's note: QoS control per service data flow is FFS.

Gating  control shall be applied on a per service data flow basis.

To enable the PCRF gating control decisions, the AF shall report session events (e.g. session termination, modification) to the PCRF. For example, session termination, in gating control, may trigger the blocking of packets or "closing the gate".

It shall be possible for the PCC architecture to support control of QoS reservation procedures for IP-CANs that support such procedures for its IP-CAN bearers. Criteria such as the QoS subscription information, service based policies, and/or default PCRF internal policies may be used as a basis of QoS control. Details of QoS reservation procedures are IP-CAN specific and therefore, the control of these procedures is described in Annex A. 

It shall be possible for the PCC architecture to support control of QoS for the packet traffic of IP-CANs.

Editor's note:
Separate service-data-flow-level QoS control and minimum QoS authorization are FFS.

The enforcement of the control for QoS reservation procedures for an IP-CAN bearer shall allow for a downgrading of the requested QoS as part of IP-CAN bearer establishment and modification. 

Editor's note:
the ability to upgrade the requested IP-CAN bearer QoS as part of IP-CAN bearer establishment and modification is FFS.

Editor’s note:
QoS enforcement shall be supported in line with PEP capabilities defined for SBLP in TS 23.207 [5].

**** End of changes ****
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