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1. Introduction

In 3GPP release 7, the PCC architecture for policy and charging control shall be applicable to a multi access scenario. It is agreed in SA2 to specify the PCC architecture in TS 23.203, which is divided in an access agnostic main body and multiple annexes that each defines the additional information needed for a specific access technology.

The changes proposed here are descriptions for the PCC procedures and flows which are access agnostic, to be included in the main body of the TS 23.203.

The proposed procedures are separated with respect to IP-CAN Session Establishment, IP-CAN Session Termination and IP-CAN Session Modification. With an IP-CAN Session is meant an association between the UE and the IP Network. It is identified by an IP Address. When the IP-CAN Session is established, in all practical cases also an IP-CAN Bearer, which is a default multi-purpose transport bearer, is established. When the IP-CAN Session is modified, new transport bearers with specific QoS characteristics may be added or removed or existing bearers in the IP-CAN Session may be modified.

3. Proposal 

It is proposed to make the following amendments to the main body of TS 23.203 v0.2.1.

************
1st change
************

7 PCC Procedures and flows

7.1 Introduction
The specification of the PCC procedures and flows is valid for the multi-access scenario. Access specific information is included in Annex A.
The description includes procedures that operate on the IP-CAN Session level, such as IP-CAN Session Establishment and Termination and procedures operating on existing IP-CAN Sessions, the IP-CAN Session Modification procedures. When an IP-CAN Session is modified, new IP-CAN bearers with specific QoS characteristics may be added or removed or existing IP-CAN bearers in the IP-CAN Session may be modified.
8 IP-CAN Session Establishment
This sub-clause describes the signalling flow for IP-CAN Session establishment. The AF is not involved. Example of the scenario is:

· initial IP-CAN Session establishment and IP address assignment to UE
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Figure 7.1: IP-CAN Session Establishment
1
.
The GW receives a request for IP-CAN Session establishment. The GW accepts the request and assigns an IP address for the user
. 
2.
The GW determines that the PCC authorization is required, requests the authorization of allowed service(s) and PCC Rules information.

3.
If the PCRF does not have the subscriber's subscription related information, it sends a request to the SPR in order to receive the information.

4.
The SPR replies with the subscription related information containing the information about the allowed service(s) and PCC Rules information.

5.
The PCRF makes the authorization and policy decision.

6.
The PCRF sends the decision(s) to the GW. The GW enforces the decision.

7
.
The GW acknowledges the IP-CAN Session Establishment Request. 

8.1 IP-CAN Session Termination

8.1.1 UE initiated IP-CAN Session termination
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Figure 7.2: IP-CAN Session Termination

1.
The GW receives a request to remove the IP-CAN Session.

2.
The GW indicates that the IP-CAN Session
 is being removed and provides relevant information to the PCRF.

3
.
PCC Rules may need to be removed for the terminated IP-CAN Session. 

4.
The PCRF provides the PCC Rule information to the GW. This message is flagged as the response to the GW request.

5.
The GW removes the PCC Rules.

6.
The GW continues with the IP-CAN Session removal procedure.

NOTE:
The IP-CAN Session removal procedure may proceed in parallel with the indication of IP-CAN Session termination.

8.1.2 GW initiated IP-CAN Session termination.
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Figure 7.3: GW Initiated IP-CAN Session Termination

1.
The GW detects that IP-CAN Session termination is required.

2
.
The GW sends a request to remove the IP-CAN Session.

3.
The GW receives the response for the IP-CAN Session removal.

4.
The GW removes the PCC Rules.

5.
The GW indicates that the IP-CAN Session
 has been removed and provides relevant information to the PCRF.

6
.
The PCRF removes the information related to the terminated IP-CAN Session. 

7.
The PCRF sends an acknowledgement to the IP-CAN Session termination indication.
9 IP-CAN Session Modification

IP-CAN Session Modification; Gx PCEF Pull
This sub-clause describes the signalling flow for the IP-CAN Sessions modification, if the triggering conditions given by the GW in the IP-CAN Session establishment phase are fulfilled. The AF may be involved. An example of the scenario is authorization of a session-based service for which an IP-CAN Session is also modified. Also authorization of non-session based services in conjunction with a IP-CAN Session modification that do not require real time QoS authorization is applicable.
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Figure 7.4: IP-CAN Session Modification; Gx PCEF Pull
0
.
Optionally, the GW may determine that a Session needs to be modified. In this case the GW may send an IP-CAN Session modification instead of receiving one in step 3.

1.
Optionally, the AF provides service information to the PCRF at a modification of an existing AF session.

2.
If step 1 took place, the PCRF stores the service information and replies with the Acknowledgement to the AF.

3
.
The GW may receive a request for IP-CAN Session modification.
4.
The GW determines that the PCC interaction is required and sends the PCC Rules request to the PCRF.

5.
If step 1 took place, the PCRF correlates the application and IP-CAN Session with the binding information (e.g. user's IP address) provided from AF and TPF. If available, the PCRF also retrieves the saved application service information in order to make the authorization and policy decision.

6.
The PCRF may fetch the subscription related information from the SPR, if the PCRF does not have it.

7.
If step 6 took place, then SPR replies with the subscription related information, and the PCRF stores the information.

NOTE 1:
At this point, if the AF requested it at initial authorisation or if the PCRF requires more information from the AF before authorising the network resources modification, the PCRF contacts AF. The AF also replies with the requested information
. 

8.
The PCRF makes the authorization and policy decision.

9.
The PCRF sends the decision(s) to the GW. The GW enforces the decision.

10
.
The GW acknowledges the IP-CAN Session Modification request. 

NOTE 2:
If PCRF contacted the AF after step 7, the decision is reported to the AF
. 

9.1.1 IP-CAN Session Modification; Gx PCRF Push
This sub-clause describes the signalling flow for the IP-CAN Sessions modification by the network. The AF may be involved. An example of the scenario is initiation and authorization of a session-based service for which an IP-CAN Session is modified. IP-CAN Session handling and handing of PCC rules for non-session based services, and also general handling of PCC rules that is not subject to AF-interaction is also applicable here.
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Figure 7.5: IP-CAN Session Modification; PCRF Push
1.
Optionally, the AF provides service information to the PCRF at a modification of an existing AF session.

2.
If step 1 took place, the PCRF stores the service information and replies with an Acknowledgement to the AF.
3.
The PCRF may fetch the subscription related information from the SPR, if the PCRF does not have it.

4.
If step 3 took place, then SPR replies with the subscription related information, and the PCRF stores the information.
Ed Note:
The SPR may also notify the PCRF when the subscription information has been changed, if the PCRF has requested such notifications
.
Ed Note: Optionally, without AF or SPR Interaction, a trigger event in the PCRF may cause the PCRF to determine that the PCC rules require updating at the GW, e.g. change to configured policy. 
5
.
The PCRF makes an authorization and policy decision.

6.
The PCRF sends the decision(s) to the GW. 

7.
The GW sends ACK to the PCRF.

8.
The GW enforces the decision. The GW may send an IP-CAN Session Modification request.
�GPRS specific text was removed in step 1 compared to the TR:


For GPRS, this is the Create PDP Context Request or Update PDP Context Request depending on whether a new PDP context is created or an existing one modified, respectively.





�Added: 


The GW accepts the request and assigns an IP address for the user�.


�GPRS specific text was removed in step 7 compared to the TR:


For GPRS, this is Create PDP Context Response or Update PDP Context Response depending on whether a new PDP context is created or an existing one modified, respectively.


�GPRS specific text was removed in step 2 compared to the TR:


(for GPRS, a PDP context)


�GPRS specific text and text for FFS was removed in step 3 compared o the TR:


However, there is no need for the PCRF to remove Policy and Charging Rules explicitly. The PCRF also determines whether the Policy and Charging Rules need to be provisioned for any other bearer service of the same IP network connection, the details are FFS.


�GPRS specific text was removed in step 2 compared to the TR:


For GPRS, this is the Delete PDP context request.


�GPRS specific text was removed in step 5 compared to the TR:


(for GPRS, a PDP context)


�GPRS specific text was removed in step 6 compared to the TR:


The PCRF updates its information about the available bearers by removing the information related to the terminated bearer service. The PCRF also determines whether the Policy and Charging Rules need to be provisioned for any other bearer service of the same IP network connection, the details are FFS.


�This new step may include e.g. the text from TR section 7.3: 


“The GW detects that bearer service termination is required.”


�GPRS specific text was removed in step 3 compared to the TR:


For GPRS, this is the Create PDP Context Request or Update PDP Context Request depending on whether a new PDP context is created or an existing one modified, respectively.


�Referemce to 23.207 is removed.


�GPRS specific text was removed in step 10 compared to the TR:


For GPRS, this is Create PDP Context Response or Update PDP Context Response depending on whether a new PDP context is created or an existing one modified, respectively.


�Referemce to 23.207 is removed.


�New requirement added in the TS section 5.2.3.


�Text that was moved to Ed Note above:


	A trigger event causes the PCRF to determine that the policy and charging rules require updating at the GW, e.g. change to configured policy or received, from an AF, new or updated session information. 





The following text was removed compared to the TR:


The PCRF shall check whether the new policy configuration or session information changes the allocation of service data flows to bearers and continues only if the binding of service data flows to bearers is not affected. Otherwise, the PCRF shall wait for a request from the GW with new information for the mapping as shown in 7.1 or 7.2 and may only send unsolicited decisions that do not change the installed set of service data flow filters. For new policy and charging rules or service data flow filters, the PCRF may also be configured or instructed by the AF to send the unsolicited update.





3GPP


_1198936385.doc
		


		DOCUMENTTYPE

		

		1 (1)



		

		

		

		



		TypeUnitOrDepartmentHere

		

		

		



		TypeYourNameHere

		TypeDateHere

		

		









Session Termination







  Charging Rules to



   apply 







Identify Policy and 







and Charging Rules  







Remove Policy







5. 







GW







3. 







PCRF







Request







Serv







1. Remove Session 







Response







Serv







6. Remove Session 







2 Indication of 







Termination







of Session 







Ack







4.







rules  







Remove PCC 







5. 







GW







rules to apply 







Identify PCC 







3. 







PCRF







Request







Serv







1. Remove Bearer 







Response







Serv







6. Remove Bearer 







Bearer Termination







2 Indication of 







Termination







of Bearer 







Ack







4.











_935227290.doc







_1198936386.doc


5. Policy Decision







 







7.







 







Establish































 







Session







 







Serv 











Response







 







4. Profile Response







 







3. Profile Request







 







2. Request 







 







Authorization and 







 







Charging Rules







 







1. Es







tablish/ Modify 







 







Bearer







 







Serv







 







Request







 







5. 







 







Authorization 







 







and Charging Rules 







 







Provision







 







GW







 







PCRF







 







SPR







 











 



































 











 







Serv 











Response







 







4. Profile Response







 







3. Profile Request







 







2. Request 







 







Policy and 







 







Charging Rules







 







1. Establi







sh







 







Session











Serv







 







Request







 







6.







 







Policy 







 







and Charging Rules 







 







Provision







 







GW







 







PCRF







 







SPR







 












_1198936383.doc
		


		DOCUMENTTYPE

		

		1 (1)



		

		

		

		



		TypeUnitOrDepartmentHere

		

		

		



		TypeYourNameHere

		TypeDateHere

		

		









Request







3. Modify 







Charging Rules







Policy and 







4 Request 







Request







Serv







3. Establish/ Modify 







Charging Rules







Authorization and 







4 Request 







Session Serv







5. 







bearer sessions 







Correlate AF and







bearer sessions 







Correlate AF and







5. 







0. Session Modification trigger







Session







10. Modify







8. Policy Decision







Response







Serv







Rules Provision







and Charging 







9. Policy 







Response







Serv







Rules Provision







and Charging 







8. Authorization 







7 Profile Response







6. Profile Request







SPR







GW







PCRF







AF







1. Send application/Service info







Ack







2.







6. Profile Request







SPR







GW







PCRF







AF







1. Send application/Service info







Ack







2.











_935227290.doc







_1198936384.doc
		


		DOCUMENTTYPE

		

		1 (1)



		

		

		

		



		TypeUnitOrDepartmentHere

		

		

		



		TypeYourNameHere

		TypeDateHere

		

		









SEssion Termination







4. Remove Policy and Charging Rules







5. Indication of 







6. Update of information about available sessions







7. ACK of session







termination







1. Detection that Session service termination is required







GW







PCRF







Response







Serv







Response







Serv







3. Remove Session 







Request







Serv







Request







Serv







2. Remove Session 







GW







PCRF











_935227290.doc







_1198936382.doc




Ack







7.







4 Profile Response







6. Profile Request







3. Profile Request







8. Policy Enforcement







5. Policy Decision







Rules Provision







and Charging 







6. Policy 







Rules Provision







and Charging 







8. Authorization 







SPR







GW







PCRF







AF







1. Send application/Service info







Ack







2.







SPR







GW







PCRF







AF







1. Send application/Service info







Ack







2.














