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1. Introduction
In TS 23.203 v0.1.1 it is open FFS the possibility of QoS upgrade
Reading the R6 specifications, the maximum authorized bit rate for a dedicated PDP context is calculated as the aggregate of the authorized QoS for each of the installed charging rules. This idea is carried forward into R7 (from the TR):
"Authorised QoS" information contains a combined maximum QoS class and bitrate for all dynamically provided charging rules.

Gx+ may also support additional enhancements identified for Rel-7.

In practice, it is not clear that a UE has all the information necessary at start of the PDP context on all flow types and their aggregate QoS requirements as defined by the operator. The mapping tables in the PCRF may not necessarily be synchronised with all UEs and their installed applications.
Hence, there can be some later adjustments. So it should be allowed a QoS upgrade at bearer modification if this occurs, although downgrades are more likely.

The 3GPP model is that the PCRF decides on QoS, and the Gateway enforces. If the Gateway (PCEF) enforces the PCRF supplied QoS then it will be performing its charging functions (G-CDR cutting QoS container closure, and Gy real time charging when applicable) with this newly supplied QoS, even if it was an upgraded QoS. If SGSN does not also enforce this upgraded QoS then the user could be overcharged at the Gateway for a high class QoS than he was never given on the radio side. 

In summary, it is reasonable to think of cases where the UE would request the wrong/incomplete QoS (TC, AR, THP, MBR/GBR) on any PDP, especially secondary PDPs, where the "right QoS" is equal to the aggregate QoS needed to support all the authorised service flows that the PCRF chooses to install for this user, at a given time, on a given PDP context. 

2. Proposal 

Bases on the discussion above, we have tried to demonstrate some scenarios and use cases for the network to upgrade the requested QoS. The operators may want to have this type of control to also offer a better QoE to their customers.

It is proposed to make the following changes to the draft TS, to acknowledge to the fact that in R7 there will exist the ability to upgrade the requested bearer QoS by the Gateway as part of bearer modification.
4.3
Policy control requirements

The  policy control features comprise gating control and  QoS control. 

Editor's note: QoS control per service data flow is FFS.

Gating  control shall be applied on a per service data flow basis.

To enable the PCRF gating control decisions, the AF shall report session events (e.g. session termination, modification) to the PCRF. For example, session termination, in gating control, may trigger the blocking of packets or "closing the gate".

Bearer QoS control allows the PCC architecture to control the "Authorised QoS" of a bearer. Criteria such as the QoS subscription information may be used together with service-based, subscription-based, or a default PCRF internal policies to derive the “Authorized QoS” of a bearer.

Editor's note:
Separate service-data-flow-level QoS control and minimum QoS authorization are FFS.

The enforcement of the “Authorized QoS” for a bearer shall allow for a downgrading of the requested bearer QoS as part of bearer establishment and modification., and for an upgrading as part of bearer modification.

Editors’ note:
QoS enforcement shall be supported in line with PEP capabilities defined for SBLP in TS 23.207 [5].


