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Introduction

This contribution proposes a solution for the case that a PCC rule would have to be bound to multiple IP-CAN bearers. 

As a PCC rule can contain multiple service data flow filters it is possible that traffic mapping information of several IP-CAN bearers match to one or more of the service data flow filters. 

IP-CAN bearer A (port number: 3000)

PCC rule (port number 3000, port number 3100)

IP-CAN bearer B (port number: 3100)



Consequently, such a service data flow would have to be bound to more than one IP-CAN bearer, i.e. the same PCC rule would have to be established on multiple IP-CAN bearers. Since the precedence of the traffic mapping information is taken over into the service data flow filters of the PCC rule, all downlink traffic would be carried by a single IP-CAN bearer only (the uplink traffic is however allowed on both IP-CAN bearers). 
The UE (that provided the traffic mapping information) on the other hand would assume that the service data flow is using both IP-CAN bearers. This could lead to unpredictable implications regarding packet flow handling, QoS and synchronization in general.

We therefore like to propose a new PCRF capability to avoid such situations. Whenever the same PCC rule would have to be bound to more than one IP-CAN bearer due to the matching traffic mapping information, the PCRF shall instead segment the PCC rule accordingly.
IP-CAN bearer A (port number: 3000)

PCC rule 1 (port number 3000)

IP-CAN bearer B (port number: 3100)

PCC rule 2 (port number 3100)

Proposed Changes

Start of modified section

6.1.1
Binding mechanism

The binding is an association between a service data flow, and the IP-CAN bearer deemed to transport the service data flow. The binding mechanism creates bindings.

For an IP-CAN with a single IP-CAN bearer per IP-CAN session, the binding mechanism shall use all available parameters to create the binding. The following parameters may be available:

a) The UE IP address.

b) The UE identity (of the same kind).

Note:
In case the UE identity in the IP-CAN and the application level identity for the user are of different kinds, the PCRF needs to maintain, or have access to, the mapping between the identities. Such mapping is not subject to specification within this TS.

For IP-CANs that allow for multiple IP-CAN bearers for each IP-CAN session, the binding mechanism shall consider the  available traffic mapping information for the creation of a binding for each of the service data flows. Further requirements for such IP-CANs are defined in Annex A.

The binding mechanism shall associate the PCC rule with the IP-CAN bearer that is intended to carry the service data flow, as indicated by the traffic mapping information synchronized between the PCEF and UE. The service data flow filter shall be compared with the traffic mapping information to identify the correct IP-CAN bearer.

The PCRF shall compare the available traffic mapping information of all IP-CAN bearers with the existing service data flow filter information. Each part of the traffic mapping information shall be evaluated separately in the order of their related precedence. Any matching service data flow filter creates the binding of its corresponding service data flow with the IP-CAN bearer to which the traffic mapping information belongs.


A PCC rule containing multiple service data flow filters that match traffic mapping information of more than one IP-CAN bearer shall not be bound directly. Instead, the PCRF shall segment such a PCC rule according to the different matching traffic mapping information. Afterwards, the PCRF shall bind the generated PCC rules individually. 
Note: 
For example, a PCC rule consisting of two packet flows with port numbers 3000 and 3100, that match traffic mapping information of two IP-CAN bearers (e.g. the first would map packet flows with port number 3000, the second would map packet flows with port number 3100), shall be segmented into two PCC rules (one for the packet flow with port number 3000 and another one for the packet flow with port number 3100).
The UE dictates what IP-CAN bearer shall be used for uplink IP flows. The PCRF shall however assume that for bi-directional  service data flows, both downlink and uplink packets travel on the same IP-CAN bearer.

Editor’s note: An  AF providing an accurate service data flow description minimises the risk for the authorization occurring on multiple IP-CAN bearers.

The PCRF shall perform the binding mechanism whenever the existing service data flow filter information or the available traffic mapping information was changed because service data flows may have to be bound to another IP-CAN bearer.

End of modified section
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