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1. Introduction
This document gives a comment on the P-CSCF functionality in TS 23.167 v1.0.0.

Subclause 6.2 of TS 23.167 defines the procedure of P-CSCF when P-CSCF receives an emergency request. However, some cases is not referred in this subclause although these are specified in other parts of this specification. And we believe that changes for clarification would be needed in order to make it more complete and precise.
2. Proposal
The following changes are proposed to TS 23.167 v1.0.0.
<< First change >>
6.2 IMS Functional entities

6.2.1 Proxy-CSCF

· Handle registration requests with an emergency indication like any other registration requests and forward the request to the Emergency CSCF in the same network.

· Detect an emergency session establishment request and perform one of the following:

· On receipt of an unmarked session establishment request, which is recognized to be for an emergency service, the P-CSCF shall check whether unmarked emergency requests are allowed based upon local policy (e.g., checking access type). If such requests are not allowed, the P-CSCF shall send a response with a 380 (Alternative Service) with the type set to “emergency”. If such requests are allowed, the P-CSCF shall mark the session establishment request as an emergency session, select an Emergency CSCF in the same network to handle the emergency session request and forward the request to that Emergency CSCF for further processing.

· On receipt of a marked emergency service session establishment request, the P-CSCF shall prioritize the emergency session and shall select an Emergency CSCF in the same network to handle the emergency session request and forward the request to that Emergency CSCF for further processing. The selection method is not standardized in the present document

· On receipt of a session establishment request with an “anonymous user” indication, the P-CSCF shall check whether anonymous emergency requests are allowed. If such requests are not allowed, the request is rejected with an appropriate response. If such requests are allowed, the request is forwarded to an appropriate E-CSCF although no security association between UE and P-CSCF is established.
<< End of changes >>
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