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1
Introduction and Discussion

TS 23.167 is describing the capabilities to support IMS services to be access independent and support a large number of access technologies.

3GPP Release 6 includes 3GPP/WLAN Interworking (I-WLAN) as IP-CAN for IMS and as such it is an IP-CAN in REL 7 that can access IMS emergency services. 

This contribution follows the principle stated in contribution (S2-060xxx, Restructure of TS 23.167 to move the access specific aspects to an annex) in which the access specific aspects are captured in an annex and eventually be moved/captured in the appropriate TS (i.e., in this case TS 23.234).

2
Proposal

Reference of using 3GPP/WLAN Interworking (I-WLAN) as IP-CAN is added to section 4.3 in TS 23.234, and the following New Annex are created in TS 23.167 to capture the 3GPP I WLAN access aspect 

<< First Change >>
4.3 IP-CAN

The following are the expectations on the IP-CAN for IMS emergency services:

· It shall be possible to access the IP-CAN without sufficient security credentials.

· It shall be possible to reject requests from UE without sufficient security credentials to establish bearer resources

· In the case that the IP-CAN receives a request to establish bearer resources for emergency services, it shall be possible for the IP-CAN to prioritise emergency services traffic.

· In the case that the IP-CAN receives a request to establish bearer resources for emergency services, the IP-CAN shall ensure that the IP flows using the requested resources are only for communication with the network entities involved in the support of the emergency services. 

· The IP-CAN may provide emergency numbers to the UE in order to ensure that local emergency numbers are known to the UE Ref [22.101].

In case the IP-CAN is established via 3GPP/WLAN Interworking (I-WLAN), the detailed procedures are described in the TS 23.234 [x].
<< End of First Change >>
<< Start of Second change: New Annex >>
Annex x (Informative): IMS emergency services using 3GPP/WLAN Interworking (I-WLAN)

Editors Note:  The content of this Annex is a place holder until such stage that they are moved to appropriate TS (i.e., TS 23.234).  After these contents are moved, this annex will be removed from this specification.

x.1
Requirements on the I-WLAN network as an IP-CAN

For an emergency call over the  I-WLAN, the requirements on the IP-CAN, as described in clause 4.3, are covered by the following  I-WLAN specific requirements:

· It shall be possible to access the PS domain without a UICC

· It shall be possible to reject requests from a UE without a UICC to establish bearer resources

· A globally dedicated emergency W-APN shall be used to support emergency services.  The PDG may use filter rules applicable to the globally dedicated emergency W-APN to ensure that only certain IP addresses (e.g. IP address of the Emergency CSCF) can be reached through the globally dedicated emergency W-APN..

x.2 
UE specific behaviour for emergency calls over the  I-WLAN

For the specific case of an emergency call over  I-WLAN, the UE shall follow the following procedures:

· Bearer registration via network selection followed by access authentication and authorisation. 
· Tunnel establishment procedure is made to a globally dedicated emergency W-APN.

· The UE shall include the location information (if known) in the INVITE request establishing the emergency call. Location aspect is being studied in LCS for I-WLAN study.

x.3
 I-WLAN specific aspects of High Level Procedures for IMS emergency calls

For the high level procedures (as described in clause 7.1.1.) the following statements apply for emergency calls when  I-WLAN access is used:

· the bearer resource request is the the tunnel establishment procedure, and the globally dedicated emergency W-APN is used to indicate the emergency request.

· the release of reserved bearer resources is tunnel release.

· the bearer registration to the IP-CAN is network selection followed by access authentication and authorisation.
x.4
Open Issues on  I-WLAN specific aspects 

Editor’s Note:  This section will be used to capture and develop open issues that need to be resolved for  I-WLAN access in relation of Emergency calls before the contents are moved to TS 23.234.

<< End of Second Change: New Annex >>
3.      Conclusion

Agree to add the above changes to TS 23.167.
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