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Introduction

The key issue Support for Multiple APNs was created at the SA2 Yokosuka meeting. However, there seem to be many alternatives for approaching the issue. This contribution aims at clarifying the principles of how APNs would be used in the SAE access system, and how this relates to IP Gateways. There are also implications to the key issue Default IP Access Service, but the changes in this contribution are limited to removing those FFSs listed under Default IP Access Service that should be addressed under this key issue.

Discussion

The APN is used by UE, HLR and SGSN to identify a set of access points and to permit the SGSN to select one of the set of access points (AP) to provide Gi connectivity to the external packet data network that is identified by the APN, and can be locally interpreted by the GGSN as a request for a specific service. In some cases, such a network may be used for a specific service type (e.g. QoS) while in other cases it provides optimal (or "better") routeing to network servers and/or (corporate) customers' premises. Since the APN concept was introduced, the progress in PCC area has provided an alternative way to control the connectivity's QoS. Since the SAE system will utilize all PCC capabilities, it is worthwhile to reconsider the support for APNs, taking into account the potential for reduction of complexity in the evolved system.

One of the issues to be addressed is the APN awareness in the UE. It may be preferable to avoid this, instead, APN selection could be based on the subscription information. In addition to subscription information, the LTE/SAE anchor node (it is FFS whether this means MME, UPE, Inter-AS Anchor or a combination thereof) may affect access point selection. In order to reduce the complexity of the UE, the target should be to remove the need for the UE to manage its connectivity through the use of multiple concurrent APNs to different services. Instead, the external network and access point selection can be made based on the APN information received from the HSS/HLR in conjunction with pre-configured APN information in the LTE/SAE anchor node.

A common APN configuration can be used for both IPv4 and IPv6 connectivity – with differentiation of the IP versions being possible in the IP Gateway.

In non-roaming case, the UE can connect to services provided in the operator network and in the networks of external service providers using a single LTE/SAE anchor node in the SAE access system. The LTE/SAE anchor node creates APN configuration based on subscription data for Default IP Access Service sent from the HLR during the Network Attachment registration procedure. If the MME and UPE are separate entities, the MME selects a UPE and provides it with the APN configuration. Alternatively, the LTE/SAE anchor node can use its own APN pre-configurations. In this case, the UE need not provide the APN information to the LTE/SAE anchor node. Different users may have different APNs defined in their subscription data.

If the UE uses services from both an operator services network and a private IP network, and the APN configuration in both networks allows connectivity to services in other networks, the UE could use either one of the APNs and only one of the APNs is needed. The concurrent use of both such APNs if neither of the APN configurations allows connectivity to services in other networks requires further study. The UE should have the possibility to request an APN to be used instead of the APN selected by the network. The selection mechanism and handling of changes between such APNs requires further study.

If the UE needs to make handovers between pre-SAE/LTE and SAE access systems, a SAE-capable UE in a pre-SAE/LTE access system always establishes IP bearer services towards a SAE LTE/SAE anchor node when one is available, and not towards pre-SAE/LTE GGSN. In case of Inter-AS handover, only services served by a common anchor node need to survive.

If the UE uses different access systems in parallel, and those access systems are not served by a common SAE LTE/SAE anchor node, the UE needs to use multiple parallel APNs. If those access systems are served by a common SAE LTE/SAE anchor node, it remains FFS whether they can be used with a single APN configuration.

In roaming case, it remains FFS whether there is a single APN configuration that provides connectivity to both the visited and home networks, or whether there is one single APN configuration for the visited network and another for the home network..

Proposal

The following changes are proposed to the text in sections 7.9 and 7.10:

**** Start of 1st set of changes ****

7.9.2
Solution for Key Issue – Default IP Access Service

· A Default IP Access Service in the serving (access) network is established within a single attach procedure that includes authentication and authorization of the user. It shall be possible that any user specific information about the Default IP Access Service, such as policies or configuration parameters, are received from the subscriber databases in home network, such as HSS or/and Subscription Profile Repository.

· It is FFS how the subscriber-specific policies or configuration parameters are transferred from the home network to the serving (access) network.

· The Default IP Access Service for roaming users in the serving (access) network can be modified by the home operator.

· The Default IP Access Service shall provide the UE with at least one IPv6 address or one IPv4 address allocated or assigned by the network, together with necessary IP configuration parameters.

· It is FFS how Default IP Access Service(s) provide IPv6 and/or IPv4 connectivity for a dual stack UE.

· It is FFS whether the IP address is allocated or assigned statically or dynamically.

· The Default IP Access Service(s) shall provide IP connectivity to the networks permitted under applicable policies and roaming restrictions without excluding local breakout.
· 
· 
· The Default IP Access Service shall allow for UE registration to the IMS, at least for services that do not require better than default QoS and differentiated charging.
· It is FFS how and when the IMS registration is performed and what kind of IMS services is provided to the UE within the Default IP Access Service.

**** End of 1st set of changes ****

**** Start of 2nd set of changes ****

7.10.1
Description of Key Issue – IP connectivity with multiple PDNs
According to 3GPP UMTS standards, the scenario where the UE has access to several Packet Data Networks (either concurrently or successively) is possible. Each PDN is identified by an Access Point Name (APN). The SGSN resolves the APN to an address that identifies a GGSN. If that GGSN is unavailable, the APN name resolution normally provides a second choice GGSN address.. In the following, the term IP Gateway is used to describe the functionality of interfacing with external PDNs.
It will be possible to provide a UE with connectivity to several PDNs through a single serving LTE/SAE anchor node, although depending on the topology this may result in the sub-optimal routeing of the user data. .
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Figure 7.10-1: Multi-APN support in pre-SAE/LTE access systems


Simultaneous access to several PDNs could be used in SAE for situations where the PDNs are specialised per bundle of operator services/connectivity (public Internet access/corporate access, e.g. where IPSec tunnelling is provided by the operator between the IP Gateway node and corporate (private) PDN), but it remains to be studied whether this would result in a more efficient control mechanism than a combination of PDN policies in the IP Gateway, and evolved PCC mechanisms controlling the traffic in the LTE/SAE anchor node .
In some cases the APN configuration may support  selection between PDNs used for different specific service types (IMS/Web browsing), or between PDNs supporting only either IPv4 or IPv6. It remains FFS whether multiple APNs for a single UE are needed for the case that the UE uses different external PDNs either concurrently or in succession, as it may cause interoperability problems .
As the support for access to multiple PDNs through separate IP Gateway nodes for a UE may have an important impact on the architecture, it is important to consider whether this feature is actually needed in SAE. As discussed above, such a feature would help in avoiding sub-optimal routeing of user plane data given some topologies when two PDNs are concurrently in use, but would introduce complexity and interoperability issues that are not present in alternative solutions.
It would be preferable for a UE with several APNs accessed through different GGSNs in the pre-SAE/LTE access system to handover to the SAE/LTE access system without releasing PS sessions. If this is not possible, unexpected failure to handover PS sessions could be avoided if the SAE APN rules or limitations apply for SAE UEs on pre-SAE/LTE access systems that support handover with SAE system. For example, a SAE-capable UE in pre-SAE/LTE access system could always establish IP bearer services towards an LTE/SAE anchor node when one is available, assuming that it would be able to handle both SAE/LTE and pre-SAE/LTE APNs. However, it remains FFS whether the situation described above requires a solution based on the use of APNs, since the existence of evolved PCC mechanisms in the pre-SAE/LTE access system could provide a solution with less complexity.

Further analysis is needed in this area based on the roaming and non-roaming converged architectures.

7.10.2
Solution for Key Issue – IP connectivity with multiple PDNs
· One UE shall be able to concurrently use services of more than one PDN, based on the APN information received from the HSS/HLR in conjunction with pre-configured APN information in the SAE/LTE anchor node.
· It is FFS whether access to multiple PDNs is provided by the use of separate APNs for each IP Gateway, or by tunnelling between the operator LTE/SAE anchor node and the IP Gateway of the PDN for traffic that cannot be served using the default APN configuration.
· The UE need not be aware of the default APN provided to the LTE/SAE anchor node by the HSS/HLR, but may request an APN to be used instead of that default APN.
· The use of additional APNs for a particular UE depends upon the user's subscription, and could be considered if evolved PCC mechanisms are shown to provide a significantly sub-optimal solution for the required use cases.
· 
**** End of 2nd set of changes ****
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