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Proposal

First, this contribution proposes editorial corrections for TR 23.882. 

Second, this contribution proposes to update the Figure E.7 in TR 23.882 in order to clearly show 3GPP Proxy AAA Server and the D’/Gr’ reference point by TS 23.234.
**** Start of changes ****

Annex E: Mobility between pre-SAE/LTE 3GPP and non 3GPP access systems
-------------   Omission of a middle part ----------------

E.3.1
Solution A
-------------   Omission of a middle part ----------------

.
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Figure E.1. Use of MIPv4 FA care-of address mode with Diameter application
The following are the subsequent steps described in Figure E.1 (for more details the reader may refer to [5]):

1) The MN establishes a connection with the GW (i.e. GGSN or PDG);

2) The MIP Foreign Agent (MIP FA) function in the GW sends a FA advertisement;

3) The MN sends a MIPv4 Registration Request (RRQ);

4) The GW interrogates the user’s Home AAA server in order to authenticate and authorise the user. The Home AAA server assigns a Home Agent (HA) and provides the address of the assigned HA to the GW.

5) The FA forwards the MIPv4 RRQ to the MIP HA.

6) The HA fetches a pre-shared key for MN-HA authentication. This step is required only at session establishment. Specifically, it is not required for MN-HA authentication when the UE subsequently connects to other FAs.

7-8) The HA accepts the mobile registration by replying with a MIPv4 Registration Response (RRP).

-------------   Omission of a middle part ----------------
The next two figures provide examples on how the MIPv4 and MIPv6 concepts described above can be mapped to scenarios for GPRS-WLAN mobility. The red pipes stand for IPsec tunnels, whereas the blue pipes represent Mobile IP tunnels. Both figures assume that the GGSN and the PDG are located in the HPLMN. The case where the GGSN and the PDG are located in the VPLMN is left FFS.

Depicted in Figure E.4 is the application of Mobile IPv4 as a solution for GPRS-WLAN mobility. A FA functionality is incorporated in both the GGSN and the PDG, meaning that in this case MIPv4 is used with Foreign Agent Care-of-Address (FA-CoA). The Foreign Agent is not necessary for co-located mode operation of Mobile IP (see Figure E.5).

The “Home AAA” functions which are required for the Diameter MIPv4 application are assumed to be provided by the 3GPP AAA server.

The MIPv4 tunnelling is used only on the Gi+ and Wi+ interfaces i.e. between the HA and the FA located in the GGSN and the PDG, respectively.
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Figure E.4. Use of MIPv4 with FA-CoA for GPRS-WLAN mobility
Note: 
in case the HA functionality is collocated with the GGSN, the terminal can be considered to be at home in Mobile IP sense when using the GPRS IP access. The FA functionality in the GGSN becomes redundant in this case.

Note: 
in case the GGSN and the PDG are attached to the same IP subnet, the use of MIP is FFS.

Note: 
whether the FA functionality has to be collocated with the GGSN/PDG or whether it can exist as a stand-alone element is FFS.

-------------   Omission of a middle part ----------------

E.4
Impact on the baseline CN architecture

E.4.1
Solution A

Depicted in Figure E.7 is the baseline architecture taken from 23.882, from which all IMS specific elements have been removed for simplicity. In addition, a Mobile IP Home Agent (MIP HA) has been added to the figure, as well as a couple of reference points. Listed below are all new or modified reference points, with a description of their role:

· Gi+/Wi+: this is the Mobile IP signalling and bearer plane between the Gateway (i.e. GGSN or PDG) and the MIP HA;

· Wj; this is the Mobile IP signalling and bearer plane (tunnel) between the UE and the MIP HA, which is used in case of MIPv4 co-located care-of address and MIPv6;

· Gi-aaa: this is the AAA part of the Gi interface, which traditionally connects the GGSN to a AAA server which itself is not part of the 3GPP system architecture. Here it is assumed that the Gi-aaa interface connects to the 3GPP AAA server. It is used by the Diameter Mobile IP application [5] for dynamic assignment of a MIP HA, as well as during setup of security associations (MN-HA, MN-FA, FA-HA); 

· Wm+: this is an enhancement to the existing Wm reference point. The additional functionality is similar to the Gi-aaa functionality described above;

· Rha-aaa: this is the reference point between the MIP HA and the 3GPP AAA server. Similar to the previous, it is used for dynamic assignment of a MIP HA and during setup of security associations. 

The impact on the PCRF is left FFS.

The scenarios with GGSN and/or PDG located in the VPLMN are left FFS.

The applicability to WLAN Direct IP Access is FFS.
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Figure E.7. Impact of Mobile IP on the baseline architecture
**** End of changes ****
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