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1
Introduction
In TS 23.167 describes that during the establishment of an emergency call, the IMS core may initiate a request to obtain location information about the user initiating the call.  At this stage, it is not clear which IMS entity(es) initiate the request for the location information.  This contribution discusses this issue.
2
Discussion

While the idea situation is that only one of the IMS entities should perform the IMS emergency registration, this paper proposes that may not the case.
One scenario that that drives some of the requirements is a fixed broadband access with overlapping IP address in the access networks.  This is shown below 
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Figure 1: Fixed broadband access deployment with overlapping IP addresses in the access network.

The scenario illustrated in figure 1 is an example where there are different addressing realms connecting to the IMS. As in the fixed broadband access there may be separation of the IMS operator from the access operator, the IMS operator may not have control over the IP addresses allocated to the end-users.  This implies that the IP address alone is not adequate to be an input into the location.  In such a network, technologies such a VLAN are used to connect to the same P-CSCF, or different P-CSCFs may be used.
In order for the network to query the location of the calling user in such a network; either :

1.
The request for the service network is performed from the P-CSCF (as the P-CSCF would know the correct location retrieval function to query based on the IP-CAN that the request is retrieved from).

2.
The query for the location is requested from the E-CSCF and the P-CSCF includes sufficient information for the E-CSCF to identify the LRF to send the request to.  For this to work the IP-address alone can not be used as such an indication as the same IP address can be used in different IP-CANs.  This may also require the E-CSCF to be able to handle overlapping address spaces.

While the above scenario may lead to the conclusion that the P-CSCF should always perform the location query, this may not be a obvious choice for e.g. PS domain based IP-CAN where the S-CSCF may want to query the MLC.

With the above in mind, this contribution identifies the following options.
1.
The P-CSCF performs all location queries.
2.
The E-CSCF performs all location queries.
This requires that the P-CSCF includes sufficient information in the emergency INVITE to allow the E-CSCF to determine the address of the LRF (location retrieval function) to query.  This is new information. It may require that the E-CSCF is can support overlapping IP addresses.

3.
The E-CSCF performs all location queries to a centralised LRF.
This requires that the P-CSCF includes sufficient information in the emergency INVITE to allow the LRF to determine the address of the nodes in the IP-CAN to query.  The E-CSCF shall include this information in the request send to the LRF..

4.
The P-CSCF performs the location query request for UEs residing on an IP-CAN that supports overlapping address spaces; while the E-CSCF is used for all other access.

It should be noted that in TISPAN there is a direct interface between the P-CSCF and the IP-CAN; and indeed this is represented in figure 7.8.2-2 of TS 23.167.

3
Proposal

This contribution raises the issue of which entity retrieves the location information and invites a discussion and feedback on this issue.
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