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1. Overall Description:

SA3 thanks SA2 for the LS on support of IMS emergency sessions. SA3 has reviewed the SA2 draft TR 23.867 (S2-052370) and would like to comment the sections 4.1.1, 4.2.1 and 4.7.1 of the TR.

Comments concerning the section 4.1.1 Requirements for IMS Emergency Sessions:

· There may be a contradiction between the requirements 7 “The solution must work in case the UE has a UICC card and is registered to the IMS or not, as well as in the UICC-less case. In the UICC-less and non-registered cases it must be possible to setup a bearer in the IP connectivity network and session setup must be possible without an existing security association between UE and P-CSCF” and the requirement 9 “Emergency Service is not a subscription service and therefore will normally be supported entirely in the visited network and provided without interaction with a “Home” network in a roaming case, whether or not the UE is registered. The CSCFs providing service for emergency sessions may be different from the CSCFs involved in the other IMS services.”, as if there is a UICC in the device there is also "interaction" with the Home Network.

· It should be verified if requirement 9 “Emergency Service is not a subscription service and therefore will normally be supported entirely in the visited network and provided without interaction with a “Home” network in a roaming case, whether or not the UE is registered. The CSCFs providing service for emergency sessions may be different from the CSCFs involved in the other IMS services. “ is compatible with all possible roaming models for non-emergency sessions, i.e. GGSN in visited or home network, and P-CSCF in visited or home network.

Comments concerning the section 4.2.1.Emergency Calls in absence of UICC:

· The introduction of pre-configured, static security vectors (CK, IK) for Emergency calls in absence of UICC, as proposed for the simulated IMSI in 4.2.1.1, can provide security only for a limited time, if at all this is considered to provide security, as all data is managed by the ME. Static vectors cannot be changed later because of the legacy UEs. SA3 proposes not to introduce this mechanism.

· It should be also taken into account that use of IMEI, as proposed in 4.2.1.2, provides more opportunities to re-use existing functionality in CS. Also the one-to-one correspondence between IMEI and ME avoids ambiguities and/or collisions between different MEs.

·  In the solution using IMEI, as proposed in 4.2.1.2, it should be considered to use the EIR to blacklist certain IMEIs with frequent junk emergency calls also for non-emergency calls.

Comments concerning the section 4.7.1.UE detectable Emergency Session:

· The point 6 mentions that “After successful registration the UE establishes a security association with the P-CSCF to provide for integrity protection between UE and P-CSCF.” SA3 would like to point out that the sentence seems to refer to rel-5/6 IMS. But if the TR 23.867 should also apply in the TISPAN scope, a solution for NAT traversal would need to be supported in order to provide integrity protection between the UE and the P-CSCF.

SA3 kindly asks SA2 to take the comments above into account for their work on IMS emergency sessions.
2. Actions:

To SA2 group

ACTION: 
SA3 kindly asks SA2 to take the comments above into account for their work on IMS emergency session.
3. Date of Next SA3 Meetings:

SA3 Meeting #42
7 – 10 February 2006
T.B.D

SA3 Meeting #43
4 – 7 April 2006
Europe
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