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Introduction
In PCC architecture one PCEF may be served by multiple PCRF nodes and one AF can be connected to many PCRF nodes. However for any single user the both PCEF and AF has to select the same PCRF to enable binding between bearer and service information. Current specification of PCRF selection does not guarantee that both, PCEF and AF, will select the same PCRF node. The selection in PCEF is now based primarily on access point, but AF is not aware of GW AP configuration and AP is not applicable for any IP-CAN, thus the PCRF selection should be based only on UE identity information.
Proposal

It is proposed to modify the existing PCRF selection related text in the TS 23.203 as follows:
6.2.2
Policy and Charging Enforcement Function (PCEF)

The PCEF encompasses service data flow detection, policy enforcement and flow based charging functionalities. 

Editor’s note: This functional entity encompass the harmonization of the PEP and TPF release 6 logical entities. 

This functional entity is located at the Gateway (e.g. GGSN in the GPRS case, and PDG in the WLAN case). It provides the service data flow detection, user plane traffic handling, the bearer QoS handling, and service data flow counting as well as online and offline charging interactions.

A PCEF shall ensure that an IP packet, which is discarded at the PCEF as a result from policy enforcement or flow based charging, is neither reported for offline charging nor cause credit consumption for online charging.

Note:
For certain cases e.g. suspected fraud an operator shall be able to block the service data flow but still be able to account for any packets associated with any blocked service data flow for that bearer.

For a service data flow that is subject to policy control, the PCEF shall allow the service data flow to pass through the Gateway if and only if the corresponding gate is open. If the PCEF receives an Authorization token and Flow Id(s) from an UE, the PCEF shall report them to the PCRF over Gx.

For a service data flow that is subject to charging control, the PCEF shall allow the service data flow to pass through the Gateway if and only if there is a corresponding active charging rule with and, for online charging, the OCS has authorized the applicable credit with that Charging key. The PCEF may let a service data flow pass through the Gateway during the course of the credit re-authorization procedure.

A PCEF may be served by one or more PCRF nodes. The PCEF shall contact the appropriate PCRF based on the UE identity information that is applicable in that kind of IP-CAN.


The PCEF shall, on request from the PCRF, modify a PCC rule, using the equivalent PCEF behaviour as the removal of the old and the installation of the new (modified) PCC rule. The PCEF shall modify a PCC rule as an atomic operation. The PCEF shall not modify a predefined PCC rule on request from the PCRF.

Editor´s note: It is FFS whether PCC rules need to be installed and activated as separate procedures.

6.2.3
Application Function (AF)

The Application Function (AF) is an element offering applications that require the control of IP bearer resources. The AF shall communicate with the PCRF to transfer dynamic session information, required for PCRF decisions. One example of an AF is the P-CSCF of the IM CN subsystem.

The AF may receive an indication that the service information is not be accepted by the PCRF and the service information that can be accepted by the PCRF. In that case, the AF rejects the service establishment towards the UE. If possible the AF forwards service information to the UE that can be accepted by the PCRF.
An AF may communicate with multiple PCRFs. The AF shall contact the appropriate PCRF based on 

 UE identify information the AF is aware of.


