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Introduction

It is proposed to perform some general cleanup of the UICC-less emergency section.

Proposal

It is proposed to perform the following changes to TR 23.867.

*** First Proposed Change   ***

4.2.1
Emergency Calls in absence of UICC

The following two subchapters describe two different options on how Emergency calls can be performed in absence of a UICC. The intention is to evaluate the two options and recommend one solution.

4.2.1.1
Emergency Calls in absence of UICC – simulated IMSI

When the UICC is not present or the UICC is not valid, the ME shall provide functionality of a UICC in order for the ME to obtain access to the GPRS system for emergency services, with the following default capability:

- 
Be able to generate an Emergency identity containing two primary fields as follows and the capability to enable the authentication and security procedures.

-
One field, including a pre-defined tag (emergency PLMN identity (unique MCC + MNC); editors note: MCC = 901, MNC = 008 have already been defined for use for emergency calls in GSM networks [4]) to identify the identity as being an Emergency identity.

-
A second field, that includes an identity generated from the IMEI (Editor’s note: for example, the least significant 9 digits of the IMEI excluding the spare digit).
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Figure 4.1 Format of IMEI


Figure 4.2 Example construction of emergency identity

On receiving an attach request with the emergency identity, based on the emergency PLMN id the network routes the necessary information to a HSS entity of the local operator that will provide the functionality of a home network for this user. The HSS functionality should allow the other network elements to handle the UICC-less emergency call no different from the case of a normal call. 

The HSS/AuC can provide pre-defined authentication vectors for the ME, matching the functionality of the normal UICC-HSS pair and allow security procedures to be mimicked for the call as in the normal call establishment case. Security procedures can then be initiated at the network and mobile through use of pre-defined security key sets for integrity and ciphering. The pre-defined vectors are used by the SGSN and are static vectors in the ME and ciphering is started using the normal security procedures between the SGSN, RNC and ME.

Alternatively to the above mentioned method and to speed up the emergency call setup time a pre-defined emergency authentication vector can be stored in the SGSN. This authentication vector can be shared amoung all networks. In this case the SGSN shall not contact the HSS/AuC to retrieve authentication vectors.

After successful attach, the mobile shall continue with emergency session establishment.

The above method relies on the principle that using a simulated IMSI; the existing GPRS procedures can be reused without any major system impacts (including the UE). Additionally, the Mobile IMS application part should not be aware of the presence or absence of UICC. It should use the generated IMSI like the case of ISIM-less access and generate the appropriate IMPI/IMPU.

4.2.1.2
Emergency Calls in absence of UICC – use of IMEI

When the UICC is not present or the UICC is not valid, the ME shall identify itself in the Attach Request by the IMEI in the same way as in the CS domain (the CM Service Request). 

Note:
A UICC that is not valid is a UICC that in spite of being inserted is blocked for use, e.g. due to attempted accessed by a wrong pin-code or lack of roaming agreements.

As neither authentication nor ciphering functionality can be performed there is no need to communicate with any HSS. After successful attach, the mobile shall continue with emergency session establishment.  For a detailed GPRS call procedure, see chapter 6.3.

The above ensures that the existing GPRS procedures can be used without any major system impacts both in the network and the UE.
The UE shall not accept other numbers than the numbers stored in the ME as valid number for an emergency calls.
The emergency call application determines whether the CS emergency call or the IMS emergency call shall be used in the same way regardless whether the UICC is valid or not.
Editor's Note: The following aspects of the UICC-less case are for further study (they apply for both options):
1. How can it be ensured that a UICC-less ME does not gain access to other services than the Emergency session access towards an EC?

2. What kind of security considerations, if any, need to be taken into account for GPRS access in case of emergency access and what are the implications on the UICC-less access?

3. How are location services provided in case of UICC-less access?

***   Second Proposed Change   ***

6.3
General Packet Radio Service (GPRS) for UICC-less case

6.3.1
GPRS Attach Function and PDP Context Activation Procedure
The following procedure is used if the UICC is not valid or does not exist and the IMEI is used instead of the IMSI to identify the calling subscriber.
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Figure 6.17: GPRS Attach Function and PDP Context Activation Procedure in the UICC-less case

1)
In A/Gb mode, the MS initiates the attach procedure by the transmission of an Attach Request (IMEI, Classmark, Attach Type , DRX Parameters, Emergency Indication) message to the SGSN. IMEI shall be included, as the MS does not have a valid IMSI or P‑TMSI available. Classmark contains the MS's GPRS multislot capabilities and supported GPRS ciphering algorithms in addition to the existing classmark parameters defined in GSM 04.08. Attach Type indicates which type of attach is to be performed, i.e. GPRS attach only. DRX Parameters indicates whether the MS uses discontinuous reception or not. If the MS uses discontinuous reception, then DRX Parameters also indicate when the MS is in a non-sleep mode able to receive paging requests and channel assignments.

For Iu mode, the MS initiates the attach procedure by the transmission of an Attach Request (IMEI, Core Network Classmark, Attach Type, Follow On Request, DRX Parameters) message to the SGSN. IMEI shall be included, as the MS does not have a valid P‑TMSI available. Core Network Classmark is described in clause "MS Network Capability". The MS shall set "Follow On Request Pending" as it has pending uplink traffic (emergency PDP context activation towards emergency APN). The SGSN shall use the follow on request pending indication to keep the Iu connection after the completion of the GPRS Attach procedure. Attach Type indicates which type of attach is to be performed, i.e. GPRS attach only. DRX Parameters indicates whether or not the MS uses discontinuous reception and the DRX cycle length.

2)
The equipment checking functions are defined in the clause "Identity Check Procedures". Equipment checking is optional.

3)
The SGSN selects Radio Priority SMS, and sends an Attach Accept (P‑TMSI, P‑TMSI Signature, Radio Priority SMS) message to the MS.

4)
The MS acknowledges the received P-TMSI by returning an Attach Complete message to the SGSN.
At any time after receiving Attach Complete, SGSN may initiate LCS procedure (i.e. PS-NI-LR). A simulated IMSI or IMEI is used to identify the target UE.

5)
The MS sends an Activate PDP Context Request (NSAPI, TI, PDP Type, PDP Address, Access Point Name, QoS Requested, PDP Configuration Options) message to the SGSN. The MS shall use PDP Address to indicate whether it requires the use of a static PDP address or whether it requires the use of a dynamic PDP address. The MS shall leave PDP Address empty to request a dynamic PDP address. The MS shall use the globally dedicated emergency Access Point Name to indicate emergency access to the PS domain. Emergency PDP context activation towards any other APN other than emergency APN is not allowed after UICC-less Attach. Access Point Name is a logical name referring to the packet data network and/or to a service that the subscriber wishes to connect to. QoS Requested indicates the desired QoS profile. PDP Configuration Options may be used to transfer optional PDP parameters and/or request to the GGSN (see GSM 29.060 [26] and 24.229 [75]). PDP Configuration Options is sent transparently through the SGSN. The MS shall use the globally dedicated emergency Access Point Name.


6)
In A/Gb mode and if BSS trace is activated, the SGSN shall send an Invoke Trace (Trace Reference, Trace Type, Trigger Id, OMC Identity) message to the BSS. Trace Reference, and Trace Type are copied from the trace information received from the HLR or OMC.

7)
The SGSN validates the Activate PDP Context Request using PDP Type (optional), PDP Address (optional), and Access Point Name provided by the MS and the PDP context subscription records. The validation criteria, the APN selection criteria, and the mapping from APN to a GGSN are described in annex A. The SGSN shall include “Emergency APN” in the APN selection criteria, in order to restrict access to APNs other than the emergency APN. 

Note: When a CR to 23.060 is issued, annex A must reflect emergency APN handling as well.
If no GGSN address can be derived or if the SGSN has determined that the Activate PDP Context Request is not valid according to the rules described in annex A, the SGSN rejects the PDP context activation request.

If a GGSN address can be derived, the SGSN creates a TEID for the requested PDP context. If the MS requests a dynamic address, the SGSN lets a GGSN allocate the dynamic address. The SGSN may restrict the requested QoS attributes given its capabilities and the current load.

The SGSN sends a Create PDP Context Request (PDP Type, PDP Address, Access Point Name, QoS Negotiated, TEID, NSAPI, MSISDN, Selection Mode, Charging Characteristics, Trace Reference, Trace Type, Trigger Id, OMC Identity, PDP Configuration Options) message to the affected GGSN. Access Point Name shall be the APN Network Identifier of the APN selected according to the procedure described in Annex A. PDP Address shall be empty if a dynamic address is requested. The GGSN may use Access Point Name to find a packet data network and optionally to activate a service for this APN. Selection Mode indicates whether a subscribed APN was selected, or whether a non-subscribed APN sent by an MS or a non-subscribed APN chosen by the SGSN was selected. Selection Mode is set according to non-subscribed APN. The GGSN may use Selection Mode when deciding whether to accept or reject the PDP context activation. For example, if an APN requires subscription, the GGSN is configured to accept only the PDP context activation that requests a subscribed APN as indicated by the SGSN with Selection Mode. The dedicated emergency APN does not require any subscription. Charging Characteristics indicates which kind of charging the PDP context is liable for. The charging characteristics on the GPRS subscription and individually subscribed APNs as well as the way the SGSN handles Charging Characteristics and chooses to send them or not to the GGSN is defined in 3GPP TS 32.215 [70]. The SGSN shall include Trace Reference, Trace Type, Trigger Id, and OMC Identity if GGSN trace is activated. The SGSN shall copy Trace Reference, Trace Type, and OMC Identity from the trace information received from the HLR or OMC.

The GGSN creates a new entry in its PDP context table and generates a Charging Id. The new entry allows the GGSN to route PDP PDUs between the SGSN and the packet data network, and to start charging. The way the GGSN handles Charging Characteristics that it may have received from the SGSN is defined in 3GPP TS 32.215 [70]. The GGSN may restrict QoS Negotiated given its capabilities and the current load. The GGSN then returns a Create PDP Context Response (TEID, PDP Address, PDP Configuration Options, QoS Negotiated, Charging Id, Prohibit Payload Compression, Cause) message to the SGSN. The Prohibit Payload Compression indicates that the SGSN should negotiate no data compression for this PDP context.  PDP Address is included if the GGSN allocated a PDP address. If the GGSN has been configured by the operator to use External PDN Address Allocation for the requested APN, PDP Address shall be set to 0.0.0.0, indicating that the PDP address shall be negotiated by the MS with the external PDN after completion of the PDP Context Activation procedure. The GGSN shall relay, modify and monitor these negotiations as long as the PDP context is in ACTIVE state, and use the GGSN-Initiated PDP Context Modification procedure to transfer the currently used PDP address to the SGSN and the MS. PDP Configuration Options contain optional PDP parameters that the GGSN may transfer to the MS. These optional PDP parameters may be requested by the MS in the Activate PDP Context Request message, or may be sent unsolicited by the GGSN. PDP Configuration Options is sent transparently through the SGSN. The Create PDP Context messages are sent over the backbone network.

If QoS Negotiated received from the SGSN is incompatible with the PDP context being activated, the GGSN rejects the Create PDP Context Request message. The GGSN operator configures the compatible QoS profiles. 

8)
In Iu mode, RAB setup is done by the RAB Assignment procedure, see subclause "RAB Assignment Procedure".

9)
In Iu mode and if BSS trace is activated, the SGSN shall send an Invoke Trace (Trace Reference, Trace Type, Trigger Id, OMC Identity) message to the RAN. Trace Reference, and Trace Type are copied from the trace information received from the HLR or OMC.

10)
In A/Gb mode, BSS packet flow context procedures may be executed. These procedures are defined in clause "BSS Context".

11)
In case the QoS attributes have been downgraded in step 10 for A/Gb mode or in step 8 for Iu mode, the SGSN may inform the GGSN about the downgraded QoS attributes by sending an Update PDP Context Request to the affected GGSN. The GGSN confirms the new QoS attributes by sending an Update PDP Context Response to the SGSN.

12)
The SGSN inserts the NSAPI along with the GGSN address in its PDP context. If the MS has requested a dynamic address, the PDP address received from the GGSN is inserted in the PDP context. The SGSN selects Radio Priority and Packet Flow Id based on QoS Negotiated, and returns an Activate PDP Context Accept (PDP Type, PDP Address, TI, QoS Negotiated, Radio Priority, Packet Flow Id, PDP Configuration Options) message to the MS. PDP Configuration Options may be used to transfer optional PDP parameters to the UE (see GSM 29.060 [26] and 24.229 [75]). PDP Configuration Options is sent transparently through the SGSN. The SGSN is now able to route PDP PDUs between the GGSN and the MS, and to start charging.

6.3.2 GPRS Detach Function

In UICC less case, the MS shall initiate a GPRS detach after the emergency PDP contexts have been deactivated (i.e. once the emergency use is finished). In case that SGSN initiates the GPRS detach, an appropriate cause shall be sent to the MS.

6.3.3 Location Management Function

Location management procedures presented in chapters 6.2.3, 6.2.4, 6.2.5 and 6.2.6 are applicable also for the UICC-less case, with the following exceptions:

· Simulated IMSI or IMEI is used to identify the UE;

· Security functions shall not be performed;

· HLR dialog shall not be performed, if IMEI is used for identification;

· Camel procedures shall not be performed;

· Combined RA/LA update procedure shall not be performed (only periodic updating and RA updating shall be used for Update Type);

· MS shall keep the Iu connection up after the RAU (by setting Follow on Request Pending) as it has an emergency session ongoing that requires a signalling connection.
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