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1
Introduction

At the joint SA 2 , RAN 3 and RAN 2 meeting in London, the table in SRJ-050126 was updated. It is proposed that this updated table is placed within the main body of TR 23.882 and subsequent updates are used to complete it. 

2
Proposal

It is proposed that a new section 7.3 is added as shown with revision marks below. 

7
Key Architectural Issues

[Editors Note: this clause identifies key issues e.g. related to mobility and QoS mechanisms, solutions for key Issues and impact on the Architecture i.e.

7.1
Key Issue 1

7.1.1
Description of Key Issue 1

7.1.2 
Solution for key issue 1

7.1.3
Impact on the baseline CN Architecture
7.1.4
Impact on the baseline RAN Architecture
7.1.5
Impact on terminals used in the existing architecture]

7.1
Key Issue Policy control and Charging

7.1.1
Description of Key Issue Policy control and Charging

The PCC functionality comprises important functionality related to the configuration of certain filters and packet processing rules. Typical use of such rules and filters include flow based charging, gating,QoS control, etc. Such rules may implement multiple services of various types, including ones from 3rd party suppliers and hence are an important part since it is related to a subscription and how services are authorized and charged for e.g. zero rating, price bundling, premium price etc depending on the particular configuration of an operator. In a Rel-7 context PCC considers a number of input parameters such as QoS parameters and for GPRS case TFTs and if a PDP context was activated by a secondary PDP context activation procedure, etc. before finally implementing a rule. It is key for an operator to be able to use a configuration of rules (policy and charging), which apply to Rel-7 architecture and terminals also in long term, i.e., smooth migration is important. The PCRFs interaction with future CN should be based on the existing PCC Rel-7 interfaces. It should be noted that some Rel-7 models (e.g. the QoS model) may be further evolved in the SAE work.

With the introduction of new 3GPP radio access technologies operators need to be in control of the use of each 3GPP radio access technology. The policy should take subscriber identity and other circumstances into account. The use of a different radio access technology may also lead to changes in other policies, e.g., different rating, etc.

7.1.2 
Solution for key issue Policy control and Charging

· It shall be possible to inform the PCRF what radio access technology a subscriber is utilizing since depending on operator configuration it may influence what policy control and charging rule is being activated by a PCRF

· The PCC interfaces already defined in Rel-7 shall be used as a basis in an SAE context and may be evolved to meet SAE requirements

Editors Note: In a B1 context, cf. Annex B, the enforcement point of the mobility anchor that resides in the core network shall be controlled by a PCRF. In a B2 context, it is FFS if the Inter AS-MM shall contain an enforcement point that is controlled by a PCRF. Alternatively in a B2 context, it is FFS how the interaction between the PCRF(s) and IP Gateways is performed in Inter Access System Handover.

· The PCC functionality shall in an effective way be able to handle different QoS models cf. e.g. I-WLAN vis-à-vis WCDMA

7.1.3
Impact on the baseline CN Architecture

The PCC functionality shall be evolved from the existing Rel-7 PCC interfaces.

It shall be possible to inform the baseline CN architecture what radio access technology (including an evolved RAN) is being used by a subscriber.

7.1.4
Impact on the baseline RAN Architecture

In case the baseline RAN architecture support multiple RAN access technologies it may be needed to inform the PCRF what radio access technology a subscriber is utilizing including an evolved RAN access technology.

7.1.5
Impact on terminals used in the existing architecture
[Editors Note: It is FFS whether there is any particular terminal impact from the evolution of Policy control and Charging architecture. However at the moment no particular terminal impact has been identified.]

7.2
[text from another contribution]

7.3
Radio Access Network – Core Network Functional Split
This clause describes the allocation of functions to either the RAN or the CN.
Location:

High-level Function:
RAN
CN
Comments

Radio resource management
X



Policy Decision

X


Signalling between UE and NW for QoS Negotiation
FFS 
 FFS
Depends on the selected mechanism. A single entity in the NW should terminate the signalling.

Admission/commitment of requested or downgrade to available radio resources
X

Includes appropriate RAN capabilities and RAN transport resources

Admission/commitment of network resources

X
Tansport network resources outside RAN

Authorisation of QoS based on subscription/service

X


Uplink packet Classification


Done by UE.

Uplink packet re-classification based on operator administered subscriber policies
FFS
FFS


Uplink packet re-classification based on operator policies
X

If needed and visible. e.g. Mapped from radio bearer. 

Uplink Qos policy enforcement of negotiated QoS 
X

E.g. by scheduling. (does not include packet marking, QoS Authorisation).

Downlink packet classification

X
Does not include radio QoS (by definition done in RAN).

Downlink QoS policy enforcement of negotiated QoS 
FFS
X


Attach, Subscriber & Key Management, Authentication and Authorisation

X


Location management, Paging, Intra-radio access mobility in Idle mode
FFS
FFS


Handling of terminals in power saving mode, 
X
FFS
Further definition needed

Radio channel coding
X



Integrity protection protection terminating in UE 




          - For user plane data
-
-
As yet, not required to be provided by the “access system”.

          - For CN signalling
Note A
Note A


          - For RAN signalling
X



Ciphering terminating in UE




          - For user plane data
Note A
Note A


          - For CN signalling
Note A
Note A


          - For RAN signalling
If needed

The requirements for RAN signalling encryption need to be clarified.

IP Header compression between UE and network
FFS
FFS
It is agreed that, within the network, IP Header Compression is performed in between the User Plane Encryption functionality and the Flow Based Charging functionality.

Intra-radio access mobility, connected mode
X
FFS


Radio protocols (ARQ, scheduling etc.)
X



Charging

X


Volume reporting of unsent data
FFS



IP Address Allocation

X


Roaming 

X


Local breakout

X


Inter-Radio Access mobility, Connected mode
X
X


Inter-Radio Access mobility, Idle mode
X
X


Access system selection
FFS
X


Load sharing among RATs
X



Lawful intercept

X


Positioning
X
X


Frame selection (if MDC is needed)
FFS
FFS
If needed

Downlink Duplication for HO support
FFS
FFS
If needed

Flow Control and buffering
FFS
FFS
If Needed

MBMS
X
X


Table 1: RAN-CN functional split

Note A: the location of this function is FFS. However, there are expected to be some dependencies between the locations of the ciphering and integrity protection functions.

Note:
Packet Re-classification and QoS Enforcement at operator interconnect are done in CN if needed.

Note:
transcoding has been considered and the conclusion is that it is handled on the Application level (IMS), and hence not in RAN or CN.

8
Consolidated architecture
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