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Introduction

At the last meeting a signaling flow for the PCRF initiated policy and charging rule update – also known as unsolicited rule provisioning – was added. This contribution aims for clarifying the details under which conditions an unsolicited rule provisioning is appropriate and when not. A new paragraph describing these conditions is proposed together with some minor unrelated rewordings to the existing text.
Discussion

The concept of binding policy and charging rules to bearers relies solely on mapping information that is provided by the UE, e.g. the TFTs in case of GPRS. The PCRF applies this mapping information of all bearers (corresponding to the same APN and UE IP address) and binds each service data flow accordingly. This ensures that the UE and the PCRF/GW have always the same knowledge about the binding and the service data flows take the correct bearers as desired by the UE.

In case of a change in the set of policy and charging rules (i.e. addition, removal or modification of a rule), the binding to the bearers could be affected. However, there is no means to directly signal any changes in the set of currently active policy and charging rules to the UE. Consequently, the PCRF has to wait for the provision of updated mapping information from the UE to avoid any differences to the binding as known by the UE. Otherwise, the UE could use the bearers in another way compared to the PCRF binding decision. That means that traffic sent from the UE would be discarded or charged incorrectly at the GW. Traffic to the UE could be sent on a different bearer as expected by the UE and thus would have impacts on other traffic, charged incorrectly or even lead to unforeseeable application reactions.
We therefore think it is important to clarify that the PCRF may only send an unsolicited update of rules if the binding of service data flows to bearers is not affected (e.g. in case of a change of QoS or charging key). Otherwise, the PCRF shall wait for a request from the GW with new information for the mapping (e.g. an updated TFT). Only for completely new policy and charging rules or service data flow filters, the PCRF may be configured or instructed by the AF to send the unsolicited update immediately. The PCRF shall then bind these new rules or filters to the bearers based on the mapping information that was previously received from the GW. 

Proposed Changes

Start of modified section

4.2.3.1
Policy Control and Charging Rules Function (PCRF)

The PCRF encompasses policy control decision and flow based charging control functionalities. It provides network control regarding the QoS and flow based charging (except credit management) towards the Gateway.  

When the PCRF receives service information from the AF, depending on the network operator's configuration, the PCRF may check whether the AF is allowed to pass the application/service information to the PCRF.
The PCRF shall stipulate how a certain service data flow that is under policy control shall be treated in the GW, e.g. discarded etc. and ensure that the GW user plane traffic mapping and treatment is in accordance with the user subscription profile. For GPRS, it shall be possible to support policy control on a per PDP context basis.

The PCRF may check that the service information provided by the AF is consistent with the operator defined policy rules before storing the service information. The service information is used to derive the QoS for the service. The PCRF may reject the request received from the AF. The PCRF indicates in the response the service information that can be accepted by the PCRF.
Editors Note:
For Go it was defined that the controller provides the authorized QoS to the GW. In PCC it is FFS what the gain and benefits would be to change this concept such that the PCRF checkes the requested QoS against the authorized QoS and hence may downgrade the requested QoS from the GW when it exceeds the authorized QoS instead of sending the authorized QoS to the GW.
The PCRF interacts with the GW by either responding to a request from the GW or by sending an unsolicited update of policy and charging rule information. An unsolicited update (i.e. the addition, modification or removal of policy and charging rules) may be triggered by a change of PCRF internal policy configuration or by receiving updated session information from an AF. The PCRF shall check whether the new policy configuration or session information changes the allocation of service data flows to bearers. If the binding of service data flows to bearers is not affected, the PCRF may send the unsolicited update, e.g. in case of a change of QoS or charging key. Otherwise, the PCRF shall wait for a request from the GW with new information for the mapping (e.g. an updated TFT). For new policy and charging rules or service data flow filters, the PCRF may also be configured or instructed by the AF to send the unsolicited update. Then, the PCRF shall bind these new rules or filters to the bearers based on the mapping information that was previously received from the GW. 
Note:
Another request from the GW may still occur if the UE modifies the mapping information for these service data flows for which the new rules or filters have already been installed based on the old mapping information (e.g. by updating the TFT).
End of modified section

Start of modified section

7.4 
Rule Update

This subclause describes the signalling flow for the PCRF to update policy and charging rules to the GW for an already established bearer.
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Figure 7.5: Policy and Charging Rule update

1.
A trigger event causes the PCRF to determine that the policy and charging rules require updating at the GW, e.g. change to configured policy or received, from an AF, new or updated session information. The PCRF shall check whether the new policy configuration or session information changes the allocation of service data flows to bearers and continues only if the binding of service data flows to bearers is not affected. Otherwise, the PCRF shall wait for a request from the GW with new information for the mapping as shown in 7.1 or 7.2. For new policy and charging rules or service data flow filters, the PCRF may also be configured or instructed by the AF to send the unsolicited update.
2.
The PCRF sends the updated policy and charging rules for the affected bearer service. This may be a combination of additional rules, removal of rules, or changes to installed rules or changed authorised QoS.

3.
The GW performs the appropriate actions.

4.
The GW acknowledges the request from the PCRF.

5.
The GW may optionally trigger bearer service modification based on the updated policy and charging rules e.g. a downgrade to the authorised QoS.


End of modified section

5. Modify Bearer Service





4. Update Policy and Charging Rules Response





3. Apply received Policy and Charging Rules





2. Update Policy and Charging Rules Request





1. Policy Decision





PCRF





GW








�PAGE \# "'Page: '#'�'"  �� � HYPERLINK "http://www.3gpp.org/ftp/Information/DocNum_FTP_structure_V3.zip" ��Document numbers� are allocated by the Working Group Secretary.  





