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Introduction

The enhanced policy control and flow-based charging (FBC) were specified in Release 6 standards. In Release 7 standards the development of a complete harmonization and merger of the policy control and flow based charging architecture is in progress. The merged Policy and Charging Control (PCC) architecture allows the operator to perform service based QoS policy control and service based charging control with a single functional element called Policy and Charging Rules Function (PCRF). The PCRF has also interface to the Subscription Profile Repository (SPR) for adding end user subscription differentiation.

The unified PCC architecture will allow the control of all kinds of services, both session based and non-session based, and is targeted for any kinds of bearers from any IP Connectivity Access Network (IP-CAN). As the focus of the system architecture evolution is on packet-optimized system that supports multiple Radio Access Technology (RAT) types and all kinds of services, including voice services, the PCC architecture is a valuable building block in the overall system architecture.

This document proposes some solutions for the key issue Policy Control and Charging, and the role of PCRF in the evolved system architecture.

Discussion

For the most part, the PCC architecture specified in Release 6 and further developed for Release 7 [1] is sufficient in the context of the evolved system architecture. The main new factors to be considered are the nature of the gateways connected to the PCRF; policy control and charging in roaming situations; and the means to simplify policy control in line with simplification elsewhere in the evolved system architecture.

Considering the connectivity of the PCRF to other network elements, the control authority should be unambiguous. Therefore, each separately controllable piece of communications, such as a single IP flow or an aggregate of IP flows, will be controlled by a single PCRF, whereas the enforcement of that control and charging can take place in the Policy Enforcement Point (PEP) and Traffic Plane Function (TPF) of multiple network elements along the path taken by the communications. Similarly, each PEP/TPF may be controlled by multiple PCRFs.

The Rx+ reference point between PCRF and Application Function (AF), and the Sp reference point between PCRF and SPR are used as in Release 7 PCC. The PCRF connection to the operator’s IP Gateway(s) with the Gx+ reference point is also in line with current architecture. These reference points can be updated according to potential additional requirements of the evolved system separately from Release 7 PCC standardization process, and while maintaining compatibility with the current PCC architecture. The main addition is the use of the Gx+ reference point also with the Inter-Access System Mobility Management (Inter-AS MM) network element in the HPLMN in order to avoid changing the controlling PCRF when UE roams between access systems. Accordingly, the PEP/TPF can be in an IP Gateway, and in the Inter-AS MM network element of the HPLMN. The Inter-AS MM may be implemented e.g. as a function in the HPLMN IP Gateway.
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Figure 1: PCC Architecture in the Evolved System.

The IP Gateway selects a PCRF for the subscriber based on the UE identity, and its configured connectivity information. In roaming situations, this allows an IP Gateway containing Inter-AS MM to choose the same authoritative PCRF regardless of the VPLMN or access system of the UE.

The IP Gateway in a VPLMN receives a set of default policy and charging rules tied to the end user’s subscription as part of the initial authorization of the subscriber. This takes place over the AAA framework separate from the PCC architecture. Such policies may control e.g. the provision of services (including Internet breakout) in the visited network, or the forwarding of subscriber traffic to the HPLMN IP Gateway. The subscriber is not expected to change PLMNs frequently, meaning that the delivery of rules using the initial authorization process will not significantly degrade performance experienced by the end user. The rules delivered in this fashion are expected to be static.

Flow-based policies and charging are applied in the IP Gateway or Inter-AS MM of a PLMN providing operator services. The roles of these network elements are unchanged despite roaming by the subscriber initiating the flow, i.e. the initiation phase control plane traffic and some of the user data traffic always passes through them.

In order to support policing and charging of subscriber’s resource consumption spread across multiple access and service networks while using a single PCRF to control each session or other end-to-end communications unit, the amount and complexity of rules applied in visited networks should be minimized. One way to do this is to handle the policing and charging of bulk data traffic as part of a default access service tied to the subscription. In this case, the rules should refer to unambiguous (standardized or compliant with an inter-operator agreement) service types and be used without the involvement of PCRF.

As in Release 7 PCC, the rules are RAT independent but may contain RAT specific values for application by the IP Gateway. The IP Gateway can provide RAT information to the PCRF as in Release 7 Gx+ interface, with updates to RAT values for new access types.

The use of PCC to control any new functions is an open issue and depends on the decisions made in other areas of the system architecture evolution work.

Answers to PCC issues list

The proposed solution relates as follows to the PCC issues list of SRJ-050113 from the Montreal joint meeting [2]:

A. How does PCRF/TPF relate to Multi-access support of SAE work?

Answer to A: Release 7 PCRF is designed for any IP network. RAT information is provided to PCRF as in Release 6 Gx or Release 7 Gx+ interface with updated RAT values. PCRF can provide RAT specific values in generic rules to TPF in order to support multi-access. The Gx+ interface may terminate in IP Gateway, and in Inter-AS MM network element.

B. Does PCRF function play an additional role in the evolved architecture (i.e. does it provide roaming interfaces? Can it be used in the context of inter-access system mobility?

Answer to B: IP Gateway may translate generic RAT independent rules to RAT specific rules with RAT specific values provided by PCRF. The use of PCRF in inter-AS mobility requires connection to Inter-AS MM.

C. Can this architecture meet the current protocol(s) requirements for PCC to cover roaming and/or non-3GPP access systems

Answer to C: PCC can fulfill the requirements of the architecture once the home IP Gateway and visited IP Gateway issues are solved.

D. How does the load balancing get resolved for PCRF(s) when the same PCRF is used for multi-access capable user and the user moves from one access system to another?

E. Can one PCRF serve all the different RATs? If so, does this imply that all the GGSNs (and their E-UTRA counterparts) end up being connected to the same PCRF (because if the user moves from E-UTRA to UMTS, then the E-UTRA did not know in advance which GGSN the user would get allocated to)?

F. Can the PCRF be allocated on a “per subscriber basis”?

Answer to D/E/F: As in Release 7 PCC architecture, the IP Gateway can select a PCRF for each subscriber based on the UE identity and its own configured connectivity information (for GPRS access APN may be selection criteria as well). The same PCRF is selected as long as the UE identity remains the same across the RATs or access systems through which it accesses the IP Gateway. Therefore, an IP Gateway serving multiple access systems can consistently select one of a number of multi-AS capable PCRFs for a subset of subscribers.

G. (B1) How does the architecture limit the movement of AS/NAS functionality to other nodes? Will session-management have to be done at the GGSN? 

H. (B1) Do the same functionality as developed in Rel-7 PCC work applies to cover roaming and non-3GPP access systems or does it need to be changed?

I. (B1) How will the PCRF be selected in case of roaming and/or non-3GPP access systems?

J. (B2) To what network element does the PCRF interact in the network: Node-B, Intermediate-anchor node (SGSN equivalent) or Access-Gateway (GGSN equivalent)?

K. (B2) What is the policy control and charging architecture in the system? Where is metering done? Where is the PEP? Are there proxies?

L. (B2) If the PCRF is connected into one of the packet core networks then PCRF seem to need to be connected to all of them, otherwise, only part of the data flows are charged for. Is that correct?

Answer to L: Yes, the interface is required to all participating IP Gateways, including the Inter-AS MM.

M. (B2) Where are the TPF and PCRF functions located and how are they connected?

Answer to J/K/M: The PCC architecture follows that specified for Release 7, including Rx+ and Sp reference points. The PCRF is connected to the IP Gateway(s) and Inter-AS MM in the HPLMN with the Gx+ reference point. TPF is in the IP Gateway or Inter-AS MM of a PLMN providing operator services. Default subscription-based rules may be transferred over the AAA framework from relevant subscriber databases such as SPR to the IP Gateway without PCRF involvement as part of the initial authorization procedure. There can be multiple instances of TPF and PEP controlled by a single PCRF.

N. (B2) Do the same functionality as developed in Rel-7 PCC work apply or does it need to be changed?

Answer to N: Release 7 PCC work is used as the basis for PCC in SAE context, and there should not be any conflicts with the Release 7 PCC functionality. It is expected that some modifications will be needed, but such additional functionality should not have any effects on the Release 7 PCC specification.

O. (B2) How does this architecture meet the requirements for PCC?
Answer to O: The requirements are addressed by the adoption of the Release 7 PCC architecture as the basis for PCC in the evolved system.

P. (B2) How will the PCRF be selected in this case?

Answer to P: Based on UE identity and IP Gateway configuration. See answer D/E/F on PCRF selection.

Q. (B2) Are the same IP 5-tuple and other information (ie. conveying same information as current APN) available in the TPF (depending on where this function is located) in this architecture option? Or would the user plane traffic need to be routed differently?

Answer to Q: The TPF is in the IP Gateway or Inter-AS MM, which has this information.

R. (B2) Can/does the location of a PCRF and TPF add additional route delay in case PEP is in the Inter-AS MM?

Answer to R: There is no additional delay for use of operator services because the PCRF is connected to the IP Gateway of the PLMN where they are provided. The enforcement of rules in the initial access context takes place in the IP Gateway of the VPLMN and also causes no additional delay. Neither is there additional delay for non-roaming subscribers.

In the case of flow based QoS and charging between subscribers roaming outside of their HPLMN, the Inter-AS MM introduces no additional session initiation latency. However, enforcement of flow based rules in the PEP of the Inter-AS MM would add route delay to otherwise route optimized traffic.

Conclusions

In this paper the Policy Control and Charging in the evolved system has been presented. It is based on the Policy and Charging Control architecture specified in Release 6 and further developed for Release 7, with the addition of an Inter-AS MM alongside IP Gateway as a network element containing PEP and TPF, and controlled by PCRF over Gx+ reference point. Besides service-based policies transferred over PCC architecture, subscription-based policies such as those defining basic IP connectivity are separately transferred as part of initial authorization of the subscriber.

Proposal

We propose to add the following text to TR 23.882 chapter 7.1.2, Solution for key issue Policy Control and Charging:

7.1.2 
Solution for key issue Policy control and Charging

· It shall be possible to inform the PCRF what radio access technology a subscriber is utilizing since depending on operator configuration it may influence what policy control and charging rule is being activated by a PCRF

· The PCC interfaces already defined in Rel-7 shall be used as a basis in an SAE context and may be evolved to meet SAE requirements

· The PCC functionality shall in an effective way be able to handle different QoS models cf. e.g. I-WLAN vis-à-vis WCDMA

· In a B2 context, the PCRF shall be connected to the IP Gateway and the Inter-AS MM. The Inter-AS MM may be a function of the IP Gateway in subscriber’s HPLMN. The PCRF is also connected to AF as in Release 7 PCC specification. When the subscriber roams to a new IP Gateway, default subscription-based policy control and charging rules are transferred as part of the authentication and authorization process.

· The IP Gateway can select a PCRF for each subscriber based on the UE identity and its own configured connectivity information as in Release 7 PCC architecture. The same PCRF is selected as long as the UE identity remains the same across the RATs or access systems over which the UE accesses the IP Gateway.

· The IP Gateway shall set a default QoS level and charging treatment for each subscriber’s aggregate data traffic at the time of initial authorization. These rules are transferred e.g. from SPR to the IP Gateway. The QoS mechanism can be e.g. DiffServ.

· The PCC rules are generic, with RAT specific parameter values, as in Release 7 PCC.

· Data volume collection shall be performed in the IP Gateway. The IP Gateway uses the data to create charging information for the charging system.

· FBC shall be deployed in the IP Gateway or Inter-AS MM of a PLMN providing operator services.
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