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1 Introduction
In CSI phase 1, the capability exchange is introduced to help the user know what services can be supported for a particular user-to-user communication session. The intention of capability exchange is to encourage use of available services and to avoid invocation of unavailable services, thereby avoiding customer dissatisfaction and unnecessary resource and bearer establishment attempts.
When the shared Public User Identity is considered, it should be carefully studied how the mechanism of capability exchange works and what impact the shared Public User Identity brings.
2 Discussions

2.1 Related issues about terminal capability information
The terminal capability information can be used by the user to know which service can be invoked successfully between two users. Based on the terminal capability of a peer endpoint, the originating user can express his will that a particular service should be established with another user. For example, the originating user decides what kind of caller preference is carried in the SIP INVITE request. Also during the negotiation procedure of a session, the terminal capability information is very useful to make the negotiation more efficiently. The user will know what type of media the peer endpoint supports and use these media directly.
Considering the ubiquitous case that multiple UEs share a single Public User Identity, the appropriate way to manage the capability information of these UEs should be studied, in order to ensure the stored capability information be efficiently used in subsequent service interactions.
Further it should be considered that how to make the capability exchange procedure function efficiently and reliably. As to this aspect, we think the following issues do not be solved yet: 
a) If the terminal capability is changed or a new terminal is used, how to update the out-of-date information stored in the peer endpoint? Whether a mechanism is needed to notify a peer user these situations? 
b) How to use the memory of a terminal efficiently? The terminal capability information that will never be used should be cleared.
c) Other issues.

2.2 How to manage acquired capability information of UEs sharing a same Public User Identity?
In order to solve the issues mentioned in section 2.1, several solutions are raised and should be discussed. In this section, we want to analyze if one user has more than one UE sharing the same Public User Identity, how another user’s UE stores and manages these different terminal capability information.
Three solutions are analyzed below.
1) The terminal capability information is stored in the name of a Public User Identity and does not relate to a particular terminal.
According to RFC 3841, during the request processing, both the caller and the callee have the will to express their preference. A UE conveys its capability using REGISTER requests to a S-CSCF in the network and this capability information is used to help decide the direct of the request. A caller can provide its preference during the call initiation. Based on the information provided by the caller in INVITE and the information provided by the callee in REGISTER, the S-CSCF will decide which terminals the request is directed to. Therefore the processing result is achieved by the caller and the callee together.
If the terminal capability information is stored only in the name of Public User Identity, the caller can not know whether the stored capability belongs to one terminal or several terminals. The request processing based on the caller preference may have unexpected result, such as that none of the terminal satisfies the requirement of the caller and the result is failure, or the calling user’s preference does not be correctly considered as described below. 

For example, UEA is a terminal of user A, UEB1, UEB2 and UEB3 are terminals of user B. All of user B’s terminals share the same Public User Identity. In UEA, all the terminal’s capability information are stored without be distinguished. 
If UEB1 supports capability C1 and C2, UEB2 supports capability C2 and C3, and UEB3 supports capability C3. In UEA the stored terminal capability of user B is C1, C2 and C3. User A does not know that these capabilities belong to difference terminals and user A wants to establish a session with user B using C1, C2 and C3，especially using C1 and C3. If the caller preference indicates C1 and C3 as “require”, it will not be matched by any one of user B’s terminals and the session establishment fails. In this case, the stored terminal capability information is used only to add the chance of failure. If the caller preference indicates C1 and C3 as without “require”, it is hard to express the preference of caller that the C1 and C3 are more meaningful to user A than the C2. And this request will be forked to all the terminals of user B and user B will decide which terminal is used to establish the session with. So the caller can’t get the result as he expected. In this case, the stored terminal capability information in UEA is not so helpful for UEA to express caller’s preference.
Therefore the all the problems in constructing caller preference are due to the caller does not know the capability of peer. If the terminal capability can be distinguished by terminal, the caller will know clearly that some kind of caller preference will never be satisfied so the caller will not initiate such service establish request. 
If the capability is not stored in the terminal and without been identified by the device, the only usage of these capability information are to restrict the caller preference to a limited scope, which is not the intention of capability exchange procedure. Only when the capability can be distinguished by different device can the caller use this information to construct a caller preference to express his preference efficiently and reduce the probability of failure.
The above instance can be shown by figure 1.
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Figure 1

Conclusion: With this assumption, the stored terminal capability information does not been used efficiently, on the contrary, it will make the establishment of session fail in some cases. 

2) The terminal capability information is stored in the name of a Public User Identity and also relates to a particular terminal, but no static identifier is allocated. For example, a group of capability information itself identifies a terminal, or the capability information belonging to a terminal builds a relationship with the contact address the peer UE registered.
In this assumption, the terminal capability information is distinguished per terminal, so the problem raised in the first solution is solved. However, some new problems are introduced.
If the terminal capability information is identified by the capability information itself, when one of these terminals changes its capability and exchanges the new information with the peer endpoint (for example, UEA), the UEA will not know, based on the received capability information, whether it is an old terminal updating its capability stored or it is a new terminal wanting its capability information to be stored on this side.
So it raises a problem: how to delete the out-of-date capability information stored in UEA? If a timer is used to refresh the cache, because there is no mechanism for UEA to know which set of capability information is out-of-date, the timer should work for every set of them. But the timer mechanism can not work so well: if the time period is long, the out-of-date information will be stored in UEA for a long time. UEA does not know it is out-of-dated and may use it to initiate a request. In case the capability is downgrade now and UEA wants to use an expired capability, the establishment attempt will fail. If the time period is short, all the capability information sets will be exchanged again even most of them are not changed yet.
Another problem: the originating UE will not carry all the capability information it supports in the session establishment request, so the target UE can not know from the request which terminal capability information stored locally is related to this originating UE, and can not optimize the negotiation procedure with the peer based on this information.
Using the same example as in solution 1), the realization in this solution is shown in figure 2.
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Figure 2

If the terminal capability information is identified by the contact address the terminal registered. For example, UEB1 registers with contact address B1, the terminal capability information of UEB1 is identified by B1. However the contact address can only identifies a terminal during its registration, if the registration expires, the relationship between the capability information and the contact address no longer exists. UEA needs the contact address of UEB1 to identify a set of terminal capability information stored locally, so every time the UEB1 registers, a particular procedure should be followed to notify the change of related contact address, though the exchanged capability information may never be used during this registration period. Considering the terminal capability information is relatively static: it can be stored and used for a very long time, during this period of time, the UE may have registered and deregistered for many times, the overhead brought by this solution is costly. Also every terminal can have many peers to establish sessions with, the amount of exchange procedures will be huge. If the peer endpoint is not in registered status, the capability exchange procedure will fail. 
Using the same example as in solution 1), the realization in this solution is shown in figure 3.
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Figure 3
Conclusion: If the terminal capability information is identified by itself, it does not work well with the case that the terminal capability is changed. If the terminal capability information is identified by the contact address, the amount of update procedure will be huge.
3) The terminal capability information is stored in the name of a Public User Identity and also relates to a particular terminal. And a static identifier is allocated. For example, the globally unique device identifier, or a unique serial number under the same Public User Identity.
For example, UEA is a terminal of user A, UEB1, UEB2 and UEB3 are terminals of user B. All of user B’s terminals share the same Public User Identity. In UEA, every set of exchanged terminal capability information is identified by the related device identifier. So user A will know what capability is supported in which terminal. Based on the capability information, user A will construct a request to express his preference. For a proxy, because the caller preference is exactly pointed out, using the mechanism in RFC 3841, the request will be directed successfully.
If UEB1’s capability is changed, or a new terminal UEB4 is used by user B, because each terminal is identified by a unique identifier, the peer receiving the request will know whether the exchanged capability is to update the stored information or to add a new set of information. Further the deletion of out-of-date information is also solved. 
Now let’s analyze whether the device identifier can be changed by the user. If the identifier is changed, an exchange procedure needs to be initiated to notify the peer of this, maybe including the original identifier and the changed identifier. Considering the peer endpoint is not always in registered status, this procedure may fail and other solution should be adopted to solve this problem. Also every terminal can have many peers to establish sessions with, the amount of update procedures will be huge. Therefore the identifier should be regarded as relatively static and can not be changed by the user.
Using the same example as in solution 1), the realization in this solution is shown in figure 4.
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Figure 4

Conclusion: This solution can solve most of the problems the other two solutions have. The originating UE can efficiently use the stored terminal capability information to initiate a session establishment procedure. If a terminal’s capability is changed or a new terminal is used by the user, the peer can distinguish these two situations in the capability exchange procedure. As a static identifier, the device identifier does not need to be updated frequently. Another important conclusion is the identifier should not be changed by the user.
Further the UE can also carry its own device identifier in the subsequent service requests, in this way the peer UE will find the stored terminal capability information belong to this identifier and know what service the originating UE supports, which will make the media negotiation more efficiently. If a new device is used by the originating user, the target UE will know it immediately and exchange the capability information during the session. Finally if a terminal has not been used for an indicated period of time, the related capability information will be deleted due to the expiration of refresh timer.

Now the solution solves all of the problems mentioned in section 2.1, and can be implemented without any newly added requirement to the network entities, because only the two endpoints need to know the means of this device identifier. 
As this solution can bring so many advantages to CSI, we suggest it to be considered.
3 Conclusions
According to the feasibility study above, if the intention of capability exchange procedure wants to be realized, during the capability exchange and management procedure, a device identifier should be used to uniquely identifier the terminal capability information. It can be a globally unique device identifier, or a unique serial number under the same Public User Identity.
So the conclusion and action for introducing the device identifier is:
(1) Mandatory: carrying a device identifier in the capability exchange signalling, this can be achieved by using OPTION and INVITE.
(2) Optional: the UE can also carry its own device identifier in the service requests.
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