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Introduction

This contribution proposes a new section to describe the capabilities and the status of the QoS signaling protocol that is developed by the IETF NSIS WG.
Proposed Changes

Start of 1st modified section

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
… text skipped …

[18]
Internet Draft: draft-babiarz-tsvwg-rtecn-03.txt, "Congestion Notification Process for Real-Time Traffic, February 18, 2005". 

[19]
RFC 4080: "Next Steps in Signaling (NSIS): Framework".

[20]
Internet Draft: draft-ietf-nsis-qos-nslp-06.txt, "NSLP for Quality-of-Service signaling, Next Steps in Signaling working group draft; February 20, 2005".

[21]
Internet Draft: draft-ietf-nsis-ntlp-06.txt, "GIMPS: General Internet Messaging Protocol for Signaling, Next Steps in Signaling working group draft; May 17, 2005".

[22]
Internet Draft: draft-ietf-nsis-qspec-04.txt, "QoS-NSLP QSpec Template, Next Steps in Signaling working group draft; May 2005".

[23]
Internet Draft: draft-ietf-dccp-spec-11.txt, "Datagram Congestion Control Protocol (DCCP); March 10, 2005".

… text skipped …

[32]
RFC 3346: "Applicability Statement for Traffic Engineering with MPLS".

[33]
RFC 3726: “Requirements for Signaling Protocols”.
[34]
Internet Draft: draft-ash-nsis-y1541-qosm-00.txt, “Y.1541-QOSM -- Y.1541 QoS Model for Networks Using Y.1541 QoS Classes; May 2005”.
Editor's Note:
References may need to be removed if not required and other references may need to be added if required.

End of 1st modified section
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5.5.x
NSIS
The Next Steps in Signaling (NSIS) working group of the IETF is currently working on the standardization of an IP signalling protocol, with QoS as the first use case. The set of requirements can be found in RFC 3726 [33], whilst the framework for the protocol design is given in RFC 4080 [19].
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Figure 5.5.x.1 – NSIS Protocol Stack

The NSIS QoS solution consists of a pair of protocols, where one protocol encodes the transaction semantics and the other protocol manages transport and routing, including routing in complex topologies and automatic adaptation to topology changes. Many of the basic design principles of the combination are similar to RSVP. These protocols provide a control signalling protocol that installs “soft” state into devices in the network. Admission control and policy control conditions need to be met before a reservation can be applied.

The protocol that defines transaction semantics for QoS within the NSIS protocol suite is the QoS NSLP (NSIS Signaling Layer Protocol), and is described in [20].

The QoS NSLP is able to have defined interactions with a variety of QoS models (i.e. it is not restricted to IntServ). It is also compatible with a variety of resource management mechanisms, whether they be per micro-flow-based, tunnelled or using DiffServ aggregation.

The QoS Specification (QSpec) is used to provide the resource description, related resource management control information, etc, and is described in [22]. This has some similarities to the functionality provided in RSVP by using similar parameters. A base set of elements for describing a reservation are provided, with the scope to augment these with additional objects for specific QoS models. The working group has recently adopted work to describe how two specific QoS models can be supported by the QoS NSLP, namely Y.1541 [34] and RMD (Resource Management for DiffServ) [31].

The QoS NSLP has a variety of deployment models, which is a significant distinction from RSVP. Whereas RSVP supports only receiver initiated signalling, QoS NSLP also provides for sender initiation. In addition, it allows an (on-path) proxy to initiate signalling, and so does not require the data sender and/or receiver to support the QoS signalling protocol. The QoS NSLP also allows for reservations to not necessarily be end-to-end and allows in-call bandwidth modification. The protocol is capable of working in scenarios where it is not supported at every node along the path, and will have the capability of detecting QoS-unaware regions. The QoS NSLP can also provide part of the solution for two phase commit reservation operations.

The QoS NSLP provides strong security for signalling messages. Because this functionality is built on standard protocols (such as TLS and IPsec), standard key management mechanisms can be used.

The QoS NSLP works with the NTLP to provide a complete signalling solution for on-path scenarios. However, nothing prevents the QoS NSLP being used in other scenarios where the same transaction semantics and QoS models are required. Indeed, the standardised QoS NSLP could be used as part of an off-path solution. The transport functions could be provided by an adaptation of the NTLP. The advantage of such a solution is that it would have consistent interactions with the on-path protocol as part of an end-to-end solution, and would avoid the need to support different protocols for QoS reservation transactions.

This protocol provides facilities for reuse of standard mechanisms for signalling security (e.g. TLS, IPsec). It also provides mechanisms for native NAT traversal. The NTLP is designed to be robust, and provides efficient mechanisms for signalling reliability and resistance to denial of service attacks. The NTLP can support a variety of signalling applications in addition to QoS, such as firewall control and metering. These are key points which distinguish it from RSVP. The NSIS protocols are designed to operate in both IPv4 and IPv6 networks.

End of 2nd modified section

