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**** 1st modified section ****

5.2
Charging rules

Charging rules contain information that allow for filtering of traffic to identify the packets belonging to a particular service data flow, and allow for defining how the service data flow is to be charged. The following apply to charging rules:
-
The operator defines the charging rules for bearer charging. A predefined charging rule is defined at the TPF only, but may be known at the CRF by reference.

-
Charging rules are installed at the TPF for both offline and online charging.

-
Multiple charging rules are supported simultaneously per user and bearer.

-
Filtering information within an installed charging rule is applied through filtering functionality at the TPF to identify the packets belonging to a particular service data flow.

-
The CRF may dynamically generate and install charging rules in order to cover IP service scenarios where the filtering information is dynamically negotiated (e.g. negotiated on the application level as for IMS).

-
Predefined charging rules stored in the TPF are supported. The charging rule identifiers of the predefined charging rules shall be different from the charging rule identifiers allocated by the CRF.
-
Predefined charging rules may include filters, which support extended capabilities, including enhanced capabilities to identify packets associated with application protocols.

-
For GPRS an operator may optionally define predefined charging rules that operate only on MBMS bearer contexts, see TS 23.246 [13]. Pre-defined charging rules that operate on MBMS bearer contexts are not applicable to any PDP contexts. Pre-defined charging rules for MBMS Bearer contexts are not available to a CRF and hence they cannot be dynamically activated over the Gx reference point. For MBMS a GGSN may collect charging data records on a per MBMS bearer context basis. The report may depending on the configuration of the charging rule include volume- and/or time-usage for a certain MBMS service. The purpose of the reporting may include the collection of charging data records that can be used as a basis for charging a 3rd party supplier. Further since multiple users share an MBMS bearer context it is not possible to report on a per user basis.

-
There may be overlap between the service data flow filter information of charging rules that are applicable. Overlap can occur between:

-
multiple predefined charging rules in the TPF;

-
multiple charging rules from the CRF;

-
charging rules predefined in the TPF and rules from the CRF, which can overlay the predefined rules in the TPF.

The precedence identified with each charging rule shall resolve all overlap between the charging rules. When overlap occurs between a dynamically allocated charging rule and a predefined charging rule at the TPF, and they both share the same precedence, then the dynamically allocated charging rule shall be used.
NOTE 1:
The operator shall ensure that overlap between the predefined charging rules can be resolved based on precedence of each predefined charging rule in the TPF. The CRF shall ensure that overlap between the dynamically allocated charging rules can be resolved based on precedence of each dynamically allocated charging rule.
-
Charging rules contain information on:

-
How a particular service data flow is to be charged: online, offline or neither;

-
Indication of charging unit, in case of offline charging whether to record volume- or time-based charging information or both;

NOTE 2:
In case of online charging, the indication of charging unit is passed as a part of credit control.

-
Indications, in case of online charging,


(a) whether the TPF shall request credit at charging rule installation and

(b) whether the TPF may transport the service data flow during the course of a request for credit.
-
Charging key;

-
Service data flow filter(s);

-
Service identifier;

-
Precedence (used at the TPF to determine the order in which charging rules shall be applied to a service data flow);

-
Charging rule identifier (used between CRF and TPF for referencing charging rules);

-
Application Function Record Information;

-
Service identifier level reporting: mandated or not required.

-
Event triggers may be used and are associated with all the charging rules of an IP network connection.
-
An OFCS and/or OCS address may be associated with an IP network connection.
-
The charging rule identifiers allocated by the CRF shall be unique within a TPF/CRF dialogue.
-
If it is provided by the AF and the rule filters are based on the AF provided information, the Application Function Record information is included in the charging rule, and in subsequently generated charging information generated as a result of the rule. It should be noted that, in order to associate a single Application Function Record with specific counts/credits, it is necessary that new counts/credits be generated for the user by the TPF each time the AF generates new Application Function Record information.
-
Once the charging rule is installed at the TPF, the TPF applies the rule to detect the service data flow and counts the packets, categorised per the rule set in the charging rule.

-
Separate charging rules can be provided for downlink and uplink.

-
Charging rules can be configured for both user initiated and network initiated flows.

-
The charging key value and, optionally, the service identifier value of the charging rule identifies the service data flow.

-
Charging rules that were provided by the CRF and installed for a bearer can be modified by the CRF, e.g. for a previously established PDP context in the GPRS case, based on specific events (e.g. IM domain events or GPRS domain events, credit control events). Apart from the charging rule identifier and the charging method (online, offline, neither) all parts of a charging rule may be modified. Modification of a charging rule shall triggerequivalent TPF behaviour as the CRF simultaneously removing the old and installing the new (modified) charging rule.

-
Different charging rules can be installed for different users.
-
The same charging rule can be installed for multiple users.
-
Different charging rules can be installed based on the location of the user (e.g. based on identity of the roamed to network).

-
Installation of the charging rules can occur at bearer service establishment, modification and termination. For GPRS, charging rule installation can occur at PDP context activation, modification and deactivation.

-
For GPRS at PDP context activation, modification and deactivation a CRF may decide to align the set of charging rules for any other active PDP context. The CRF considers in such a case this as an Internal Trigger Event as described in clause 7.3 for the interaction with the TPF.

-
For GPRS, the charging rules can be dependent on the APN used.

**** 2nd modified section ****

7.2.1
Bearer Service Establishment
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Figure 7.1: Bearer Service Establishment in case of offline charging

1
The TPF receives a request to establish a bearer service. For GPRS, it is the GGSN that receives a Create PDP context request from the SGSN.

2
The TPF requests the applicable charging rules, and provides relevant input information for the charging rule selection.

3
The CRF determines the charging rules to be provisioned, based on information available to the CRF (e.g. information may be available from the AF as described in 7.1 and the new information received from the TPF). Charging rules may need to be installed. In addition, the CRF also determines which event triggers shall be monitored by the TPF.

4
The CRF provides the charging rules to the TPF. For the first bearer service of an IP network connection the CRF may additionally provide event triggers, OFCS and OCS addresses to the TPF. This message is flagged as the response to the TPF request.

5
The TPF performs charging rule actions as indicated, i.e. installing charging rules. During establishment of the bearer service the TPF also installs any predefined charging rules.

6
If at least one charging rule was installed in step 5, the TPF continues with the bearer service establishment procedure. Otherwise, the TPF rejects the bearer service establishment.

The TPF shall wait for the charging rules installation before accepting the Bearer establishment as shown in figure 7.1.

In case of online charging, in order to allow for Bearer establishment control upon credit check, the TPF shall wait for the credit control information before accepting the Bearer establishment as shown in figure 7.2.
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Figure 7.2: Bearer Service Establishment in case of online charging

1.
The TPF receives a request to establish a bearer service. For GPRS, it is the GGSN that receives a Create PDP context request from the SGSN.

2.
The TPF requests the applicable charging rules, and provides relevant input information for the charging rule decision.

3.
The CRF determines the charging rules to be provisioned, based on information available to the CRF (e.g. information may be available from the AF as described in 7.1 and the new information received from the TPF). Charging rules may need to be installed. In addition, the CRF also determines which event triggers shall be monitored by the TPF.

4.
The CRF provides the charging rules to the TPF. For the first bearer service of an IP network connection the CRF may additionally provide event triggers, OFCS and OCS addresses to the TPF. This message is flagged as the response to the TPF request.

5.
The TPF performs charging rule actions as indicated, i.e. installing charging rules. During establishment of the bearer service the TPF also installs any predefined charging rules.

6.
The TPF initiates a credit control session with the OCS and provides relevant information supporting the OCS unit determination and rating decisions.
The TPF may seek credit authorization for any charging key of the established charging rules (either predefined or newly installed) from the OCS or postpones the request until the first service data flow for a charging key starts.

7.
The OCS provides the credit information to the TPF and may provide re-authorisation triggers for each of the credits.

8.
If at least one charging rule was installed in step 5 and if credit is available at least for one charging key, the TPF accepts the bearer service establishment. Otherwise, the TPF rejects the bearer service establishment.

NOTE:
Further details of the credit control mechanism are specified by Stage 3.

**** 3rd modified section ****
7.2.2.4
Bearer Service Modification in case of online charging
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Figure 7.2c: Bearer Service Modification in case of online charging

1.
The TPF receives a request to modify a bearer service. For GPRS, the GGSN receives an Update PDP context request.

2.
The TPF uses the event triggers in order to determine whether a request for charging rules is required.
3.
The TPF requests the applicable charging rules indicating a bearer modification, and provides relevant input information for the charging rule selection.

4.
The CRF determines the charging rules to be provisioned, based on information available to the CRF (e.g. information may be available from the AF as described in 7.1 and the new information received from the TPF) Charging rules may need to be installed, and/or removed, and/or modified.

5.
The CRF provides the charging rule information to the TPF. This message is flagged as the response to the TPF request.

6.
The TPF performs charging rule actions as indicated, i.e. installing, modifying or removing charging rules.

7.
The TPF identifies whether the bearer modification matches the re-authorisation trigger(s) of any charging key, which belongs to charging rules that have neither been installed nor removed in step 6.

8.
The TPF interacts with the OCS if the set of charging keys has changed or if the bearer modification matches re-authorisation trigger(s) of any charging key in the step 7. The TPF provides relevant input information for the OCS decisions.
The TPF may seek credit authorization for any new charging key.
The TPF provides final reports on credit consumption and returns the remaining credit of any charging key for which the last charging rule has been removed (i.e. there is no longer a charging rule with this charging key).
The TPF provides intermediate reports on credit consumption and returns the unused credit(s) for any charging key (s) applicable for re-authorisation and seeks re-authorisation for these chargjng keys.

9.
The OCS answers to the TPF providing credits.

10.
The TPF accepts the bearer modification. If no charging rules remain after performing the charging rule actions the TPF may initiate a bearer service termination.
NOTE:
In the case of GPRS, the modification of the bearer service may also be initiated by other nodes such as the SGSN.

**** 4th modified section ****
7.2.3
Bearer Service Termination
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Figure 7.3: Bearer Service Termination in case of offline charging

1
The TPF receives a request to remove a bearer service. For GPRS, this is the GGSN that receives a delete PDP context request.

2
The TPF indicates that a bearer service (for GPRS, a PDP context) is being removed and provides relevant information for the CRF.

3
The CRF applies the indication of the bearer service termination to determine whether charging rules need to be provisioned for any other bearer service of the same IP network connection (using an unsolicited provision of charging rules by the CRF as described in 7.3). Charging rules may need to be removed for the terminated bearer service. However, there is no need for the CRF to remove charging rules explicitly.

4
The CRF provides the charging rule information to the TPF. This message is flagged as the response to the TPF request.

5
The TPF performs charging rule actions as indicated, i.e. removing charging rules.

6
The TPF continues with the bearer service removal procedure.

NOTE 1:
In the case of GPRS, the bearer service termination procedure may also be initiated by other nodes such as the SGSN.

NOTE 2:
The bearer service removal procedure can proceed in parallel with the indication of bearer service termination.


[image: image6.wmf] 

4. Provision Charging Rules

 

8

. 

Remove

 Bearer Serv 

Accept

 

UE

 

TPF

 

CRF

 

6. 

C

redit

 ret

urn

 

7. 

R

esponse

 

3. Identify charging 

rules to 

apply

 

OCS

 

1. Remove Bearer 

Serv Req

 

2. 

Indication

 of Bearer Termination 

 

5. 

Remove

 

charging rules

 


Figure 7.3a: Bearer Service Termination in case of online charging

1.
The TPF receives a request to remove a bearer service. For GPRS, this is the GGSN that receives a delete PDP context request.

2.
The TPF indicates that a bearer service (for GPRS, a PDP context) is being removed and provides relevant information for the CRF.

3.
The CRF applies the indication of the bearer service termination to determine whether charging rules need to be provisioned for any other bearer service of the same IP network connection (using an unsolicited provision of charging rules by the CRF as described in 7.3). Charging rules may need to be removed for the terminated bearer service. However, there is no need for the CRF to remove charging rules explicitly.

4.
The CRF provides the charging rule information to the TPF. This message is flagged as the response to the TPF request.

5.
The TPF performs charging rule actions as indicated, i.e. removing charging rules.

6.
The TPF returns the remaining credit of every charging key to the OCS.

7.
The OCS acknowledges the report to the TPF.

8.
The TPF continues with the bearer service removal procedure.

NOTE 1:
The bearer service termination indication can proceed in parallel with the final usage reporting and the bearer service removal procedure.

NOTE 2:
Further details of the credit control mechanism are specified by Stage 3.
**** 5th modified section ****
7.3
Provision of Charging Rules triggered by other event to the CRF
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Figure 7.4: Provision of Charging Rules due to external or internal Trigger Event

1
The CRF receives a trigger event, with relevant information related to the event. One example event is an AF interaction as described in 7.1.

2
The CRF determines the charging rules to be provisioned, based on information available to the CRF (e.g. information may be available from the AF as described in 7.1 and the new information received from the trigger). Charging rules may need to be installed, and/or removed, and/or modified.

3
If required, the CRF provisions the charging rules to the TPF.

4
The TPF performs charging rule actions as indicated, i.e. installing, modifying or removing charging rules. If no charging rules remain after performing the charging rule actions, the TPF may initiate a bearer service termination.
5
In case of online charging, The TPF provides relevant input information for the OCS decisions.
The TPF may seek credit authorization for any new charging key.
The TPF returns any remaining credit for any charging key for which no charging rule remains (i.e. there is no longer a charging rule with this charging key).

6
In case of online charging, the OCS provides the credit information to the TPF and may provide re-authorisation triggers for each of the credits.
7.4
TPF initiated Bearer Service Termination 
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Figure 7.5: TPF initiated Bearer Service Termination

1.
The TPF receives a trigger event. This can be the case if there is no charging rule installed for a successfully established bearer service (due to a bearer service modification or due to an unsolicited provisioning of charging rules by the CRF). In case of online charging, this can also be the case that the OCS triggers the TPF to initiate a bearer service termination.

2.
The TPF initiates a request to remove a bearer service. For GPRS, this is the GGSN sending a delete PDP context request.

3.
The TPF indicates that a bearer service (for GPRS, a PDP context) is being removed and provides relevant information for the CRF.

4.
The CRF applies the indication of the bearer service termination to determine whether charging rules need to be provisioned for any other bearer service of the same IP network connection (using an unsolicited provision of charging rules by the CRF as described in 7.3). Charging rules may need to be removed for the terminated bearer service. However, there is no need for the CRF to remove charging rules explicitly.

5.
The CRF provides the charging rule information to the TPF. This message is flagged as the response to the TPF request.

6.
The TPF performs charging rule actions as indicated, i.e. removing charging rules.

7.
In case of online charging, the TPF provides final reports on credit consumption and returns any remaining credit and terminates the credit control session with the OCS.

8.
In case of online charging, the OCS acknowledges the report to the TPF.

9.
The TPF completes the bearer service removal procedure.

NOTE 1:
The sequence in the message flow is an example, i.e. the bearer service termination indication can proceed in parallel with the final usage reporting and the bearer service removal procedure. The final sequence will depend on the stage 3 protocol design.

NOTE 2:
Further details of the credit control mechanism are specified by Stage 3.
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