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1. Overall Description:

SA2 would like to inform SA3 that SA2 has agreed to progress standardization of Private Network access from WLAN 3GPP IP Access in Rel-7. The agreed updated WID for I-WLAN Rel-7 (S2-051483) is attached for information. In order to provide Private Network access via WLAN 3GPP IP access, PAP/CHAP authentication between UE and RADIUS server in the ISP/Intranet is necessary. SA2 has discussed two possible solutions to perform the authentication as described in section 2.2 of the attached discussion paper (S3-051482).
Solution a) suggests that the PDG initiate another EAP method which encapsulates ID/password for ISP/Intranet authentication subsequently after the EAP-AKA/SIM authentication. SA2 would like to invite SA3 to provide feedback regarding the feasibility of the suggested solution, and if feasible, determine its impacts to SA3 specifications.
Solution b) suggests that after establishment of IP sec tunnel between UE and PDG, PPP negotiation be executed in order to authenticate the UE over IPsec SAs. SA2 would like to invite SA3 to provide feedback regarding the feasibility of the suggested solution including the use of IPsec transport mode in 3GPP and if feasible, determine its impacts to SA3 specifications.
2. Actions:
To SA3 group:
ACTION: 
SA2 respectfully requests SA3 the following:
· To provide feedback on the feasibility of solution a) in section 2.2 of the attached discussion paper (S3-051482), and if feasible, determine its impacts to SA3 specifications.
· To provide feedback on the feasibility of solution b) in section 2.2 of the attached discussion paper (S3-051482) including the use of IPsec transport mode in 3GPP, and if feasible, determine its impacts to SA3 specifications.
To CT1 group:

ACTION: 
none

To CT3 group:

ACTION: 
none
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