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1. Introduction

This contribution discusses and proposes some requirements tailored for the PCRF and the GW.

2. Discussion

The scope of the PCC includes the “harmonization and merger of the policy control and flow based charging architecture and procedures”. This does not necessarily imply that both policy control and flow based charging must be applied in a specific implementation.

The PCRF role is to, for each IP network connection, coordinate all the decisions and provide/install all the instructions for the GW operation regarding policy control and flow based charging.

The GW role is to enforce the PCRF policy decisions, detect service data flows (as specified by the PCRF), report charging data and, for online charging, maintain quota for the service usage. The PCRF shall prevent overcharging, e.g. by not reporting any user plane traffic that is discarded because of policy control or flow based charging.

In order to reduce credit fragmentation, number of interactions between GW and OCS etc. the GW may postpone seeking credit authorization for a service (charging key) until the service commences. During the course of the credit authorization procedure the GW may let the IP flow pass through the GW, provided no other precondition (e.g. related to policy control) prevents the IP flow from passing through the GW.

3. Proposal

Ericsson suggests that, based on the discussion above, that the following requirements are implemented in the TR 23.803.

******* First change ******

4.2.0
General

The SBLP and FBC architectures each provide a set of data flow filters, and associated rules / instructions to the Gateway (e.g. to the GGSN). The Gateway then uses these filters to perform policy control and flow-based charging functions, respectively. To optimize the handling of IP packet filters in the Gateway, it shall be possible for the PCC architecture to provide a single set of filters to the Gateway that would be used for policy control and/or flow-based charging.

The SBLP and FBC architectures each provide an interface for Application Functions so that AFs can provide service related information that serve as input for policy control and flow based charging, respectively. To optimize the handling of service related information in the network, it shall be possible to use a single interface for AFs to provide this information.

For policy control over Go the binding mechanism, as specified in 23.207, uses an Authorization Token and one, or more Flow Identifiers. An important role for the token is to provide address information to the GGSN for finding the PDF that issued the token, thus being the node to contact for seeking authorization for the flows described by the Flow Identifiers. The Flow Based Charging architecture ensures that both the TPF and an AF, which requires information being provided to the CRF for the user session, contacts the same CRF. For Flow Based Charging, the TPF contacts the CRF based on the network connected to (i.e. APN) and the AF contacts the CRF based on the end user (IP) address as experienced at the AF.


The PCC shall re-use the AF -> CRF addressing mechanism of Flow Based Charging for the AF -> PCRF addressing. As the Flow Based Charging solves the problem of TPF finding the same CRF as the AF contacts, the GW shall use the same addressing mechanism as the TPF uses finding the CRF in Flow Based Charging Rel-6.

******* Second change ******

4.2.3

Functional elements

4.2.3.1
Policy control and Charging Rules Function (PCRF)

The PCRF encompasses policy control decision and flow based charging control functionalities. It provides network control regarding the QoS and flow based charging (except credit management) towards the Gateway.  

When the PCRF receives service information from the AF, depending on the network operator’s configuration, the PCRF may check whether the AF is allowed to pass the application/service information to the PCRF.
The PCRF shall stipulate how a certain IP flow that is under policy control shall be treated in the GW, e.g. discarded etc. and ensure that the GW user plane traffic mapping and treatment is in accordance with the user subscription profile and the PCRF policy decision(s). For GPRS, it shall be possible to support QoS policy control on a per PDP context basis.

Editor’s note:
Details on QoS policy control on a per charging rule basis is FFS.

4.2.3.2

Gateway (GW)

The Gateway encompasses policy enforcement and flow based charging functionalities. It provides control over the user plane traffic handling at the GW and its QoS, and provides service data flow detection and counting as well as online and offline charging interactions.
A GW, operating Gx+, shall ensure that an IP packet, which is discarded at the GW as a result from policy enforcement or flow based charging, is neither reported for offline charging nor cause credit consumption for online charging.

For an IP flow that is under policy control the GW shall allow the IP flow to pass through the GW if and only if the corresponding gate is open and that quota is available. If the GW receives an Authorization token and Flow Id(s) from an UE, the GW shall report them to the PCRF over Gx+.

For an IP flow that is controlled by FBC the GW shall allow the IP flow to pass through the GW if and only if there is a corresponding active charging rule with and, for online charging, the OCS has authorized the applicable credit with that PDP context, cf. TS 23.125 [3]. The GW may let an IP flow pass through the GW during the course of the credit authorization procedure.
******* End of changes ******

