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1. Introduction
For the exchange of UE capabilities we basically discussed three different approaches:

· peer to peer capability exchange procedure based on SIP OPTIONS 

· preliminary session establishment procedure to exchange capabilities 

· capability exchange through presence service

All these proposals have drawbacks and limitations.
· The first requires the redefinition of an already existing SIP method which is not supported by current IMS standards and the extension of SDP outside its original scope. Additionally forking is an open issue.
· The second causes the waste of network resources at CSCF level for not used session when capability exchange is not followed by effective multimedia sharing. Being both the first and the second solutions peer to peer, the operator has no active role during capability negotiation.

· The third stresses presence servers which could cause overload situations.

This contribution proposes a server based capability exchange solution to allow two mobile users involved in an audio call to exchange their capabilities given the remote user MSISDN. As a result, each user can know which applications are supported by the peer and be in the condition to activate only one of those applications with is supported by both users.
The proposed architecture and method has three main characteristics:

         it does not require the modification/extension of SIP and SDP standard protocols 
         it allows to know peer user capabilities even when peer is not already registered to IMS
         it supports network side capability caching, capability matching, and capability compatibility checking
The solution currently under discussion for CSI phase 1 follows a peer to peer paradigm and does not have above identified characteristics.
Proposed solution is based on a new server named Combinational Services Capability Server (CSCS) which supports both intra domain and inter domains capability exchange.
Because this solution is coming so late it is proposed for CSI phase 2, but SA2 should consider this solution also for phase 1.
2. Proposal
2.1
The Architecture
The proposed architecture and method has three main characteristics:

· it does not require the modification/extension of SIP and SDP standard protocols currently supported by commercial 3GPP compliant IMS platforms 
· it allows to know peer user capabilities even when peer is not already registered to IMS
· it supports network side capability caching, capability matching, and capability compatibility checking
It is proposed to introduce within the IMS domain of each operator a new network element named Combinational Services Capability Server (CSCS) which is responsible for:

· management of combinational services client application registration and deregistration

· support of capability exchange between users belonging to the same IMS domain and interaction with CSCSs of remote IMS domains with:

· support for capabilities matching

· caching of capabilities of users belonging to remote IMS domain

· TEL URL resolution
· combinational service activation requests filtering
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CSCS should be accessible to all IMS clients supporting combinational services. 

Please note that combinational services do not require presence service subscription. Combinational services can be initiated towards both presence enabled and not presence enabled peers. 
2.2
Application registration and deregistration

Any application implementing a combinational service needs to be registered with CSCS. This registration is typically performed when the application is installed on the IMS terminal.

A successful registration guarantees that the operator supports the specific application. At least, the name of application, i.e. “s” parameter of SDP contained in INVITEs, version number and supported media types should be provided. 

Application deregistration can be performed both by the application itself when it is removed from the terminal and by a dedicated combinational service logics running in the AS when an invitation fails with 4xx error code (service not supported), for example when the client returns a SIP response like 406 or 415 which indicates that the addressed application is not available on the terminal.
Two possible implementations can be envisaged: HTTP or SIP based.

HTTP based implementation uses HTTP POST method to register application capabilities. The user’s SIP URL and his HTTP digest credentials are passed as parameters to the HTTP request.

SIP based implementation uses SIP PUBLISH method with a new Event defined for combinational services, e.g. Event:capability.

Both implementations foresee that capabilities are formatted in XML and transferred to CSCS in the body of the message having MIME type application/cacf+xml where CACF is the Combinational Application Capabilities Format.

An example XML body can look like this:

<operation>

<operation-name>register</operation-name>

<application>

<application-name>PushToShow</application-name>


<service-name>pts</service-name>


<version>1.0</version>


<media-list>



<media>”m=audio”</media>



<media>”m=video”</media>


</media-list>

</application>

</operation>

Supported operations are register and deregister.

<operation>

<operation-name>deregister</operation-name>


<application>

<application-name>-name>PushToShow</application-name>



<service-name>pts</service-name>



<version>0.9</version>

</application>

</operation>

2.3
Capabilities exchange

As soon as an audio call has been successfully established with a peer, both users should start capability exchange procedure by interacting with the local CSCS.

If both users belong to the same IMS domain, the local CSCS can provide to each requesting user the list of services supported by the peer. Otherwise, local CSCS should address remote CSCM on the basis of remote user domain.

CSCS may use ENUM DNS service to retrieve the SIP URL from the MSISDN of the peer. CSCS can cache SIP URL / TEL URL mapping. If the peer is identified by its TEL URL within capability exchange request to CSCS, the capability exchange response will include the resoled SIP URL.

CSCS can perform a capability matching procedure and return to the requesting user only the list of services which are supported by both users.

Two possible implementations can be envisaged: HTTP or SIP based.

HTTP based implementation uses HTTP GET method to request capabilities of the peer in view of combinational services. The requesting user’s SIP URL, his HTTP digest credentials and the peer SIP or TEL URL are passed as parameters to the HTTP request.

SIP based implementation uses SIP SUBSCRIBE method with Expire:0 and Event:capability to ask CSCS for the notification of peer’s capabilities. CSCS will use SIP NOTIFY with Event:capability return the list of supported combinational services.

Both implementations foresee that the list of supported services is formatted in XML and has MIME type set to application/icaclf+xml where CICF is the Interoperable Combinational Application Capabilities List Format.

An example XML body can look like this:

<capabilities>

<peer-sipurl>sip:user24@operator.com</peer-sipurl>

<application-list>


<application>

<application-name>PushToShow</application-name>



<service-name>pts</service-name>



<version>1.0</version>

</application>

<application>

<application-name>SharePicture</application-name>
<service-name>sp</service-name>



<version>2.1</version>

</application >

</application-list>

</capabilities>
CSCS can cache information about remote users in order to minimize response time and network traffic.
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2.4
Combinational services request filtering

In scenarios where capability exchange procedure is not supported, the operator can implement combinational service request filtering by analyzing the content of INVITE messages, e.g. SDP parameters. Either a dedicated application running on an AS or the CSCS can be in charge of rejecting SIP INVITE requests containing combinational services which are not supported by the operator or by the remote user.

This feature could be used to implement authorization mechanisms defined by the operator.
2.5
Flows
Application registration
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User initiated application deregistration
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Network initiated application deregistration
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Please note that, deregistration could be initiated when the SIP response to INVITE is a 406 or 415 final response.

Capability exchange
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Capability exchange optimised

[image: image6.emf]Discover user B's domain 

to address CSCS of B 

domain

A : EU

cscs-a : CSCS cscs-b : CSCS

B : EU

dns-a : ENUM 

DNS

dns-b : ENUM 

DNS

2: HTTP GET(msisdn-b)

1: SETUP

13: CONNECT

4: DNSlookup (msisdn-b)

5: DNSlookup (msidn-b)

6: [sipurl-b]

7: [sipurl-b]

8: HTTP POST (msidsn-b)

10: [xml-b]

12: [xml-b]

9: setCache(msisdn-a, xml-a)

3: isCached(msisdn-b)

14: HTTP GET(msisdn-a)

15: isCached(msisdn-a)

16: [xml-a]

11: setCache(msisdn-b, xml-b)


3. Conclusion

Summarized advantages of using the proposed Server Based UE Capability Exchange solution:

· neither redefinition nor extension of existing protocols but reuse of well know SIP/HTTP/XML tools 

· server side caching with automatic cache update including capability matching 

· possibility for the operator to manage application registration, de-registration, compatibility management for different versions of the same application and applications filtering 

· in case of HTTP based procedures, opportunity for alleviating IMS Core from the processing of capability exchange messages: each audio call either originated or terminated by a MultiRAB / DTM handset can initiate capability exchange procedure with the peer.

Because this solution is coming so late it is proposed for CSI phase 2, but SA2 should consider this solution also for phase 1.
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