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1 Introduction
For implementation of CSI, there are still some issues which should be considered for the capability exchange: 

(1) In case a Public User Identity is shared by multiple UEs, the receiving UE can not know which UE the received capability information is related to, and so it can’t use the capability information efficiently. 
(2) In case a user changes his terminal which causes the terminal capability is changed, currently there is no way to notify the peer that the stored capability information about this UE has been out-of-dated. 
In the SA2#45 meeting, the device ID is introduced (S2-050621) to solve these problems in CSI capability exchange procedure. In this contribution, the feasibility of device ID will be discussed in detail in response to the concerns raised during and after the last meeting.
2 Discussions
For example, UE A is a CSI capable UE of user A, UE 1 and UE 2 are CSI capable UEs of user B, and UE 3 is a non-CSI capable UE of user B. All of user B’s devices share a same public user identity and register to the IMS network following the normal IMS registration procedure described in TS 23.228.
In figure 1, if user A decides to perform terminal capability exchange with user B, UE A will initiate a SIP OPTION with a public user identity of user B. This OPTION will be routed to user B’s home IMS network. The S-CSCF of user B’s IMS network will send this OPTION to all the registered devices of user B in the sequence they registered. Assume UE 1 responses this OPTION first with its device ID included. UE A stores the received capability information of UE 1 along with its device ID. In order to ensure that the memory of terminal be used safely and economically, the lifetime of stored capability information can be set for UE 1.
Later user B uses another CSI capable UE 2 instead of UE 1 to establish a session with user A., and UE 2 initiates an INVITE to UE A with its device ID included. When UE A receives this INVITE and checks stored capability information, it will find that this is a new UE of user B based on the device ID of UE 2. So UE A exchanges capability information during session establishment procedure and may uses CSI based on the exchanged capability information. The UE 2’s capability information is stored along with its device ID after capability exchange during the session establishment procedure.
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Figure 1: Device ID is included in terminal capability exchange
In figure 2, user B uses its non-CSI capable UE 3 to establish a session with user A., and UE 3 initiates an INVITE to UE A as normal IMS session described in TS 23.228. I.e. the device ID is not included in the INVITE message. When UE A receives this INVITE and finds that there is no device ID, it will think that the peer can not support CSI and deal with this INVITE as a normal session establishment. No capability information is exchanged and no CSI session is established.
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Figure 2: Device ID is not included in terminal capability exchange
In figure 3, user B uses UE 1 to establish a session with user A., and UE 1 initiates an INVITE to UE A with its device ID included. When UE A receives this INVITE and checks stored capability information, it will find that UE 1’s capability information has been stored. So UE A uses the stored capability information to establish a CSI session with UE 1. If lifetime of stored capability information has been set, it should be restarted at this time.
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Figure 3: Device ID is used in terminal capability exchange

The device ID can also be used to detect that the stored capability information of peer endpoint has been out-of-dated. For example, in figure 4, UE 1’s capability information has been stored in UE A, but due to some reason, user B changes his terminal form UE 1 to UE 2. When user B uses UE 2 to initiate a session establishment with user A, it will include the device ID of UE 2 in the INVITE message. Based on the device ID received, UE A will find that this is a new UE of user B and exchange capability information during session establishment procedure with UE 2. The UE 2’s capability information is stored along with its device ID. From now on, UE A will not receive SIP request with the device ID of UE 1 included since user B has changed his terminal, so if lifetime of stored capability information of UE 1 has been set, the timer will not be reset again. After a period of time, the stored capability information of UE 1 will be deleted when expiration of lifetime.
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Figure 4: Device ID is used when terminal is changed

3 Proposals

In TS 23.279 subclause 7.2.2, add the device identifier as one element in the UE capability information for CSI capability exchange.

*** Proposed change in TS 23.279 ***

7.2.2
UE Capability Information

The UE capability information provides the means to determine the set of services that can be successfully invoked between two users. 
Release 5 specifications already provide the capability for UEs to use IMS to exchange information about:

-
IMS Media types which can be supported as IMS media streams (i.e. media component definitions of IMS sessions).

-
Media format parameters for supported IMS media types (codecs, media file formats etc.).

-
MSISDN and preferred SIP URI for the UE sending the UE capability information
-  Device Identifier which is used by the UE to identify a terminal.
Editor’s Note: Additionally, in order to cater for CSI the UE capability information below would be useful, but require further standardisation and is FFS.

-
Combinational Service indication

-
CS voice call capability

-
CS video telephony capability

-
MMS capabilities

The UE capability information is exchanged between the calling party and the called party. The UE may cache the retrieved capabilities for a certain amount of time, and may refresh its cache in a periodic manner. 

Note: 
due to varying radio environments (e.g. DTM/non-DTM, etc…) a UE capability exchange has the best success rate when performed outside of any other service, i.e. when no other CS/PS/IMS service is currently invoked.

The information flows for exchanging UE capabilities are shown in subclause 8.2.
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