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1. INTRODUCTION

This contribution further elaborates on one of the open issues for the handling of emergency services, the handling of location services for emergency services over fixed broadband access.

2. DISCUSSION

While it has been agreed that the IMS can handle the location information, there is more than one option for how the IMS level can obtain the users location information.  Some of the options that have been discussed are mentioned below:

a The terminal requests the location information from the access network and includes it in the IMS session establishment signalling.

b The IMS core requests the location information from the access network, and includes that in the IMS session establishment signalling.

c Either the IMS core or the emergency centre itself, requests the location information from a mobile location centre (MLC), and the MLC request the location information from the access network.

2.1 The terminal request the location information

While the details of this approach haven’t been discussed in the meetings, the following high level flow is one possibility.
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Figure 1 Terminal requests location

1 The user initiates an emergency call.

2 The user equipment requests the location from the IP-CAN

3 The IP-CAN returns a representation of the location to the terminal

4 The user equipment sends an INVITE, with an emergency indication, to the IMS core

5 The IMS core sends routes towards an emergency centre.
5a the INVITE is sent to an MGCF/MGW, 5b the IAM is continued towards the emergency centre.  Or
5c the INVITE is sent directly to the emergency centre

6 The emergency call establishment is completed.

2.2 The IMS core requests the location information

While the details of this approach haven’t been discussed in the meetings, the following high level flow is one possibility.
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Figure 2 IMS core requests location information

1 The user initiates an emergency call.

2 The user equipment sends an INVITE, with an emergency indication, to the IMS core

3 The IMS core requests the location from the IP-CAN

4 The IP-CAN returns a representation of the location to the IMS core

5 The IMS core sends routes towards an emergency centre.
5a the INVITE is sent to an MGCF/MGW, 5b the IAM is continued towards the emergency centre.  Or
5c the INVITE is sent directly to the emergency centre

6 The emergency call establishment is completed.

2.3 Use of mobile location centre

While the details of this approach haven’t been discussed in the meetings, the following high level flow is one possibility.
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Figure 3  Use of mobile location centre (MLC)

1 The user initiates an emergency call.

2 The user equipment sends an INVITE, with an emergency indication, to the IMS core

3 The IMS core sends routes towards an emergency centre.
5a the INVITE is sent to an MGCF/MGW, 5b the IAM is continued towards the emergency centre.  Or
5c the INVITE is sent directly to the emergency centre

4 The emergency centre sends a location request to the mobile location centre

5 The Mobile location centre requests the location from the IP-CAN

6 The IP-CAN returns a representation of the location to the mobile location centre

7 The mobile location centre returns the users location to the emergency centre in a location response message.

8 The emergency call establishment is completed.

Note:  An alternative flow to this approach is to have the MGCF retrieve the location information from the emergency centre.

3. Summary

A summary of the pros and cons of the above approaches are captured in the table below.

	
	Pro
	Con

	Terminal requests the location
	· minimises the requirements on the IMS core

· Alignment with IETF approach
	· Requires trust of the terminal equipment

· Maybe the network has to verify the location anyway?

	IMS core requests the location
	· Reduces the required trust of the terminal

· Doesn’t require a fixed broadband access operator to deploy specific location handling equipment for emergency services
	· Increases the requirements on the IMS core

	Use of a mobile location centre
	· Common approach of location for all mobile services

· reduces the required trust of the terminal
	· requires fixed operators to deploy a mobile location centre


4. CONCLUSION

This document presents some of the options for handling the location information for emergency services over a fixed broadband access.  Of the three presented options, the option whereby the IMS core requests the location information from the IP-CAN appears to have the advantages of not requiring the trust of the terminal, and not requiring the use of a location centre for emergency services.  If the this conclusion is accepted, then Annex A contains the proposed changes to TR 23.867.

Annex A: Proposed changes to TR 23.867.

*** First Modification ***

4

Overall architecture for IP based Emergency services

4.1

Architecture principles

Editor's note: This clause is planned to contain the architectural principles on the overall 3GPP system, including IP-Connectivity Access Network (IP-CAN), IM CN subsystem, mobile terminals in order to provide emergency services via the IP-CAN/IMS entities.  Also to cover how UICC & UICC-less cases are handled in the system.

4.1.1
Requirements for IMS Emergency Sessions

The solution for emergency sessions in the IMS shall fulfil the following capability requirements:

1.
A CS capable UE shall use the CS domain for emergency services, if it is not explicitly guided by the network operator to use the PS domain.

2.
It should be independent from the used underlying IP connectivity network with respect to the detection and routing of emergency sessions. This includes the support for cellular access network, and fixed broadband access amongst others.

3.
Any kind of emergency numbers, all kinds of emergency SIP URIs and special indications for emergency sessions within the SIP signalling must be supported (especially IETF proposals on addressing should be taken into consideration). 

4.
Emergency sessions should be prioritized over “ordinary” sessions by the system.

5.
Setup of IMS emergency sessions shall be possible for users with a barred public user identity.

6.
The primary solution shall be that the UE can detect an emergency session (e.g. by evaluating the SIP-URI or the dialled number) by itself and indicates the emergency session to the network. But the specification must also support cases where the UE can’t detect an emergency session.

7.
The solution must work in case the UE has a UICC card and is registered to the IMS or not, as well as in the UICC-less case. In the UICC-less and non-registered cases it must be possible to setup a bearer in the IP connectivity network and session setup must be possible without an existing security association between UE and P-CSCF.

8.
It must be possible to reject requests of an UE without UICC to establish bearer resources and attempts to make emergency sessions in networks where UICC-less emergency calls are not to be supported.

9.
Emergency Service is not a subscription service and therefore will normally be supported entirely in the visited network and provided without interaction with a “Home” network in a roaming case, whether or not the UE is registered. The CSCFs providing service for emergency sessions may be different from the CSCFs involved in the other IMS services.

10.
If an emergency session establishment request is routed via a P-CSCF located in the home network, the home network should be able to detect that the session is for emergency service (whether indicated as such or not) and respond to the UE indicating that the UE should initiate an emergency session in the visited network (e.g. via the CS domain of the visited network). 

11.
Emergency centers and PSAPs may be connected to the PSTN, CS domain, PS domain or any other packet network.

12.
Emergency centres and PSAPs shall be able to call back the user.

13. If supported, the visited network may download emergency numbers to the UE, using, for example, procedures as described in TS 24.008 or other procedures provided by the used access network, in order to ensure that local emergency numbers are known to the UE.  

14. For GPRS access a globally dedicated APN shall be used to indicate emergency access to PS domain.

15.
The IMS core network shall be able to transport information on the location of the subscriber.
16.
In the case of a fixed broadband access, the IMS core (P-CSCF) shall retrieve location information from the IP-CAN to be included in the session establishment signalling.


The solution for emergency sessions shall also fulfil the following architectural requirements:

1.
The architecture for Emergency Service should be driven by the specific capabilities requirements. Specification should minimize the changes to existing IMS architecture and procedures, and re-use existing IMS functional entities. However the specification should not be constrained by the existing functional entities.

2.
The architecture should take into account that it may be possible to make emergency calls on other media than voice. It needs to take account support, for example, the deaf and hearing-impaired using a text phone that might generate information, for example, using IMS messaging procedures. There may also be a need to work with phones that attempt the emergency call as a video telephony call.

3.
Emergency service delivery via the PS domain may benefit where only some dedicated GGSN are equipped for specialised emergency handling. Globally dedicated emergency APN may be configured in the SGSN and GGSN and provided to the UE in order to support emergency services over the PS domain based on the requirements defined in section 4.1.1.

4.1.2
Procedures for SIP Emergency Session Establishment

It shall be possible for the network to discriminate between emergency sessions and other sessions. This shall allow special treatment (e.g. with respect to filtering, higher priority, routing, QoS) of emergency sessions.

If a visited network can support PS emergency service, the emergency session should be setup in the visited network whether or not UE is registered in IMS in the home network. 

The P-CSCF in the visited or home network is the IMS network entity, which always detects an emergency session. The UE is informed about the P-CSCF address in the visited network when activating a PDP context for emergency use. The P-CSCF in the visited network should route the corresponding request to an S-CSCF in the visited network, which is able to handle emergency sessions. A P-CSCF in the home network should respond to the UE indicating that the UE should initiate an emergency session in the visited network (e.g. via the CS domain of the visited network). The P-CSCF checks whether an anonymous emergency session request, e.g. in the UICC-less case, is allowed. If such a request is allowed, no security association between UE and P-CSCF is established and the request is forwarded to an appropriate S-CSCF.  In the case of a fixed broadband access, the P-CSCF shall retrieve the location information from the IP-CAN.
The S-CSCF shall route the emergency request directly to an emergency centre/PSAP or BGCF based on location information provided by the UE and additionally other information such as type of emergency service in the request. If the request is destined for a BGCF, the S-CSCF shall translate the received SIP-URI or Tel-URL based on location information and additionally other information such as type of emergency service into a number, which is routable in the PSTN or CS domain. This routable number is forwarded to the BGCF and should have the same format as used for CS emergency calls. If required by regulations, determination of the emergency center or PSAP may also be based on location information provided by the network (e.g., Location Services).

*** Second Modification ***

4.7
High Level Procedures for IMS Emergency Services

4.7.1
UE Detectable Emergency Session

The following flow contains a high level description of the emergency service procedures performed when the UE can detect the emergency session is being requested.
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Figure 4.3: Terminal Detected Emergency Calls

The following steps are performed:

1.
The UE detects the request for the establishment of an emergency session.

2.
In the case that the UE has insufficient resources or capabilities to establish an emergency call due to other ongoing sessions then the UE should terminate the ongoing communication and release reserved bearer resources.  In the case of GPRS this implies e.g. to release a PDP context.

3.
In the case that bearer registration is required and has not been performed, the UE shall perform bearer registration to the IP-CAN.  In the case of GPRS, the bearer registration is the PS-attach procedure.  If the UE is already registered or attached to the IP-CAN, then the bearer registration procedures are not required to be performed.
Depending on the IP-CAN, the UE may be assigned an IP address at this stage.

4.
In the case that bearer resources for the transport of the IMS related signalling are required to be reserved in the IP-CAN, the UE shall reserve the resources in the IP-CAN. The UE shall provide an indication that this is for an emergency service.
In the case of a GPRS network, the bearer resource request procedure is the PDP context Activation Procedure, and a globally dedicated emergency APN is used as indication for an emergency request.
If the IP-CAN does not provide an IP address to the UE in step 3, then the IP-CAN shall allocate an IP address to the UE during the bearer resource request procedures.

5.
UE performs a P-CSCF discovery procedure, where the UE discovers a P-CSCF in the local network suitable for use in emergency sessions.

6.
If the UE is equipped with an UICC, it shall initiate an IMS registration by providing the IP address obtained at step 3 or step 4 to the P-CSCF selected at step 5. The IP address used for signalling purposes is allocated in association with step 3 or step 4.  The IMS registration request shall include an indication that this is for emergency services. This indication may be used to route calls coming from the PSAP to the contact address registered during the emergency registration procedure.

When the network receives an IMS registration request with an emergency service indication the network should ignore roaming restrictions.
In the case of a fixed broadband access, the P-CSCF shall retrieve the location information from the IP-CAN and include the location information in the onward session establishment signalling.
The P-CSCF forwards the registration request to an appropriate emergency S-CSCF in the serving network. This S-CSCF forwards the registration request further on to the user’s home network. Emergency registration requests are processed like any other registration requests. After successful registration the UE establishes a security association with the P-CSCF to provide for integrity protection between UE and P-CSCF.

Editor’s note: The detailled IMS registration procedure, especially with respect to the behaviour of the S-CSCF in the home network, is FFS.

If the UE is not equipped with an UICC, it shall not initiate an IMS registration request, but instead immediately establish an emergency session towards the P-CSCF as described in step 7. 
7.
The UE shall initiate the IMS emergency session establishment using the IMS session establishment procedures containing an emergency session indication.

-
If the UE is equipped with an UICC, it shall send an IMS session establishment request to the P-CSCF containing an indication that this is for an emergency session establishment.

-
If the UE is not equipped with an UICC, it shall send an emergency session establishment request to the P-CSCF without prior registration. In this request the UE shall indicate that this request is coming from an anonymous user. When the P-CSCF receives an emergency session establishment request with an “anyonymous user” indication it shall check whether anonymous emergency sessions are allowed (e.g. UICC-less emergency sessions). In the case that anonymous emergency sessions are not allowed, and the ”anonymous user” indication is present, the P-CSCF shall reject the session establishment request with sufficient information to inform the UE that the application level registration will not succeed. Otherwise the request is forwarded to an appropriate emergency S-CSCF although no security association between UE and P-CSCF is established.
-
In the case of a fixed broadband access, the P-CSCF shall retrieve the location information from the IP-CAN and include the location information in the onward session establishment signalling.
-
Upon the reception of the emergency session initiation request, the S-CSCF shall route the signalling towards the emergency centre or the PSAP. The S-CSCF shall also route anonymous session establishment requests when the UE is not registered in the IMS.
If the PSAP/emergency centre contains a point of presence within the IMS connectivity network, the S-CSCF shall forward the emergency session initiation request directly to the PSAP/emergency centre.
If the PSAP/emergency centre has its point of presence in the PSTN/ISDN network or the CS domain, the S-CSCF shall forward the signalling to a MGCF (maybe via a BGCF). The MGCF will insert any available location information in the PSTN/CS signalling (this may require an additional location request enquiry).


Whether the procedures are activated individually by the UE or some of them are performed automatically depends on the implementation of the terminal and on the UE’s configuration. For instance, the multimedia application in the UE could start the application level registration and steps 2-4 would have to be executed in response to support the operation initiated by the application. Interaction with the UE may happen during these steps.
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