3GPP TSG-SA WG2 Meeting #45
Tdoc S2-050971
Beijing, China, 4th April – 8th April 2005
Source:
Nortel Networks

Title:
PCC: Limitations of the Authorization Token and TFT binding mechanisms

Agenda item:
8.1

Document for:
Discussion and Approval

1. Introduction

TR 23.803 is including a number of binding mechanisms of IP bearers to services. Each of the mechanism presents a number of advantages and disadvantages that need to be properly discussed and documented in this study as a basis for the later standardization work.

2. Discussion

After a detailed study to the Authorization token based and to the TFT based binding mechanisms a number of limitations have been found. The purpose of this TR is to serve as a basis for future standardization work and all pros and cons must be properly documented, therefore we propose to complete the value statement of those mechanisms to get a complete description of values and limitations of the different binding mechanisms.

2. Proposal

It is proposed to amend TR 23.803 as shown below.

__________________________________________________________________

6.1.1 Authorisation Token based binding

Authorisation Token based binding is the only binding mechanism supported in the Go interface. Rel-6 Gx interface does not support Authorisation Token based binding.

Authorization Token is used in the session based services for binding the bearer authorization request to the session specific service information. The Authorization token contains the fully qualified domain name of the PDF and a session id in the PDF, which allows the PDF to uniquely identify the AF session. In the Rel-6 policy control architecture the Authorisation Token is allocated by the PDF and transferred via Gq interface to the AF. The AF forwards the Authorisation Token in the AF session signalling to the UE and UE includes the Authorisation Token together with flow id(s) into the PDP Context Activation/Modification request of the media PDP context. The GGSN resolves the PDF address from the Authorisation Token and includes the Authorisation Token and flow id(s) to the request of bearer policy/charging rules from the PDF/CRF. The PDF/CRF can identify the AF session from the session id in the Authorisation token and the IP flow(s) within the session from the flow id(s). In case of media flows from multiple sessions are associated to the same PDP context, multiple Authorisation Tokens are received in the same policy/charging rules request allowing PDF to combine the policy/charging rules from multiple sources. Figure 6.1 below shows the Authorization based binding concept:
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Figure 6.1.: Authorization token based binding
The Authorisation Token based binding is optimised solution for binding the bearer related request to the session information allowing fast binding in the PDF as the token refers directly to the session information with session id. Drawback of the Authorisation Token based binding mechanism is that it requires terminal support, and application session signalling and bearer setup signalling where is transported over the network(s). Thus it is possible to use only in GPRS access and with specific application services (e.g. real-time IMS applications).
Another drawback is that the current use of Authorization token assumes the use of a PDP context activated using the secondary PDP context activation procedure to carry the specific IMS media. For PCC the binding mechanism needs to work irrespective of whether there are single or multiple PDP contexts
Further a Rel 5 network/UE is not allowed to convey media belonging to different IMS sessions onto the same PDP context established using Secondary PDP context activation procedure. This may lead to a proliferation of PDP contexts as services get deployed if legacy Rel-5 entities are used. A Rel 6 network/UE is allowed to convey media belonging to different IMS sessions onto the same PDP context established using Secondary PDP context activation procedure.
Authorisation Token based binding mechanism is required to be supported for backwards compatibility reasons as the TFT based binding mechanism cannot be used alternatively if Authorisation Token is provided in the PDP context activation/modification signalling based on earlier release specifications.

…[skipped text]…

6.1.3 UE IP address + TFT based binding

UE IP address + TFT based binding is supported by Rel-6 Gx interface.

In case of GPRS access the TFT filter information may be used in addition to UE IP address to select policy/charging rules for the specific secondary PDP context.

The TFT filter is not included into the PDP context activation/modification request by the UE in case when it receives Authorisation Token from the AF. Thus it is not possible to use this binding mechanism in case the Authorization Token is provided.
The use of TFT presents some limitations:

- The TFT is only interpreted as downlink filters. Therefore the use of TFT, as currently defined, as binding may not work in case of unidirectional media with direction send only, since the UE does not indicate any uplink IP filter for the PDP context. As result the PCCN cannot know to which PDP context the applicable rules/policies shall be sent.
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