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1. Introduction

The situation may occur where the PCCN receives a declaration form the GW regarding what traffic shall be carried on a specific context, without the PCCN having an authorization readily granted from an AF.

This contribution studies what criteria may indicate to the PCCN that an authorization shall be expected from an AF.

2. Discussion

As a general principle, the PCCN should not activate any charging rule that match, neither in part nor full, the service data flow of any service that require an authorization from an AF. This is applicable for all PDP contexts.

The presence of the Token-based binding information indicates to the PCCN that an AF must authorize the flow before activating the appropriate charging rule(s).

However the alternatives to the Token based binding do not inherently convey any information to the PCCN whether a bearer authorization from an AF is required for a specific bearer. If the AF provides the authorization to the PCCN prior to signalling to the terminal that service is granted, then this is not an issue. However a terminal requesting the bearer, corresponding to a service requiring authorization, prior to the AF providing the authorization to the PCCN, the PCCN must make a decision based on other information available locally.

In the absence of information to guide the PCCN in its decision, there is a precondition for a charging rule to be activated on any PDP context, without any policy control authorization:
The charging rule shall not describe a service, neither on part nor full, that requires an authorization from an AF.

As a consequence, a well-formed request for a bearer will, at the PCCN, yield an empty set of charging rules to be activated on the PDP context, until the AF has granted the authorization.

3. Proposal

Introduce amendments to the TR 23.803 as indicated below.

3.1.1 4.1.2
SBLP related functional requirements

Gating control: The process of blocking or allowing packets, belonging to a service data flow, to pass through to the desired endpoint. It shall be possible to apply gating control to control sessions that may otherwise be prohibited by operator policy and irrespective of the charging applied. An example of this is the opening and closing of specific connections for peer-to-peer sessions.

Session events: The notification of and reaction to application events (such as session termination and modification) to trigger new behaviour in the user plane. To enable gating control, session events shall be supported. For example, session termination, in gating control, may trigger the blocking of packets or "closing the gate".

Charging correlation: Charging correlation, between application level and bearer level, shall be supported. Although the use of charging identifiers should be avoided.

QoS authorisation: The "Authorised QoS" specifies the maximum QoS that is authorised for IP flow(s). In case of an aggregation of multiple IP flows within one bearer (PDP context), the combination of the "Authorised QoS" information of the individual IP flows is provided as the "Authorised QoS" for the bearer.

Editor’s note: Separate IP-flow-level QoS authorization is FFS. 

The QoS policies can be service-based, subscription-based, or default policies. The PDF communicates with Application Functions to determine the proper authorized resources for the session-based services

The presence of complete Rel-6 style binding information, Token and Flow Identifier(s), in the GW request to the PCCN indicates that bearer authorization from an AF is required for the specific bearer

The alternatives to the Token based binding do not inherently convey any information to the PCCN whether a bearer authorization from an AF is required for the specific bearer. If the AF provides the authorization to the PCCN prior to signalling that service is granted to the terminal the PCCN already has the authorization when the GW makes the request. However, if a terminal requests a bearer, corresponding to a service requiring authorization, prior to the AF providing the authorization to the PCCN, the PCCN must make a decision based on other information, available locally at the PCCN.

Editor’s note: The details on how the PCCN shall behave when a request for a bearer, lacking from the corresponding authorization, is received is F.F.S. The PCCN procedures shall be specified in such a way that long-lived PDP contexts, without any active charging rule, are avoided.
