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1. INTRODUCTION 

This contribution aims to give a short update of ongoing 3GPP work on ‘Support for SMS and MMS over generic 3GPP IP access" and additionally it highlights some different solutions chosen in 3GPP and TISPAN. The contributing company feels that 3GPP TR 23.804 has direct relevance to ETSI TISPAN work on DES/AT-030036.

2. DISCUSSION

3GPP is having a work item on Support for SMS and MMS over generic 3GPP IP access. The technical work is ongoing in 3GPP TSG SA2 working group and technical solutions are documented in 3GPP Technical Report 23.804. The document is available from 3GPP web pages (http://www.3gpp.org/ftp/Specs/html-info/23804.htm). Figure 1 presents the solution architecture defined in 3GPP.
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Figure 1 Architecture for SMS support with an IP attached terminal

Reference point R6 in Figure 1 enables the delivery of the short message between IP-Message-GW and GMSC/SMS-IWMSC. It shall be possible to reuse the existing E reference point or Gd reference point. 

Reference point R2 in the figure 1 enables the IP Based UE can access to the 3GPP network to use the short message service. It shall be possible to the IP Based UE access to the IP-Message-GW over various IP network, e.g. WLAN, broadband access.

Generally speaking the intention of the 3GPP architecture is that it could be realised through re-use of existing messaging protocols supported by the UE e.g. IMS or MMS. The primary purpose of this architecture description is therefore to describe the interaction between the IP SM Gateway and the existing elements supporting the Short Message Service (GMSC/SMS-IWMSC, SM-SC and HLR/HSS).

The IP SM Gateway should be considered as consisting of all the functional entities needed to interwork between the chosen existing messaging protocol(s) and the existing SMS elements. For example, in the case IMS Messaging is chosen, the requirements on the IP SM Gateway specified here could be met by a combination of the CSCFs and an IMS Application Server which interworks to the GMSC/SMS-IWMSC.

Whereas the architecture model depicted in DES/AT-030036 as shown in figure 2. Causes changes to existing network entity, SMSC.
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Figure 2: System Architecture in DES/AT-030036

2.1 SMS Delivery procedure 

The architectural impacts are clearly visible when we analyse the SMS delivery procedure. First delivery mechanism of TISPAN solution is depicted and then delivery mechanism of 3GPP is shown.
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Figure 3: SMS delivery mechanism according to DES/AT-030036

Figure 3 shows the delivery mechanism described in ETSI DES/AT-030036. To deliver a Short Message the SM-SC makes a query to the Database (e.g. via XML/HTTP, Diameter or LDAP protocol) to get the user application profile in order to check if the destination terminal is an SIP SM-TE; then the SM-SC sends the MESSAGE method to the SIP Server with the TL GSM SMS-DELIVER message in its body.

After having received the MESSAGE, the SIP Server verifies there are no errors in the following mandatory fields: "From", "To", "Call-ID", "Cseq", "Via") or in the request-line ("MESSAGE sip:…), then it makes a query to the Database to get the B user control profile containing the location data and the registration status of the destination terminal; then the SIP server forwards the SIP MESSAGE method to the SM-TE B with the GSM TL SMS-DELIVER message in its body.

If no errors are detected in the following fields: "Content-Encoding", "Content-Type" and in the TL encapsulated in the MESSAGE body, the SM-TE B replies with a ‘200 OK’ answer to the SIP Server and the latter forwards the message to the SM-SC.
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Figure 4: SMS delivery mechanism according 3GPP TR 23.804

Figure 4 shows the SMS delivery mechanism according to 3GPP TR 23.804. This mechanism consists of:

1) SIP Based UE registers to the S-CSCF according to the IMS registration procedure. Note, that I-CSCF and P-CSCF are not shown in this figure.

2) The SM-SC forwards the SMS message to the SMS-GMSC.

3) The GMSC interrogates the HLR/HSS to retrieve routeing information. When a user is IMS registered, the HLR/HSS returns the address of IP-Message-GW (AS) along with the address of the MSC.  The logic for selecting the preferred route for message delivery is FFS.

4) SMS-GMSC delivers the short message to IP-Message-GW (AS), in the same manner that it delivers the short message to an MSC or SGSN, carrying the MSISDN of the target UE. 

5) The IP-Message-GW (AS) uses the TEL-URL of the target UE to populate the SIP Request URI, and then sends the short message using SIP MESSAGE towards the S-CSCF.

6) S-CSCF forwards the SIP MESSAGE to the UE.

7) UE responds with a 200 OK to S-CSCF (Note: This is not yet the delivery report, because 200 OK may not carry such information.)

8) S-CSCF responds with a 200 OK to IP-Message-GW (AS).

9) UE sends a delivery report using SIP MESSAGE to the S-CSCF.

10) Based on filter information S-CSCF forwards the SIP MESSAGE to the IP-Message-GW (AS).

11) The IP-Message-GW (AS) sends a delivery report to the SMS-GMSC. It is FFS how the IP-Message-GW (AS) recognizes the SIP MESSAGE as a delivery report message from the UE.

12) The SMS-GMSC sends a SM delivery report status to the HLR/HSS.

13) The SMS-GMSC sends a delivery report to the SM-SC.

14) P-Message-GW (AS) acknowledges the delivery report to S-CSCF using 200 OK.

15) S-CSCF acknowledges the delivery report to the UE using 200 OK

2.2 Registration status for SMS delivery

There are differences regarding how the registrar knows UE's availability. In 3GPP the registrar will get information about UE availability via IMS when the UE registers to the IMS. Shortly, the IMS entity called as Serving Call Session Control Function will perform a 3rd party registration to the IP-Message-GW after successful UE registration. When the IP-Message-GW learns that the UE is reachable via IMS then it will perform registration towards HLR/HSS using existing MAP messages. In TISPAN model a new database is introduced where SIP server updates UE registration status. SMSC uses same database in order to check if the destination terminal is SIP terminal. Both solutions are visualized below.

[image: image5.wmf]IP

-

Message

-

GW

S

-

CSCF

WLAN

UE

HLR/

HSS

8

1. REGISTER

7. register

3. SIP REGISTER

2. 200 OK

6. 200 OK 

5. response

P

D

G

SIP

MAP

3GPP TR 23.804

(SIP/IMS one alternative)

WLAN

UE

DB

SIP

server

3

4. 200 OK

2. “update status”

1. REGISTER

P

D

G

SIP

ETSI DES/AT

-

030036

SMSC has to subscribe presence status of those 

recipients it does not reach (MT SM delivery 

failed) in order to be notified changes in 

registering status


Figure 5: Comparison of registration procedure

3. Proposal

It is proposed to recognize the relationship between TISPAN and 3GPP work and to consider means to harmonize technical solutions for having a single solution for delivering SMS over IP access.
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