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	S2-050409
	LS OUT
	[DRAFT] LS on E112 Specifications
	SA2
	
	
	
	Harri (Nokia) asks about  handling procedure;

Magnus (Chairman) clarifies that there was a short discussion and hopes that people are aware of this reply to an LS that was input to S2#43; because of limited discussion time at the meeting it is proposed to be extra accommodating to any comments/concerns raised

Approved

	04
	S2-050331
	LS OUT
	[Draft]Reply LS on the Workshop on "IMS over Fixed Access" (30th – 31st March 2005) 
	SA2
	
	
	
	Approved

	06
	S2-050446
	CR
	RAB Allocation/Retention Priority
	Siemens
	23.107
	154
	6
	Steve (Orange) proposes rev1 that re-introduces a sentence of an earlier CR revision;

Krister (Ericsson) has some concerns related to the CR ; provides some discussion on the proposal of the CR;  is hesitant to agree on this CR

Steve (Orange) clarifies on some of Krister’s discussion points and explains the interest in the CR from an operator’s point of view.

Mirko (Siemens) agrees with Steve's explanation. With regard to Krister’s comments he explains that the UMTS Bearer Service is not affected at all and discusses the usage of parameters. Regarding the CS domain, he thinks it is not reasonable to demand a change as it is there for some time and requires 5(7) different values.

Nicolas (Alcatel) states: Mirko and Seve are right. TS 25.413 (RANAP) clearly specifies the use of ARP parameters for the establishment of a RAB. The behaviour is described for pre-emption, priorities in the preemption, capability to be preempted (vulnerability), queuing of the RAB establishment, etc. THP (traffic handling priority) is not used at all for RAB establishment. THP is used only to prioritise the data packets in the user plane once the RAB is established.

PS domain

So, if the operator wants the UTRAN to have specific behaviour for

preemption/vulnerability/queing priority of the RAB establishment, it has

to build a "RAB ARP" (15 values) from the THP, traffic class, etc. in

addition to the "UMTS ARP" (3 values). This makes the UTRAN behaviour for

RAB establishment only depending on the received "RAB ARP" (as stated in TS

25.413) and the IOTs between CN and UTRAN are now very clear.

The only limitations for the PS domain would be between UMTS and GERAN, and

as far as I remember, the ARP has been introduced recently for R6 in GERAN

specs.

CS domain

We have today the need for more values is clear for all I hope.

Krister (Ericsson) comments:

my interpretation was that there was a potential need to align PS side with CS side. As I thought that the intention with the CR was to avoid a failure case in the CS side, but maybe the discussion has changed a bit and the subscription aspect is more important since it was noted that the ARP value could potentially be used for subscription differentation, however this as far as I have understood was not part of the reason for change in the proposed CR.

To use more values for the allocation/retention priority seems to make things more complex for the PS domain and how reliable is the value in the end? In particular the CR 150r2 from Nokia shows that the parameter is negotiable within the network i.e. the SGSN and/or the GGSN may actually change the value during the QoS negotiations. Hence the value in the HLR may not be static from a network point of view. I believe that the QoS negotation will be more complex if we extend the values from 3 to 15 and it would be good to avoid this complexity. 

Further on the complexity issues by introducing 15 values the complexity is increased in regards to use of the ARP for prioritization between 1) MBMS Bearer Services and 2) Between MBMS Services and non MBMS bearer services  and it seems that we should analyse the impact on the PS domain before we agree on the CR. Hence there are different use cases for ARP for PS domain compared to the CS domain.

I feel that we have not thoroughly analysed the impact on the PS domain and the PS provided services from a complexity point of view and what the added value would be for the PS domain motivating an extension of ARP from 3 to 15.

Juan (NEC) comments:

My understanding is that a main target of S2-050446 is to address the issue raised in S2-043254. The problem is that, due to MLPP, CS domain uses more ARP values than PS domain which automatically implies that PS RABs will always have higher priority than low priority CS calls subject to eMLPP. And there seems to be nothing that operators can do to arrange CS - PS RAB prioritization in a way that better suits their policy.

In my understanding, CR150r2 that you point out, does not allow for using the full ARP range in Iu i/f. Still limits to values 1,2,3 for PS RABs. And this does not really solve the problem.

Please, let me know if I have misunderstood something.

Laurence (Nortel) comments:I have concern with the proposal to provide some guidance in other parameters that may be used (THP, TC) and prefers to keep the original senetnce of the Tdoc:"other attributes may be used in addition".

During the SA2 meeting, it has been discussed whether it was preferable or not to indicate some guidance on which other service attributes may be used to define the ARP attribute of the radio access bearer in addition to the service ARP (in HLR). Opinion were diverging so it was agreed to let this open at that time.

In particular suggesting that THP parameter could be used to define the ARP appears misleading as this parameter is not used for RNC CAC (at RAB establishment) but more to schedule on-going traffic (after RAB has been established) and furthermore for interactive bearers only.

In order not to confuse parameter usage/goal which is described in a generic way in the QoS specification and not to promote particular choices, I suggest to keep the original Tdoc which just has a generic sentence to indicate that "other attributes may be used in addition".

Mirko (Siemens):    (mail received twice)

Dear Laurence, Krister, all, 
I'm not sure if there are still any real concerns with the CR. 
Laurence, as far as I know there is no other proposal on the table beside the original version in S2-050446. Therefore, I understood that you agree to this version.

Krister, your comments are not clear to me. On one hand, you argue again with the negotiation between SGSN and GGSN but as I already said, we don't change anything there (see also my previous email). On the other hand, you mentioned some complexity issue with regard to MBMS bearer contexts. But again the ARP value for an MBMS bearer context (i.e. on UMTS bearer service level) is not changed and thus remains 1, 2 or 3. And as the MBMS beare context is treated the same as a normal PDP context with regard to QoS, the generation of the QoS parameter values for the RAB is also done in the same way. So, I really don't see your point that more analysis is necessary. In addition, the extension of the ARP value range for the RAB service up to 15 would e.g. allow to prioritize an MBMS RAB compared to a RAB of a normal PDP context with similar QoS. Having this possibility of configuration would allow an operator to use the radio resources to a much higher degree (as more customers can establish a service). The final prioritization is of course depending on the configuration, but it is important that all types of traffic (PS, MBMS, CS, emergency calls, ...) that compete for the same radio resources are prioritized based on the same parameter and value range to allow for a fair treatment and finally user perception.

Andy (Nortel):

Mirko, Yes, just to confirm the Nortel position. Nortel can agree to the origial version of SA-050446 but cannot agree to revision 1.

Krister (Ericsson):

Dear Mirko and SA2, we are going in circles but I am afraid that Ericsson is hesitant to agree on this CR.

1) First you are saying that for MBMS the ARP value is not changed i.e. it remains 1,2 and 3. 

2) Later you say that extending ARP from 3 values to 15 values allow for prioritizing an MBMS RAB compared to a RAB of normal PDP context with similar QoS. 

I think these two statements are conflicting. 

However your statement 2) pinpoints our concern that you introduce more flexibility for QoS negotiation in the PS domain.

Regarding 2): How is similar QoS defined and how does similar QoS relate to similar values of ARP from a prioritization point of view?  We should keep in mind that the number of combinations for priority handling is increasing significantly with your proposal. 

This is the issue Ericsson is concerned with and since you also agree that you are given more flexibility to do prioritization for QoS in the PS domain we have moved the discussion into a direction not handled in the original CR and not discussed at SA2#44.

Hence I feel that the point I tried to make earlier is also supported by your reply in the sense that there is a different case for the PS domain than for the CS domain from an ARP and QoS negotiation point of view.

To me this fact implies that the PS side should not inheret CS requirements per se.

Juan (NEC):

Hello Krister and all, I fail to see how you managed to include MBMS and ARP negotiation/manipulation in any GSN into this discussion, since these two issues are completely transparent to the Siemens proposal as it is stated in the CR (S2-05446, to make sure we are reading the same document).

The changes proposed by Siemens are only intended to open the value range from 1,2,3 for the UMTS Bearer to 1 ... 15 for the corresponding PS RABs. This solves the issue identified with certain CS RABs always getting lower priority that PS RABs. 

This proposal only affects to the mapping of ARP values for UMTS bearer to ARP value for the corresponding RAB. Anything happenning before this mapping is transparent (i.e. completely unchanged) by this proposal.

The actual mapping from ARP 1,2,3 in the UMTS Bearer to 1 .. 15 for the corresponding RAB should not be specified at all but left operator specific. Operators will use whatever "tools" vendors enable for such doing mapping in their SGSNs (from a simple mapping table to rules considering the value of other parameters such as traffic class, etc). Something in this way is already done today to populate the ARP IE in RANAP (which includes more than just a priority value) with values based on UMTS bearer ARP and other parameters (signalled or configured) in the network side.

Please, if you can, look again at the CR and state what do you really disagree with, strictly on the proposed changes by this CR (I assume that the coversheet is clear). I couldn't really get them in your first mail on this issue.

Mirko (Siemens):

Dear Krister, all, Perhaps you misunderstood the CR - it does not change anything with regard to QoS and the actual prioritization of packets. The ARP that is modified by the CR is only used to prioritize between simultaneous requests for PDP contexts/RABs (in case of increased load). Once this decision is done (the request is either accepted or rejected) the treatment of the packets takes only place on the basis of the other QoS attributes, i.e. without taking ARP into account.

The mentioning of any QoS attribute was just to give an example for a mapping from the ARP of the UMTS Bearer Service (1..3) to the ARP of the RAB (1..15) where additional parameters may be taken into account to allow for a smoother handling of PS and CS requests.  

Therefore, I have some problems to understand your concerns and your differentiation 

Laurence (Nortel):

for clarification, there has been a rev1 on the table (sent by Steve on February 4th) in which it was suggested to add some guidance on other parameters used in addition to the HLR ARP. That is the CR revision I do not agree with. I can agree with the original 446 you provided in the meeting.

Krister (Ericsson):

Dear Mirko and SA2, here is my understanding of the use of ARP:

Assumptions:

1) ARP is Subscription based and defined in HLR

2) For MBMS it can be service based

The CN may change the ARP value and so far we do not use ARP for prioritizing between services except for MBMS.

I hope you agree with these assumptions. If not please notify where you disagree.

Given these assumptions the ARP value cannot in general be used for prioritizing between services. Hence if there are VoIP calls in progress and some subscribers have ARP value 3 then if a subscriber with ARP value 1 sets up a PDP context e.g. for email download then given the load situation in the PS network a VoIP call may be terminated because a user with higher presedence class subscription joined.

The only service based prioritization I am aware of is for MBMS as assumed above.

Hence from a PS domain point of view by extending the values from 3 to 15 it can basically be used for prioritizing subscriptions not services with the excemption for MBMS.

What is not clear to me is if the MBMS ARP remains to 3 or is that also extended to 15 with your CR. Can you please clarify this?

Another open issue in the CR which has not been considered as far as I can see is that there are a number of rules defined that guide implementors how to handle R'97/98 with R'99 attributes in TS23.107. By extending the Presedence class from 3 to 15 I think we also should consider how the values are mapped between releases.How do you assume that the mapping should be done in both directions i.e from R'99 to R'97/98 as well as from R'97/98 to R'99? Why have you not included an update of table 6 and table 7 in the TS 23.107?

Gavin (Vodafone):

Dear Krister, Mirko and others,

First a clarification, MBMS ARP is always service based, it is never subscription based given that it is applied to the MBMS Bearer Context and also that MBMS User context has no real meaning in terms of prioritisation.

Taking your example: VOIP user with ARP = 3 and a non-real time user with ARP = 1 - because the VOIP user is likely to use conversational class QoS as opposed to the interactive class for the non-real time user, the RRM algorithms in the RAN is likely to be based on a combination of traffic class and ARP (and other parameters probably). Meaning that the VOIP user will retain the bearer. I think using just ARP is too simplistic a view of RRM. This is the whole basis of the CR. 

There may be some confusion over what Krister has termed "service"... in my understanding and for the purposes of this discussion CS, MBMS and GPRS are services whilst VOIP and email download are applications. So service based prioritisation is between CS, MBMS, and GPRS. There is currently prioritisation between CS and PS (even if some of it operator/implementation dependant) and the purpose of this CR appears to be to clarify that. 

Furthermore, I'm still not sure how MBMS manage to squeeze its way into discussions given that in my understanding the issue of MBMS prioritisation never got concluded and should be a separate discussion from the approval of 446 and its revisions.

On the final issue, the mapping between R97/8 and R99 parameters do not need revisiting, as the values 1 to 3 are still used in the HLR/HSS and between SGSN and GGSN. So the SGSN will still retain the needed information to perform the mapping successfully. I would also hope that RNCs don't support R97/98 QoS mechanisms and BSC don't try to perform R97/8 and R99 mechanisms at the same time for a single packet flow...

Juan (NEC):

Hello Krister, I agree with all your assumptions below. But I am not so sure I understand your position.

Why should the ARP in the Iu interface not be used to prioritize between services. I agree that, in general (except for MBMS) it should not be used in the UMTS bearer level, but I do not follow the logic for the RAB side.

One example, a user subscribed to ARP = 1 (gold level) always has priority over others subscribed to ARP = 3 (bronze), no matter what the service is. I think that we all agree with this.

However, among all the services provided to users with ARP = 1, the SGSN can perfectly perform a second level of prioritisation based on other parameters. An operator may prefer to give priority to some services over others among all the users with the same ARP in the UMTS service level. Still, the ARP in the UMTS service level is fully respected, which is what you seem to point as a problem in Mirko's explanation.

Regarding mapping from R97/R98 to/from R99, doesn't this happen at the UMTS bearer level? , therefore has not much to do with UMTS bearer to RAB ARP mapping, does it?

In any case, I guess that we can bring this up in the next meeting again and have the discussion there, 'cause it does not look like we are getting too far with this.

Krister (Ericsson):

Dear Gavin and SA2, just for may clarification on your last remark saying: "On the final issue, the mapping between R97/8 and R99 parameters do not need revisiting, as the values 1 to 3 are still used in the HLR/HSS and between SGSN and GGSN."

Why do we not need a rule for the mapping between e.g. R99 (ARP: 3 values) and Release 6 (assuming ARP: 15 values) in table 6 and table 7 to ensure backward compatibility?

Frank (Siemens):

Dear Krister, Figure 1 of TS 23.107 shows the layers of the UMTS bearer service. For the UMTS Bearer Service layer the CR changes nothing, i.e. in PDP contexts and HLR PDP contexts the ARP values are still 1,2,3.

For the Radio Access Bearer it is proposed to use the value range already available in RANAP, up to 15.

The SGSN maps from UMTS bearer service ARP to RAB ARP when the RAB is established. The UMTS Bearer Service Parameter values in the PDP context are not modified because of this mapping. Therefore there is no need to think about a mapping between R99 and R6 parameters.

This mapping still allows to map the PDP ARP values to identical RAB ARP values.

Steve (Orange):

Just to clarify on Orange side, we proposed Rev1, but we don't object to Rev0. As Nortel objected to Rev1, we can agree on Rev0.

Not Approved



	07
	S2-050408
	LS OUT
	DRAFT Reply to LS on AMR multi-rate operation of VoIMS
	SA2
	
	
	
	Stephen (Ericsson) and Chris (Vodafone) provided almost at the same time and updated rev1.

Laurence (Nortel) suggest to add the following in the response: "Nevertheless, SA2 started studying enhancement to the current procedures to provide RAN with such information to allow it to perform radio optimization such as UEP for VoIP. Proposals were reported in TR 21.877, this TR has been stopped currently and no conclusion has been done." She suggest to move the 2 last sentences from the section "Description" into the section "Action", and clarifies that SA2 would be interested to know whether RAN2 needs more information compared to the currently available PDP type. Provided rev2 bases on Chris’ rev1.

Stephen (Ericsson) indicates that proposed rev2 is acceptable to Ericsson.

Nicolas (Alcatel) proposes a reply LS as in S2-050425.

Stephen (Ericsson)  prefers to retain the proposed text in S2-050408R2.

Frank (Siemens) comments:

The questions in the LS from RAN2 do not specify when it should be possible to provide the information asked for. I would prefer to state what is provided now. We should avoid discussion of potential mechanisms in an LS like proposed by Nicolas. Also an LS is obviously not the usual way to ask whether some requirements should be established. Therefore the question about information to be provided to the RNC is proposed to be removed from rev2. A proposed rev3 basing on rev2 is attached.

Laurence (Nortel) comments:

I prefer to keep the previous version of the LS, i.e. rev2. as I have problems with your revisions: when reading LS now, it seems that SA2 has already studied the question in detail and that there is no way to allow the RNC to get information on codecs...

 - I think a LS is always a way to get clear understanding between groups and that RAN2 requested whether codec related information could be provided by the SGSN, to do something with this. I think then it is fair to request RAN2 whether current information is sufficient or not so that we could see whether additionnal work would be needed or not. This is a good way to progress the work. Why should we close the door to some VoIP improvements (RAN has a WI to study radio improvements)?

 - In the same way, you changed "started studying" into "studied": my goal was to show that study was not stopped due to infeasability. I would like to avoid RAN2 to understand "study took place already, no solution has been found, there is no way to do get such information", this was not concluded. If you have problems with previous sentence, I can suggest to reformulate into: "Nevertheless, SA2 studied some enhancements to the current procedures to provide RAN with such information to allow it to perform radio optimization such as UEP for VoIP. Some solutions were reported in TR 21.877, work on this TR is currently stopped without decision on a preferred solution."

 We should not preclude in the LS that additionnal studies could be done, if needed, to optimize VoIP.

Frank (Siemens) comments:

"started studying" gives the impression it is still ongoing. And the next sentence states the TR is cancelled. The text change was intended to clarify this contradiction. The change should not say that such mechanisms are not possible.

Your proposed revision below is fine with me.

Frank (Siemens) comments:

Attached is a proposed rev4 with the sentence you proposed.

Stephen (Ericsson) comments:

Thanks for providing the updated document - which clarifies the final proposal.  This is acceptable to Ericsson.

Rev4 Approved


	07
	S2-050448
	CR
	Velocity Request and Reporting
	SiRF Technology
	23.271
	296
	Rel-7
	Approved

	07
	S2-050469
	LS OUT
	[DRAFT] LS on Reporting Velocity
	SA2
	
	
	
	Approved

	07.1
	S2-050445
	LS OUT
	LS on Status of current work in SA1 on the Combining CS and IMS services


	SA2
	
	
	
	Yun Chao (Ericsson) provided draft LS;

Balazs (Nokia) proposed rev1

Yun Chao (Ericsson) comments: Your revisions are ok.

Andre (3):

I have a problem with the LS,  SA1 has decided not to do any phasing and

will do a TS for Release 7. I appreciate the TS in SA2 relates only to what

needs to be achieved in phase 1 (I'm assuming we will attempt to do phase 2

in REL 7). But the LS response seems to try and limit what SA1 does in its

TS.

I should also point out that the service requirements in the SA1 TR are only

suggested requirements.

At the end of the SA1 meeting I started drafting a document with John Watson

(Vodafone) to move these suggested requirements to the TS.

So I am not happy with either LS. Shall I attempt to write a response ?

Yun Chao (Ericsson):

Hi Andre, I am confused. The service requirements were reflected in section 9 of the Technical Report 22.979 nand therefore they are informative due to the nature of the TR. SA1 was asking feedback from SA2 to the provided LS. Therefore, the proposed LS is evaluating which requirements identified within the TR are covered by the SA2 work.

The LS does not state that the pahing needs to be reintroduced neither does it demand how the TR shall be modified. It only stated that SA1 should consider their requested evaluation into their drafting of the TS 22.cde. SA1 is still free to do whatever they would like to achieve.

So I would like to ask you to clarify your concerns further.

Balazs (Nokia):

Dear Andre, all, Not really sure what's wrong with rev1 of this LS... The LS does not indicate any sort of phasing, it is merely an SA2 statement as to what service requirements are currently assumed to be covered in its new TS. There is no statement about the rest of the requirements, and quite rightly so, as SA2 have not really discussed those.

The Action was also deliberetaly formulated softly so that we only ask SA1 to take this statement into account. SA1 may very well decide to scope its TS so that it covers a bigger area of requirements than SA2 currently assumes to be taken into account in its stage-2 TS. 

I think the time for revisions has unfortunately passed, though I hope the above clarifications might be convincing enough so that rev1 could actually be sent out...:-)

Andre (3):

okay Balazs, I'll withdraw my objection for now, I'll make sure SA1 understands the LS !!

Frank (vice chair):

“reply to” should be added to title in clean version. Otherwise the LS has the original title from SA1. 

Rev1 Approved


	07.1
	S2-050452
	DISCUSSION
	CSI, section 6
	Ericsson
	
	
	
	Approved

	07.1
	S2-050454
	DISCUSSION
	CSI, Section 7
	Ericsson
	
	
	
	Wrong tdoc number in tdoc, Yun Chao (Ericsson) provided revised 454r1 with tdoc number changed 

Balazs (Nokia) would just like to suggest some wording changes that are intended to make the text more easily digestable for readers and provides rev2. 

Peter (Ericsson ) indicates that rev2 is acceptable for Ericsson.

Rev2 Approved


	07.1
	S2-050455
	DISCUSSION
	CSI, Section 7.2.3, 7.3 Exchange of capability information
	Huawei
	
	
	
	Wenlin (Huawei) provided the tdoc;

Balazs (Nokia) thinks that 453 and 454 already cover what is described in section 7.3. of 455. Further developing these aspects is needed, that's perhaps a good contribution topic for the next meeting. He is more skeptical about the technical spects around exchanging IMS registration state info upon CS call setup. Also, this concept does not fit well with IMS unregistered services. So based on this, he could not really identify any parts of 455 that he could see going into the TS at this point. He proposes, we should make further progress on how/when to execute the different capability exchange mechanisms at our next meeting.

Wenlin (Huawei) responds to Balazs’ comments and  explains the intention of his contribution.

Balazs (Nokia) agrees with Wenlin that we should separately describe the principles for how the actual capability exchange is done. Section 7.3 in 455 is an initial attempt at this. The structure and content of 7.3, though, does not seem to address the kind of issues I thought we should be looking at within the context of principles for capability exchange procedures. He suggests that the issue raised in 455 is very much valid, but it seems we need to work on this still a bit till the next meeting. Regarding the IMS registration status issue he doesn't think we can make a rigid separation between CSI case and non-CSI case. His hesitance is still very much there.

Yun Chao (Ericsson)  would like to share Balazs concerns.

In our opinion the issue of exchanging the IMS registration state is an issue that is not fully discussed. The discussion on "Always IMS registered" case has not been fully explored in SA2 and some difference in opinion might exist on this. 

Also I am very concerned about the forward compatibility aspects of the proposed solutions. In my understanding the IMS regsitration state may be included into the IMS Presence capability. So we will end up in unnecessary interworking aspects once the IMS presence capabilities are also availble in the context of CSI. 

Another aspect is the privacy aspects that might be related to the provisioning of the IMS registration state. In my understanding mechanisms to handle the privicy rules are already included into the IMS presence capability and it would be a pity to duplicate the privacy mechanism within UUS. This will for sure require further standardization within the CS domain which was agreed that CSI should not impose requirements on the CS domain.

It might also difficult to standarize a mechnism what needs to be done when the User A receives the indication that user B is not IMS registered. I do not expect that quick resolution will be available on this aspect and I share Balazs concern to see the benefit for the end-user considering the lacking of specified procedures how a negative IMS registration shall be handled. 

Furthermore, I noted that Wenlin is considering this as an optimization of the CSI service, meaning that the CSI will work without this. It might cause some inconvenience to the end-user but it also related to the available time for the specificaiton of CSI.

Therefore, I do agree with Balazs that this topic might be useful for future meetings and part of CSI Phase 2.

Wenlin (Huawei) comments: 

**1. About the two scenarios, the major difference is that the radio capabilities exchanges are based on the different signalling: 

In the CS call first case, the radio capabilities exchange have to rely on the CS signalling; the subsequent UE capability exchange (upon the start of a combinational-enabled application ) should based on the SIP signalling; 

   Further,in the UE capabilities, some of the critical information, should also be exchanged together with the radio capabilities in the CS signalling. for example the CSI indication, which is propose by two companies' contributions last meeting.[ and I know you are not yet convinced, lets take this to next meeting] 

In the IMS session first case, all of the radio and UE capabilities are exchanged base on the SIP signalling,e.g. OPTIONS, INVIT; the similar capobilities priority for exchange should be considered.

    In case of exchange of UE capabilities upon a new entry is added to the phone book and during "idle" time: 

        in the CS first scenario,it may be done via UUS3, otherwise, the UE capabilities exchange itself will be a "CSI" interaction, and it need radio exchange first;

        in the IMS first scenario, it can be done via SIP signalling such as OPTIONS, only IMS session can accomplish this task.

As a result, I believe to specify the principles in separate scenarios makes things  clearer.

**2. About the separation of the CSI and non-CSI, I agree that we don't necessarily know upon [initial IMS session / CS call establishment] whether you would ever add a CS voice / IMS session component to it later. However, we need to exchange the radio capabilities before we want to add a CS/IMS component.This means we have to know it somewhen. Furthermore, we have to know it, because, adding a CS/IMS component to a ongoing IMS/CS service 

is different from two separate services: you can making a CS call with B while chating with C, this is not a CSI service, they are two different sevices, and you do not need exchange any capabilities with B or C in this case.

With the above understanding, I believe we need&can separate the CSI and non-CSI before adding a component to be a CSI service, a CSI indication may be needed.

**3 As to the IMS registration status for the CSI, I guess we can limit it for the CSI,base on the understanding of **2. we can use it at least in case it is avaliable via CS signalling. 

I agree this is not critial, we can consider it only if it can be achieved without much extra effort, and do not cause further trouble. In my current understanding it seems qualified. However, see that both Balaze and Yunchao are worrying about it, I will not insist it in this contribution.

Andy (Nortel) comments:

Although I favour exchange of IMS registration state and current radio conditions in CS Signalling if it can be done, I can see that we are struggling to reach consensus at the moment. I wonder if we could therefore agree to drop section 7.2.3 as well as the first part of 7.3 which deals with scenario of adding IMS to CS. We can then discuss them more at the next meeting.

This means we would just keep the section on adding CS to IMS. I think this procedure should be less controversial and I think it would be good to have this in CSI phase 1 in a manner that fits well with evolution to CSI phase 2 when all capability exchange can be done in IMS.

So I propose to add the following in section 7.3 

Exchange of the capabilities in the case of IMS session first (including adding a CS call to an ongoing IMS session): 

All of the information needed for CSI can be exchanged at the IMS session setup, or anytime before the CS call setup. 

Editor’s notes: it is for CN group to further study and decide whether the radio capabilities information can be transported via “P-access-network-info header”.

Yun Chao (Ericsson)  comments:

What is the exact status of the document now. I am lost with all the comments and before we approve a document I would like to see how it looks like.

Balazs (Nokia):

Just to clarify my position on 455; As mentioned earlier, I could not really come up with an acceptable revision that resembles the original version of the doc. Hence, I would like to re-iterate the proposal of sorting these issues out in new contributions for Beijing.P.s.: Sorry for being so picky on CSI in general. But we are now dealing with a TS (not a TR anymore), hence it is much more important to get even the initial input material right to ensure a high quality deliverable at the end...

Andy (Nortel):

Yun Chao, Here is a revised version for you consideration. Rev1 clash with Wenlin’s rev1.

Catherine (Ericsson):

Hi Andy, Thank-you for your revised document.  

I believe that the spirit of your added text in 7.3 is already reflected in section 7.2.1. (454rev2).  A similar text could be reflected in section 7.2.2. as well. This addition could be contributed at the next SA2#45 meeting in Beijing. Therefore, is there really a need for a new section, 7.3, which is only 2 sentences long?

Juan (NEC):

I was going to comment on this but then I saw that what I wanted to say has already been mentioned by Ericsson and Nokia, so I will just mention that I support Nokia's and Ericsson's view on this document.

Basically, I do not think that we need to cover so many cases if we take some assumptions, and I think we need to wait for Beijing to discuss such assumptions (some of them have been raised by Yun-Chao in this thread).

Wenlin (Huawei):

Dear Andy, Yunchao and all, Thanks Andy for the effort to try a way forward, I m ok with your proposal to only agree the second part of 7.3  at this time. I'm not sure if Balaze is still have problem with the separating of two scenarios in the 7.3.  However, after my resp,and the discussion analysis of Andy, I guess this should be acceptable. 

  Pls feel free to comments on it, if we still can not reach consensus or believe further consideration is neccesary, I have no problem to take it next meeting.

Today is the Chinese New Years day, the Year of Rooster, best wishes to all of you!

Rev1 clash with Andy’s rev1.

Wenlin (Huawei):

Dear All,  Thanks all for the comments and discussion on 455, I summarized the main concern initiated by this contribution, pls correct me if I missed something:

1.the IMS registration status for the CSI, its not critial for CSI and lot of concern raised, although no evidenc show it should not be forbid. it is not suitable to be discussed further at this stage.

2. we should separately describe the principles for how the actual capability exchange is done; Section 7.3 is necessary as it can not be covered by 7.2 or section 8.x. This is agreed by wenlin, balaze,andy and yunchao.

However, the content is hard to reach consensus at this week, the discussion show very different understanding of CSI from delegates:

2.1. separate two scenario when developing the capabilities exchange priciples

 balaze objects this, others seems have no problem on this.

2.2.separation of the CSI and non-CSI, Balaze believe it is not possilbe and not neccessay; while Wenlin believe its neccessary, and a indication may needed as indicated in the Ericssion contritution.

As a result, I suggest we can stop to survive 445 now;)  considering on the current situation,the interested delegates need hard work together to provide a acceptalbe contribution on this for next meeting. Discussion on the these and related points (either online or offline) are still welcome and will be benifical for the next meeting.

Withdrawn


	07.1
	S2-050457
	LS OUT
	[DRAFT]
 LS on protocol aspects for CSI
	SA2
	
	
	
	Approved

	07.1
	S2-050458
	DISCUSSION
	CSI, section 8.3
	Ericsson
	
	
	
	Balazs (Nokia) thinks that the flow in 458 was rightly updated to indicate in a note that the need for a specific CSI indication is FFS. Along the same lines, he think reference to this indication should not be present in the normative text. Also, the description of the motivation should be clearly and concisely described within the note. In point 3), the text could probably be made even more precise. Rev1 proposed.

Catherine (Ericsson) comments:

Thank you for your comments on the call flows for CSI.  Accordingly, I have updated the document according to your notes and added some extra information to the first editor's note.  Also, I have removed the second editor's note in step 7 as it was unnecessary.

Please find rev2 attached.

Chris (Vodafone):

I don't think that we should be adding "optional" things into this TS: either CSI uses the radio capability exchange, or, it doesn't.

Hence I propose the following small update. (rev3)

Catherine (Ericsson):

Hi Chris, Your changes are acceptable to us.

Balazs (Nokia): 

Dear Catherine, Chris, Both of your changes look OK to me, rev3 looks fine...

Rev3 Approved


	07.1
	S2-050462
	DISCUSSION
	Adding text to TR 23.899 on Basic assumption on service quality
	TIM
	
	
	
	Approved

	07.1
	S2-050484
	DISCUSSION
	Client control solution of CSI
	Huawei
	
	
	
	Wrong tdoc number in tdoc

Wenlin (Huawei) proposes a rev1, which clarifies in two notes the prefix usage.

Rev1 Approved


	07.2
	S2-050498
	TR
	TR 23.898, Access Class Barring and Overload Protection
	Rapporteur
	
	
	
	Email Review

Approved

	07.2
	S2-050499
	OTHER
	Cover Sheet for TR 23.898 V 2.0.0
	Rapporteur
	
	
	
	Wait for email review of TR 23.898

Approved 



	07.2
	S2-050500
	LS OUT
	LS on the ACBOP TR status
	SA2
	
	
	
	Approved

	07.3
	S2-050355
	DISCUSSION
	Check the input information provided by the AF in the PCC
	Huawei
	
	
	
	Krister (Ericsson) proposes in conjunction with his comment made on the CR in SA2-050473 a rev1 for this document

Wu Yajuan (HUAWEI) thinks the revised documents of S2-050473 and S2-050355 are hard to be understood. Stage 2 specification should indicate the condition when this requirement can be implemented and the information that can be based to implement this requirement. So, if the first sentence is deleted, it is unclear about when the CRF can do the check and what information the CRF can use to do the check. The original sentence has clarified that the check of AF is based on the information received from the AF, if this is not reflected in the description, does it mean any new information may be needed in the future? It is not clear here. About the description of the condition that whether this check is executed or not is depending on the operator's configuration,  he would not mind to delete it if other delegates also accept it.

Krister (Ericsson) answers he tried to propose changes when issue was discussed at the SA2#44 meeting. He thinks his proposed changes are congruent with what SA2#44 agreed to. However it seems that by adding that the CRF should perform extensive packet filter functionality i.e. acting as an application level gateway could be something that is left for Release 7 to study further. It seems that the proposal adds new functionality to the CRF. He is not sure though if SA2 should take the sole responsibility for drafting such requirements it seems that the topic deserves to be studied from a security point of view.

Emily Wu (Huawei) comments:

Then let's get to the point. I also think this requirement is on a connection basis. This can be reflected from the description that the CRF executes the check when it recieves the information from the AF. It is the initiation of the establishment of a connection between the AF and the CRF. It is not contradicted. However, if this description is missing, the meaning is unclear on this aspect.

Also I do not think this requirement adds some new functionality to the CRF, it is just to indicate in this specification that if an operator wants to do more resitricted check to the AF, how can she realize this. And the detailed realization is based on the current information transfered from the AF to the CRF and the operator's policy.

Krister (Ericsson) comments:

I guess what you are proposing is that the CRF shall interpret the information received by the AF. That implies as far as I can understand that the CRF shall act as an application gateway.

I am not sure that we need to indicate that type of functionality in 3GPP standards. In my mind an operator may as well implement intrusion detection systems without any reference in 3GPP standards. Of course 3GPP standards shall not prohibit the use of application level gateways but I currently do not see the need to explicitly mentioned them. Instead I think it is adequate to make reference to the SA3 spec i.e. NDS/IP and apply the existing availabel trust domain concepts.

By introducing the ALG concept it seems that the current definition of the trust domain need to be amended e.g. what AF is trusted to send what information under what circumstances? Secondly have we a good detailed understanding what attacks we want to mitigate?

Emily Wu (Huawei):

I also think the security is needed, but it belongs to another scope and does not need to be described particularly in the FBC and PCC. However what I propose here, i.e. to check whether the information received on the Rx interface is the information that the AF has subscribed with the CRF's network operator, is related with the function entities in the FBC and PCC. It is why I think this requirement should be mentioned in the current specification but not in the security scope.

I think it is needed to describe this requirement in order for the operator to know, if this check is executed, when and how she can implement it. This implementation is particular to the FBC and PCC. Even the ALG concept is introduced, the description similar like this in the FBC and PCC specification is also needed.

About the last question, I think I had described it in the contribution: if the AF inputs unrelated information to the CRF, the process burden of the CRF will be huge and normal traffic will be affected. It should not happen, but if it happens, the consequence will be dangerous, the operator may like to take some actions to avoid such thing happening.

Krister (Ericsson):

Dear Emily and SA2

I agree that if an AF performs an attack on the CRF or the PCCN something need to be done. Should such an AF remain in an operators trust domain? I would have expected that such AF is not part of the trust domain and simply kicked out an no longer allowed to operate Rx towards the CRF/PCCN. This seems to be what we already support in the TS and seems to be adequate.

Your proposal suggests new functionality in the CRF i.e. the CRF shall check whether the information received from an AF is allowed or not. What information are we referring to? Something that an AF has subscribed to seems to indicate that you can differentiate what info AF#1 is allowed to send and what info AF#2 is allowed to send etc. Hence a CRF has different behaviour towards different AFs, and this is new functionality. I think that this is a category B type of CR and it is not what we agreed to at SA2#44.

Krister (Ericsson):

Dear Emily and SA2, I think it is a Cat B CR and a new feature in the CRF. As far as I remember the discussions at SA2#44 your CR is not aligned with the agreement at SA2#44.

Emily Wu (Huawei):

I had said about this that the operator may like to take some actions to avoid such thing happening. If this has happened, of course, the operator will kick out this AF. But this requirement is about what the operator can do before taking such repairation. It has not been described and should be mentioned in the FBC and PCC specification.

About another question, I think the CRF can base on the current information to check whether the information from an AF is allowed or not. Similar to the check of UE's IP address, it is not a new functionality in the CRF.

Emily Wu (Huawei):

About 355 and 473, I am not object to the revisions, but I think the original ones are more appropriated.

Rev1 Approved



	07.4
	S2-050375
	DISCUSSION
	Addition of Mobile Not Reachable Flag to IP-Message-GW
	Fujitsu
	
	
	
	Shinichiro AIKAWA  (Fujitsu) provides rev1 with corrected tdoc number.

Rainer (Siemens) comments:

when reading S2-050357 on Addition of Mobile Not Reachable Flag to IP-Message-GW from Fujitsu the role of the AAA server is unclear to me. What AAA server is meant here and how does the HLR/HSS knows the AAA server address? In addition, it is stated that "AAA Server in generic 3GPP IP access detects that IP Based UE become reachable during authentication procedure for the IP Based UE". Does this statement assume implicitely a similar architecture as for I-WLAN?

Can anyone clarify these points?

Shin (Fujitsu) comments:

I mean that the AAA server is a node authenticating access to

IP-CAN. In case of WLAN, it's 3GPP AAA server specified in

TS 23.234. In case of other IP-CAN, I think, there must also be

a corresponding node authenticating access to it. However I have

 to admit that the role of the AAA server and how to address it

in IP-CAN other than I-WLAN is unclear, though I agree that

in case of I-WLAN, AAA server is best place to detect UE access

as suggested by Vodafone. Therefore I'd like to propose to add a

note to idicate that this is FFS.

Attached is the revision 2 of S2-050375.

Rainer (Siemens) comments:

I am in principle fine with your changes. Nevertheless, I propose a rev3 with two changes:

- add a sentence to the description of the new referene point to clarify the tasks of the AAA server in I-WLAN

- change in figure 8.6 IWMSC to GMSC.

Hope this is ok for you.

Shin (Fujitsu) comments:

Thank you for your improvement on my rev2.

Certainly, rev3 you provided is fine with me.

Stephen (Ericsson) comments:

This email exchange has made me look deeper into this.  I interpret the change to assume that when the user is Authenticated at the IP level for I-WLAN, it indicates that the user is also reachable at the "messaging" application level here - I do not think that this is correct, as the device may be only connecting to I-WLAN for other reasons, or there could be a delay before the application level registration has been performed.

I think that the application level registration as described in section 8.1 of the report is required before initiating the SMS terminating procedures.   As such, it is not clear to me why the application level registration can't perform this function as already described in the TR, which would then enable this to work with other accesss as well.  We should be exploring approaches that can also work with IMS messaging, and indeed deffered messaging (if/when) it is introduced - and the same problem would have to be solved there as well.

As such, I am reluctant to have this approved at this stage, but will allow for the opporutnity for my concerns to be addressed before making that statement.

Rainer (Siemens):

after thinking more about that I tend to agree with Steve that we should not approve 375 for the time being and look for a more general solution in the next meeting. This solution should be tied to the application level registration.

Shin (Fujitsu):

Dear Steve and Rainer, Thank you for your comments.

I understand your concern.

I'll study this issue further and submit a contribution on this for next SA2 meeting

Withdrawn



	07.4
	S2-050379
	DISCUSSION
	CR, Interfacing to HLR for SMS delivery over IP access
	Vodafone
	
	
	
	Rainer (Siemens) proposes a rev1 with some corrections and clarifications on the text and the two figures.

Rev1 Approved


	07.4
	S2-050501
	TR
	TR 23.804, Support of SMS and MMS over generic 3GPP IP access
	Rapporteur
	
	
	
	to be generated after email approval; for email review

	07.4
	S2-050502
	OTHER
	Cover sheet for presentation of TR 23.804, Version 1.0.0
	SA2
	
	
	
	Yun Chao (Ericsson) indicated that in the cover sheet TS should be changed to TR; 

Stephen (Ericsson) feels that there is another outstanding item that needs to be addressed.  He proposes to add the following outstanding issue: co-existence and re-use of IMS messaging. A rev1 is provided.

Rev1 Approved


	07.6
	S2-050342
	DISCUSSION
	Emergency Services Requirements
	Ericsson
	
	
	
	Approved

	07.6
	S2-050343
	DISCUSSION
	High Level Procedures for IMS Emergency Calls
	Ericsson
	
	
	
	Tom (Lucent) had a few comments on the high level emergency services procedures document and two are technical in nature. He prefers to explore the procedures related to this prior to agreeing that this can be done. An attached rev1 proposes related changes.

Steve (Ericsson) indicates that Tom’s changes are acceptable to Ericsson.

Rainer (Siemens) agrees with Tom that some of the procedures mentioned in this contribution are not discussed in detail. He proposes additional modifications in a rev2.

Stephen (Ericsson) indicates that proposed rev2 is acceptable to Ericsson.

Tom (Lucent) indicates that proposed changes are fine for Lucent as well.

Rev2 Approved


	08.1
	S2-050431
	LS OUT
	[DRAFT]
 LS on status of 3GPP System PS domain services over WLAN 3GPP IP access in Rel-6
	SA2
	
	
	
	Approved

	8.2
	S2-050473
	CR
	Clarification on the handling of the CRF to the input from the AF
	Huawei
	23.125
	123
	Rel-6
	updated to show correct title and CR number in list:

Krister (Ericsson) believes that CR revision 0 is not aligned with the discussion at SA2#44 and proposes a rev1 that would be acceptable for Ericsson

Wu Yajuan (HUAWEI) thinks the revised documents of S2-050473 and S2-050355 are hard to be understood. Stage 2 specification should indicate the condition when this requirement can be implemented and the information that can be based to implement this requirement. So, if the first sentence is deleted, it is unclear about when the CRF can do the check and what information the CRF can use to do the check. The original sentence has clarified that the check of AF is based on the information received from the AF, if this is not reflected in the description, does it mean any new information may be needed in the future? It is not clear here. About the description of the condition that whether this check is executed or not is depending on the operator's configuration,  he would not mind to delete it if other delegates also accept it.

Krister (Ericsson) answers he tried to propose changes when issue was discussed at the SA2#44 meeting. He thinks his proposed changes are congruent with what SA2#44 agreed to. However it seems that by adding that the CRF should perform extensive packet filter functionality i.e. acting as an application level gateway could be something that is left for Release 7 to study further. It seems that the proposal adds new functionality to the CRF. He is not sure though if SA2 should take the sole responsibility for drafting such requirements it seems that the topic deserves to be studied from a security point of view.

Emily Wu (Huawei) comments:

Then let's get to the point. I also think this requirement is on a connection basis. This can be reflected from the description that the CRF executes the check when it recieves the information from the AF. It is the initiation of the establishment of a connection between the AF and the CRF. It is not contradicted. However, if this description is missing, the meaning is unclear on this aspect.

Also I do not think this requirement adds some new functionality to the CRF, it is just to indicate in this specification that if an operator wants to do more resitricted check to the AF, how can she realize this. And the detailed realization is based on the current information transfered from the AF to the CRF and the operator's policy.

Krister (Ericsson) comments:

I guess what you are proposing is that the CRF shall interpret the information received by the AF. That implies as far as I can understand that the CRF shall act as an application gateway.

I am not sure that we need to indicate that type of functionality in 3GPP standards. In my mind an operator may as well implement intrusion detection systems without any reference in 3GPP standards. Of course 3GPP standards shall not prohibit the use of application level gateways but I currently do not see the need to explicitly mentioned them. Instead I think it is adequate to make reference to the SA3 spec i.e. NDS/IP and apply the existing availabel trust domain concepts.

By introducing the ALG concept it seems that the current definition of the trust domain need to be amended e.g. what AF is trusted to send what information under what circumstances? Secondly have we a good detailed understanding what attacks we want to mitigate?

Emily Wu (Huawei):

I also think the security is needed, but it belongs to another scope and does not need to be described particularly in the FBC and PCC. However what I propose here, i.e. to check whether the information received on the Rx interface is the information that the AF has subscribed with the CRF's network operator, is related with the function entities in the FBC and PCC. It is why I think this requirement should be mentioned in the current specification but not in the security scope.

I think it is needed to describe this requirement in order for the operator to know, if this check is executed, when and how she can implement it. This implementation is particular to the FBC and PCC. Even the ALG concept is introduced, the description similar like this in the FBC and PCC specification is also needed.

About the last question, I think I had described it in the contribution: if the AF inputs unrelated information to the CRF, the process burden of the CRF will be huge and normal traffic will be affected. It should not happen, but if it happens, the consequence will be dangerous, the operator may like to take some actions to avoid such thing happening.

Krister (Ericsson):

Dear Emily and SA2

I agree that if an AF performs an attack on the CRF or the PCCN something need to be done. Should such an AF remain in an operators trust domain? I would have expected that such AF is not part of the trust domain and simply kicked out an no longer allowed to operate Rx towards the CRF/PCCN. This seems to be what we already support in the TS and seems to be adequate.

Your proposal suggests new functionality in the CRF i.e. the CRF shall check whether the information received from an AF is allowed or not. What information are we referring to? Something that an AF has subscribed to seems to indicate that you can differentiate what info AF#1 is allowed to send and what info AF#2 is allowed to send etc. Hence a CRF has different behaviour towards different AFs, and this is new functionality. I think that this is a category B type of CR and it is not what we agreed to at SA2#44.

Krister (Ericsson):

Dear Emily and SA2, I think it is a Cat B CR and a new feature in the CRF. As far as I remember the discussions at SA2#44 your CR is not aligned with the agreement at SA2#44.

Emily Wu (Huawei):

I had said about this that the operator may like to take some actions to avoid such thing happening. If this has happened, of course, the operator will kick out this AF. But this requirement is about what the operator can do before taking such repairation. It has not been described and should be mentioned in the FBC and PCC specification.

About another question, I think the CRF can base on the current information to check whether the information from an AF is allowed or not. Similar to the check of UE's IP address, it is not a new functionality in the CRF.

Emily Wu (Huawei):

About 355 and 473, I am not object to the revisions, but I think the original ones are more appropriated.

Rev1 Approved



	08.2
	S2-050479
	CR
	FBC flows for bearer event reporting
	Lucent
	23.125
	112
	Rel-6
	Approved

	08.3
	S2-050493
	DISCUSSION
	Characteristics of on-path and off-path QoS signalling solutions
	Ericsson
	
	
	
	Susana (Ericsson) provided the tdoc again by email.

Andy (Nortel) supports this version.

Susana (Ericsson) provides a rev1.

Arthur He (Huawei) comments:

I basiclly agreed with the R1 except a few comments below:

   1. In the first paragraph of the sction 5.6.1, it saids " It does not require any new implementation in legacy routers." But the next sentence is "The nodes in the network have to be configured to support the simple ECN or Diffserv remarking function". There are some conflicts between them. Not all the legacy routers support the simple ECN or even Diffserv remarking function. So I suggest that the first sentence should be deleted to avoi

d the confliction.

   2. In the third paragraph of the section 5.6.2, it saids "There is not standard protocol to support inter-domain solutions". But only current time there is not standard protocol to support inter-domian solutions, not there is always not standard protocol in future. And the next words "and the standardization of the protocol to support inter-domain solutions is depending on the progress in other standardization body (IETF, ITU-T or others

)" has described and clarified that their is not standard protocol to support inter-domain solutions yet. So I suggest that the first sentence should be deleted to avoid the repeating description.

    The attachment is the rev2 of this document as comments above.

Susana (Ericsson) comments:

We accept your second comment but prefer to retain the wording for the feedback based solution.

For your first comment, we still consider there is no need to implement anything in legacy routers. It is just enough to configure edge nodes and dimension the rest, legacy and non-legacy, provided they are not configured for this handling.

We prefer to retain the wording in rev1.

Regarding your second bullet, as indicated before, we can accept rewording of the paragraph.

This is reflected in rev3 as attached.

Shinichiro AIKAWA (Fujitsu) comments:

I support huawei's 1st comment.

Do we have common understanding on what functionalities and implementation legacy routers have?

If not, I think that this sentence should be deleted.

Susana (Ericsson):

Hi Shinihiro, Your reasoning is exactly the point. As long as we don't have a common understanding of the functionalities existing in the legacy routers, those, that cannot be configured for this behaviour, only have to be properly dimensioned.

Still, there is no need to implement anything in the legacy routers.

Shin (Fujitsu):

Hello Susana, Sorry, I couldn't understand your answer.

In my understanding, 'the links having nodes not configured

 that don $B!G (Bt support this functionality have to be dimensioned properly'

is not feedback based QoS solution. Feedback based QoS solution require

that the nodes in the network have to be configured to support the simple

ECN or Diffserv remarking function.

Is my understanding correct?

Susana (Ericsson):

Hi Shinihiro, I think this was discussed long during the meeting but, anyhow, the main characteristic of the feedback solution is that just some nodes (edge ones) in the network need to be configured for this mechanism. The rest of the nodes only need to be properly dimensioned, both legacy and non-legacy nodes.

So, no new implementation is needed for those legacy nodes.

Andy (Lucent):

Susana, I'm not sure I follow the logic that legacy routers don't need to implement anything. If there is a legacy router in the path and it becomes congested it has no way to signal this and so an apparently uncongested route (according to the ECN marking) might actually be congested. Dimensioning this legacy router so that it never becomes congested may be one way forward but of course it means that it would need to have more capacity than any of the new routers. If only edge routers support the congestion marking it would seem to mean that all the other routers in the network have to be over-provisioned.

Arthur He (Huawei):

Hi all, If all core routers are over-provisioned, the routers will be not congestion. Then the congestion feedback solution is no needed implemented. Even useing dimensioning, the routers along the flow path should be updated to adapt for the diffserv remarking or ECN function. So legacy routers along the flow path maybe should have some changes.

Susana (Ericsson):

End-to-end QoS in TS 23.107 and TS 23.207 uses DiffServ mechanisms, as SLAs, over statically dimensioned networks. 

The feedback based solution is based on such static provisioning, and QoS and proper provisioning of interior routers is ensured by SLAs. The mechanism become operative  by just configuring the edge nodes.

This is one of the main characteristics of the solution and Ericsson considers relevant the inclusion of such characteristic in the chapter.

The addition of the admission control function prevents packet loss and applies filtering to complete flows. This avoids IP packets to be randomly discarded by the current shapping functions.

Arthur He (Huawei):

Hello Susana and all,

   I see. You have presumed that the external IP network has already support the diffserv remarking or ECN and can ensure the QoS by SLA. In this case, I think your characteristic of the solution is right. But as I know, the external IP network maybe can not provide the QoS you want if it is deployed with legacy routers. Maybe the operators need establish a new static dimensioned external IP network with routers which have DiffServ remarkin

g or ECN and flow monitor function to meet the requirments of your solution.

Susana (Ericsson):

Hi Arthur and all,

In our understanding, ensuring QoS by SLAs is the formal practice for 3GPP networks operators so their requirements at interconnection are fulfilled.  

If the external IP network you mention were not able to provide the QoS requested by the 3GPP network operators, it would need to be provisioned accordingly. That is also a matter of agreements to be signed, in case that particular network would be listed as possible carrier.

That situation is also included in the characteristics chapter. 

Arthur He (Huawei):

   As discussed in previous emails about S2-050493, in order to realize "It does not require any new implementation in legacy routers.", so many restrictions should be presumed. And the text is not clear in that and easy to make misunderstanding. So I still prefer to delete that sentence and agree with rev2.

Yun Chao (Ericsson):

On behalf of our QoS Champion, (Susana Sabater), I would like to repeat the Ericsson position. We believe that the support of ECN or DiffServ remarking can be indicated by the SLAs agreed between operators. If ECN or DiffServ remarking would not be able to be supported then Overprovisioning can applied. Therefore no new functionality needs to be implemented in current legacy routers but needs to be properly configured or dimenshioned. 

Ericsson would like to indicate that only rev 1 or rev 3 would be acceptable. 

Arthur He (Huawei):

Hi Yunchao and all, I agree with your explaination, but in rev3 it is not said and explained clearly as you said. The original texts make many people misunderstanding as we see in the email discussion. So I suggest to delete the sentence and select rev2. And remained words in rev2 have already described your idea and make no misunderstanding.

Yun Chao (Ericsson):

Sorry to be this late for you in China (1:00 AM). No rev2 is neither satisfactory for us. We need to have some wording but deadline for new revisions are already passed. Sorry to be stuburn.

Arthur He (Huawei):

Hi Yunchao and all,

   If the correction can be done by your company later, I will agree with your rev3.

Yun Chao (Ericsson):

Ericsson will provide a contribution to the Beijing Meeting to improve the text as we seems to have an agreement of everybody. I apprececiate very much the flexibility of Arthur. 

The clarfication will be in line with what we have stated before:

We believe that the support of ECN or DiffServ remarking can be indicated by the SLAs agreed between operators. If ECN or DiffServ remarking would not be able to be supported then Overprovisioning can applied. Therefore no new functionality needs to be implemented in current legacy routers but needs to be properly configured or dimenshioned. 

Rev3 Approved



	08.3
	S2-050494
	DISCUSSION
	Message Flows for TR23.802
	Huawei, China Mobile
	
	
	
	Arthur He (Huawei) provided the tdoc

Mirko (Siemens):

please find attached a proposed revision for S2-050494. 

The wording of some steps in the message flows was improved by some small changes and two notes were added that certain messages may be exchanged in parallel.

Rev1 Approved


	08.3
	S2-050503
	
	Cover sheet for presentation of TR 23.802
	Rapporteur
	
	
	
	Missing, Email discussion, cover sheet can be prepared during email approval independent from parallel email discussion on TR 23.802

Magnus (chairman):

It seems that the discussion is converging to a conclusion. I would propose that we conclude the following:

1, The e2e QoS TR 23.802 is not sent to SA plenary for information at this stage

2, We take note of document S2-050503 and the comment provided by Balazs (i.e. the document is marked as noted and Balazs comment is added in Franks email approval document)

Balazs (Nokia):

Not sure it's worth arguing over this magic number of 50% readiness... The main goal of presenting a deliverable to TSG-SA for information is to give a heads up to the whole of the 3GPP community that certain work is ongoing and has reached the status of high level maturity of the main concepts. I.e. to make the work known to a wider audience.

Personally, I would think that presenting a deliverable for information to SA makes the most sense when SA2 already has already developped a consolidated idea of how the finalization of the work is going to shape up. There may still be some contentious issues at that point, but these should be specific technical points.

In the case of 23.802, I'm still sort of missing the high level intention and justification as a whole. I was hoping that as the TR shapes up, it will initially focus on identifying if there is anything really missing from the current 3GPP QoS architecture. As you might have noticed, there weren't too many Nokia contributions on this TR so far, simply because we do not see what's missing...

A big chunk of the TR seems to deal with controlling QoS on the Interconnect. This has traditionally been a GSMA territory, and there are well defined concepts developped by GSMA for GRX today how to deal with this issue (e.g. mapping of UMTS QoS traffic class to DSCP on Gi, etc...). Hence, I would have thought that if there is something indeed missing around this area we should have gotten some input from GSMA. 

Please don't take the above points as either for or against presenting 23.802 for information at this point. It's merely a summary of our understanding around this work, and an attempt to point out that there is a long way ahead of us if we want to work 23.802 towards usefull conclusions...

Presenting 23.802 for information at this point does not bring it any closer nor further away from completeness...

Noted



	09.1
	S2-050496
	WID
	WID for Enhancement of I-WLAN Scenario 3
	Samsung, Fujitsu, T-Mobile International, Orange, LG Electronics, NEC
	
	
	
	Balazs (Nokia) thinks clause 4 correctly identifies the Objectives for this new WID. Other sections need some minor alignments to bring them in sync with the Objective section. He doesn't think these Objectives justify a separate TR, but understands the majority was leaning towards this approach. A rev1 is proposed.

Sabine (T-Mobile) agrees with Balazs’ changes in section 3 and 10. But does not agree to the changes in section 14b, as the requirement for QoS for 3GPP-WLAN Interworking originates from the SA1 requirement, which was generated under the SA1 WI for 3GPP system - WLAN Interworking. As discussed in the last meeting, the scope of the new WID complements the scope of the two existing WIDs of End to End QoS and Evolution of Policy Control and Charging. Therefore I don't understand why you propose to have these two WIs as parent to the newly proposed WI for Enhancements to support QoS provisioning over 3GPP/WLAN Interworking.

Wenlin (Huawei) comments:

As we discussed during the meeting: firstly, we should investigate the necessity, reliability of the possilble/appliable QOS mechnism between the WLAN UE and PDG, to which extent the QOS can be assured and the possible impact to the PDG and WAG,or even the AAA server/proxy. This can be the objective of this WID or a contribution if it is believed can be clarified with one or several contributions.

Then, basing on the above study, the impact on PCC and E2EQOS will be clearer to investigate, we can study what are the special points of 3GPP-WLAN, need to be addressed in the PCC and E2EQOS WI.

I propose to clarify the objective of this WID as:

"

Investigates the necessity, reliability of the appliable QOS mechnism between the WLAN UE and PDG, and the possible impacts to the 3GPP-WLAN interworking entities.

"

The two objectives in the current 496 should be study after this achieved.

Sabine (T-Mobile)  provided rev2 based on Wenlin's and her input.

Balazs (Nokia) comments:

Just to clarify the reason for the proposed changes in 14b, I don't think it is feasible from a 3GPP work plan perspective to add a new building block to a froozen feature. The "3GPP system - WLAN Interworking" feature is froozen in Rel6, hence I don't think it is possible to add any new building blocks to it anymore. I thought it was fairly straightforward to add building blocks to the 2 relevant Rel7 features, and thereby making sure we track the progress of this new WID in separate lines of the MCC workplan. 

In case you're happy with this clarification, I'm hoping that my suggested changes to 14b would also become acceptable. I think it's important to get these work planning aspects right for SA, otherwise questions might be raised there by longtimer 3GPP gurus...:-)

Perhaps Magnus has some suggestions on this???

Johannes (T-Mobile) comments:

in principle WI are release independent.

Additionally if you look at the workplan there are already 2 building

blocks for Rel7 under the parent feature 3GPP-WLAN interworking, i.e.

'31057 Session continuity' and '13022 Diameter on teh PDG Wi interface'.

So I see no problem to finalize this building block in Rel7 under the

parent feature.

Probably MCC can give more detailed guidance on this from a procedural

point of view.

Osok (Samsung) comments:

I found some grammatical errors in section 4 of Rel-2, so here I suggest

minor correction for the text as follows.

4  Objective

- Investigate the necessity and reliability of the applicable QoS

mechanism between the WLAN UE and PDG, and the possible impacts to the 3GPP-

WLAN interworking entities.

- Ensure that the architecture for 3GPP/WLAN interworking defined

by TS 23.234 is supported by the following QoS-related mechanisms being

developed in 3GPP:

   a. E2E QoS architecture being studied in TR 23.802

   b. Policy and charging evolution capabilities being studied in TR

23.803.

Balazs (Nokia):

Dear Sabine, all, Based on some offline clarification activities over the past day, I would like to propose keeping Section 14b of the WID open for now, and let TSG-SA fill it in based on overall 3GPP Work Program review.

Attached is rev3 that implements this proposal on top of rev2.

Rev3 Approved
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