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1. Introduction

This contribution discusses and proposes some requirements tailored for the PCCN and the GW.

2. Discussion

The current version of the TR 23.803v030 stipulates that the PCC architecture shall be able in an optimal fashion to provide with a single set of filters used for both policy control and flow based charging. There are currently two available binding mechanisms that may be used i.e. TFT based or Authorization token based. It is proposed in this contribution that these two cases are considered. Further the GW needs to ensure that if e.g. time based charging is utilised that if the gate is closed and the flow is discarded then the GW shall stop counting.

3. Proposal

Ericsson suggest that based on the discussion above that the following requirements are implemented in the TR 23.803.

******* First change ******

3.1.1 4.2.0
General

The SBLP and FBC architectures each provide a set of data flow filters, and associated rules / instructions to the Gateway (e.g. to the GGSN). The Gateway then uses these filters to perform policy control and flow-based charging functions, respectively. To optimize the handling of IP packet filters in the Gateway, it shall be possible for the PCC architecture to provide a single set of filters to the Gateway that would be used both for policy control and/or flow-based charging.

The SBLP and FBC architectures each provide an interface for Application Functions so that AFs can provide service related information that serve as input for policy control and flow based charging, respectively. To optimize the handling of service related information in the network, it shall be possible to use a single interface for AFs to provide this information.

For policy control over Go the binding mechanism, as specified in 23.207, uses an Authorization Token and one, or more Flow Identifiers. An important role for the token is to provide address information to the GGSN for finding the PDF that issued the token, thus being the node to contact for seeking authorization for the flows described by the Flow Identifiers. The Flow Based Charging architecture ensures that both the TPF and an AF, which requires information being provided to the CRF for the user session, contacts the same CRF. For Flow Based Charging, the TPF contacts the CRF based on the network connected to (i.e. APN) and the AF contacts the CRF based on the end user (IP) address as experienced at the AF.
The PCC shall re-use of the AF -> CRF addressing mechanism of Flow Based Charging for AF -> PCCN addressing. As the Flow Based Charging solves the problem of TPF finding the same CRF as the AF contacts, the GW shall use the same addressing mechanism as the TPF uses finding the CRF in Flow Based Charging Rel-6.

******* Second change ******

4.2.3

Functional elements

4.2.3.1
Policy and Charging Control Node (PCCN)

The PCCN encompasses policy control and flow based charging functionalities, and provides for a single point of control regarding QoS policy and flow based charging towards the Gateway.  

When the PCCN receives service information from the AF, depending on the network operator’s configuration, the PCCN may check whether the AF is allowed to pass the application/service information to the PCCN.
The PCCN shall indicate to the GW what functionality to be used i.e. flow based charging, policy control, QoS control, gating etc. For backward compatibility reasons the PCCN shall base the rules upon the charging rules from TS 23.125, which are expected to be extended in a Gx+ context. 
The PCCN shall stipulate how a certain IP flow that is under policy control shall be treated in the GW, e.g. allowed/not allowed on a PDP context, discarded etc. and ensure that the GW handles filters with the precedence needed. Policy control must be supported also for PDP Contexts that have been activated through a PDP context activation procedure. Such policy control can be based on the FBC mechanisms, as specified in TS 23.125 [3]
Editors note: It FFS if there is a need for a mechanism to inform the UE if for UL traffic filter rules traffic is discarded to enable stopping the UE continue to send such traffic.

Editors note: It is FFS how maximum/minimum QoS values for a service session shall be handled by the PCC architecture.
4.2.3.2

Gateway (GW)

The Gateway encompasses policy control and flow based charging related functionalities. It provides QoS control of the traffic, and provides flow-based packet counting functionalities, FBC policy functions along with online and offline charging interactions.
A GW operating Gx+ shall ensure that IP flows on PDP contexts, which are under policy control and flow based charging is not charged for when the gates are closed and the flows are discarded. Hence for a QoS Removal Commit when the flow is put on hold the GW shall stop counting for both volume and time based charging.
If an IP flow is under policy control the GW shall allow the IP flow to pass through the GW if and only if the gate is open. Note that if the GW receives an authorization token that the GW shall transport it to the PCCN over Gx+.
The GW shall for IP flows that are controlled by FBC mechanisms allow the IP flow to pass through the GW if and only if there is an active rule on that PDP context, cf. TS 23.125 [3].
4.2.3.3 

Application Function (AF)

The Application Function (AF) is an element offering applications that require the control of IP bearer resources. The AF is capable of communicating with the PCCN to transfer dynamic service information, which can then be used for selecting the appropriate charging rule and service based local policy by the PCCN. One example of an AF is the P-CSCF of the IM CN subsystem.

An AF may communicate with multiple PCCNs. The AF contacts the appropriate PCCN for a user at any time based on UE identity information.

