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Discussion

In Europe as well as in the US it is a mandatory requirement to support routing the "standard emergency call" to a Public Safety Answering Point (PSAP) before this call will be transferred to one of the emergency control centres. Direct routing of an emergency call to an emergency control centre is a national option in Europe and a mandatory requirement in some other countries. Both situations have to be considered in this specification. At present only the direct routing to the emergency centre is described.
For information, ETSI specified this functional architecture in ETSI SR 002.180. This can be mapped to different physical scenarios. 
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Proposal

Where appropriate, PSAP should be added to TR 23.867 v0.8.0. The following changes are proposed for the TR.
***************************** BEGIN OF CHANGE ****************************
3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

Abbreviation format

<ACRONYM>
<Explanation>
PSAP
Public Safety Answering Point
4.1.1
Requirements for IMS Emergency Sessions

The solution for emergency sessions in the IMS shall fulfil the following capability requirements:

1.
A CS capable UE shall use the CS domain for emergency services, if it is not explicitly guided by the network operator to use the PS domain.
2.
It should be independent from the used underlying IP connectivity network with respect to the detection and routing of emergency sessions. This includes the support for cellular access network, and fixed broadband access amongst others.
3.
Any kind of emergency numbers, all kinds of emergency SIP URIs and special indications for emergency sessions within the SIP signalling must be supported (especially IETF proposals on addressing should be taken into consideration). 

4.
Emergency sessions should be prioritized over “ordinary” sessions by the system.

5.
Setup of IMS emergency sessions shall be possible for users with a barred public user identity.

6.
The primary solution shall be that the UE can detect an emergency session (e.g. by evaluating the SIP-URI or the dialled number) by itself and indicates the emergency session to the network. But the specification must also support cases where the UE can’t detect an emergency session.

7.
The solution must work in case the UE has a UICC card and is registered to the IMS or not, as well as in the UICC-less case. In the UICC-less and non-registered cases it must be possible to setup a bearer in the IP connectivity network and session setup must be possible without an existing security association between UE and P-CSCF.

8.
It must be possible to reject requests of an UE without UICC to establish bearer resources and attempts to make emergency sessions in networks where UICC-less emergency calls are not to be supported.
9.
Emergency Service is not a subscription service and therefore will normally be supported entirely in the visited network and provided without interaction with a “Home” network in a roaming case, whether or not the UE is registered. The CSCFs providing service for emergency sessions may be different from the CSCFs involved in the other IMS services.

10.
If an emergency session establishment request is routed via a P-CSCF located in the home network, the home network should be able to detect that the session is for emergency service (whether indicated as such or not) and respond to the UE indicating that the UE should initiate an emergency session in the visited network (e.g. via the CS domain of the visited network). 

11.
Emergency centers and PSAPs may be connected to the PSTN, CS domain, PS domain or any other packet network.

12.
Emergency centres and PSAPs shall be able to call back the user.

13. If supported, the visited network may download emergency numbers to the UE, using, for example, procedures as described in TS 24.008 or other procedures provided by the used access network, in order to ensure that local emergency numbers are known to the UE.  

14. For GPRS access a globally dedicated APN shall be used to indicate emergency access to PS domain.

15.
The IMS core network shall be able to transport information on the location of the subscriber.

Editor’s note: The need to authenticate and validate the used identifiers in the case that a UICC is used requires further study.
Editor’s note: The need for the IMS to retrieve location information from the access network (e.g. fixed broadband access) is for further study.
The solution for emergency sessions shall also fulfil the following architectural requirements:

1.
The architecture for Emergency Service should be driven by the specific capabilities requirements. Specification should minimize the changes to existing IMS architecture and procedures, and re-use existing IMS functional entities. However the specification should not be constrained by the existing functional entities.

2.
The architecture should take into account that it may be possible to make emergency calls on other media than voice. It needs to take account support, for example, the deaf and hearing-impaired using a text phone that might generate information, for example, using IMS messaging procedures. There may also be a need to work with phones that attempt the emergency call as a video telephony call.

3.
Emergency service delivery via the PS domain may benefit where only some dedicated GGSN are equipped for specialised emergency handling. Globally dedicated emergency APN may be configured in the SGSN and GGSN and provided to the UE in order to support emergency services over the PS domain based on the requirements defined in section 4.1.1.

4.1.2
Procedures for SIP Emergency Session Establishment

It shall be possible for the network to discriminate between emergency sessions and other sessions. This shall allow special treatment (e.g. with respect to filtering, higher priority, routing, QoS) of emergency sessions.

If a visited network can support PS emergency service, the emergency session should be setup in the visited network whether or not UE is registered in IMS in the home network. 

The P-CSCF in the visited or home network is the IMS network entity, which always detects an emergency session. The UE is informed about the P-CSCF address in the visited network when activating a PDP context for emergency use. The P-CSCF in the visited network should route the corresponding request to an S-CSCF in the visited network, which is able to handle emergency sessions. A P-CSCF in the home network should respond to the UE indicating that the UE should initiate an emergency session in the visited network (e.g. via the CS domain of the visited network). 

The S-CSCF shall route the emergency request directly to an emergency centre/PSAP or BGCF based on location information provided by the UE and additionally other information such as type of emergency service in the request. If the request is destined for a BGCF, the S-CSCF shall translate the received SIP-URI or Tel-URL based on location information and additionally other information such as type of emergency service into a number, which is routable in the PSTN or CS domain. This routable number is forwarded to the BGCF and should have the same format as used for CS emergency calls. If required by regulations, determination of the emergency center or PSAP may also be based on location information provided by the network (e.g., Location Services).

4.6
LCS function

Editor's note: This clause contains only LCS function use in emergency services in GPRS access case.

In order to provide LCS information of a UE to an emergency centre or PSAP, the following procedure related to location services (LCS) may be used for emergency service.

At any time after detecting an emergency situation (i.e., after emergency Attach, Service Request for emergency, PDP context activation towards emergency APN or SRNS relocation or RAU towards a new SGSN), SGSN may initiate Packet Switched Network Induced Location Request (PS-NI-LR) procedure.

As an alternative, Packet Switched Mobile Terminated Location Request (PS-MT-LR) procedure may be used for emergency service. No change is requested to the procedure itself, except PS-MT-LR location request will be initiated by emergency services LCS client through GMLC to the SGSN. The overall LCS procedure is described in the LCS stage-2 specification, see 3GPP TS 23.271.
4.7.1
UE Detectable Emergency Session

The following flow contains a high level description of the emergency service procedures performed when the UE can detect the emergency session is being requested.
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Figure 4.3: Terminal Detected Emergency Calls

The following steps are performed:

1.
The UE detects the request for the establishment of an emergency session.

2.
In the case that the UE has insufficient resources or capabilities to establish an emergency call due to other ongoing sessions then the UE should terminate the ongoing communication and release reserved bearer resources.  In the case of GPRS this implies e.g. to release a PDP context.

3.
In the case that bearer registration is required and has not been performed, the UE shall perform bearer registration to the IP-CAN.  In the case of GPRS, the bearer registration is the PS-attach procedure.  If the UE is already registered or attached to the IP-CAN, then the bearer registration procedures are not required to be performed.
Depending on the IP-CAN, the UE may be assigned an IP address at this stage.

4.
In the case that bearer resources for the transport of the IMS related signalling are required to be reserved in the IP-CAN, the UE shall reserve the resources in the IP-CAN. The UE shall provide an indication that this is for an emergency service.
In the case of a GPRS network, the bearer resource request procedure is the PDP context Activation Procedure, and a globally dedicated emergency APN is used as indication for an emergency request.
If the IP-CAN does not provide an IP address to the UE in step 3, then the IP-CAN shall allocate an IP address to the UE during the bearer resource request procedures.

5.
UE performs a P-CSCF discovery procedure, where the UE discovers a P-CSCF in the local network suitable for use in emergency sessions.

6.
UE initiates an IMS registration by providing the IP address obtained at step 3 or step 4 to the P-CSCF selected at step 5. The IP address used for signalling purposes is allocated in association with step 3 or step 4.  The IMS registration request shall include an indication that this is for emergency services.

When the network receives an IMS registration request with an emergency service indication the network should ignore roaming restrictions.

In the case that no UICC is in the UE, then the UE shall use a default emergency public user identifier and a default emergency private user identifier in the application registration process. When the P-CSCF receives an IMS registration request with an emergency indication and the default emergency public user identifier and default emergency private user identifier and anonymous emergency sessions are allowed (e.g. UICC-less emergency sessions) then the P-CSCF shall continue with the registration process. In this case the P-CSCF shall select a S-CSCF in the local network suitable for emergency sessions to forward the IMS registration signalling to. In this case, the Emergency S-CSCF shall accept the registration without authenticating the UE.
In the case that anonymous emergency sessions are not allowed, and the UE initiates an IMS registration procedure with an emergency indication together with the default emergency public user identifier and default emergency private user identifier, the network shall reject the attempt for IMS registration with sufficient information to inform the UE that the application level registration will not succeed.

Editor’s note: The need and means to perform the registration/authentication in the case of IMS emergency sessions (with and without UICC in the UE) is for further study.
7.
The UE shall initiate the IMS emergency session establishment using the IMS session establishment procedures containing an emergency session indication.

-
The UE shall send an IMS session establishment request to the P-CSCF containing the specific public user identifier or containing the default emergency public user identifier (for the case of an anonymous emergency session) and an indication that this is for an emergency session establishment.

-
Upon the reception of the emergency session initiation request, the S-CSCF shall route the signalling towards the emergency centre or the PSAP.
If the PSAP/emergency centre contains a point of presence within the IMS connectivity network, the S-CSCF shall forward the emergency session initiation request directly to the PSAP/emergency centre.
If the PSAP/emergency centre has its point of presence in the PSTN/ISDN network or the CS domain, the S-CSCF shall forward the signalling to a MGCF (maybe via a BGCF).  The MGCF will insert any available location information in the PSTN/CS signalling (this may require an additional location request enquiry).

Editor’s note: The handling and structure of location information in the case of fixed broadband access is for further study.

Whether the procedures are activated individually by the UE or some of them are performed automatically depends on the implementation of the terminal and on the UE’s configuration. For instance, the multimedia application in the UE could start the application level registration and steps 2-4 would have to be executed in response to support the operation initiated by the application. Interaction with the UE may happen during these steps.

4.7.2
Non UE detectable Emergency Session

The following flow contains a high level description of the emergency service procedures performed when the UE does not detect that the emergency session is being requested.

As the UE could not detect the emergency session, the session establishment request will be sent to the P-CSCF as per a normal session establishment procedure.

In the case that the P-CSCF can detect that that this is a request to establish an emergency session, then the following shall apply:

In the case that the P-CSCF is in the visited network:

-
The ability of a normally assigned visited network P-CSCF to handle the emergency session is for further study.

In the case that the P-CSCF is in the home network and the subscriber is roaming:

-
Upon the reception of the session initiation request, the P-CSCF, upon detecting that this is an emergency request will reject the session initiation request with an indication that this is for an emergency session.

-
When the UE receives the session rejection with the indication that the session initiation was for an emergency service, then the UE would initiate the “UE Detectable Emergency Session” described in sub-clause 4.7.1 above.

In the case that the P-CSCF does not detect that that this is a request to establish an emergency session, and the S-CSCF does detect that this is a request to establish an emergency session, then the following shall apply:

In the case that the subscriber is roaming:

-
Upon the reception of the session initiation request without an emergency service indication, the S-CSCF, upon detecting that this is an emergency request will reject the session initiation request with an indication that this is for an emergency session.

-
When the UE receives the session rejection with the indication that the session initiation was for an emergency service, then the UE would initiate the “UE Detectable Emergency Session” described in sub-clause 4.7.1 above.

In the case that the subscriber is at home:

-
Upon the reception of the emergency session initiation request, the S-CSCF shall route the signalling towards the emergency centre or PSAP.
If the PSAP/emergency centre contains a point of presence within the IMS connectivity network, the S-CSCF shall forward the emergency session initiation request directly to the PSAP/emergency centre.
If the PSAP/emergency centre has its point of presence in the PSTN/ISDN network or the CS domain, the S-CSCF shall forward the signalling to a MGCF (maybe via a BGCF). The MGCF will insert any available location information in the PSTN/CS signalling.

5.2.2
Serving-CSCF

Editor's note: This clause is planned to contain the required changes for S-CSCF functionality.

Emergency Session establishment:

· Receive an emergency session establishment request from a P-CSCF.

· Route emergency session establishment requests to an appropriate destination (e.g. PSAP/emergency centre or BGCF) based on location information and additionally other information such as type of emergency service in the request.

· If the emergency request has to be routed to an emergency centre or PSAP in the GSTN (PSTN or CS domain), translate the received SIP-URI or Tel-URL based on location information and additionally other information such as type of emergency service in a number that is routable in the GSTN. Forward the request including this number to a BGCF. This number shall have the same format as used for CS emergency calls.

Based on operator policy, the S-CSCF may respond to the emergency session request from the UE with indication to establish the session in the CS Domain.

5.3

Procedures for IP multi-media sessions

Editor's note: This clause is planned to contain the session flows between mobile users and an emergency centre or PSAP.

5.3.1.1

PSAP / Emergency center connected via IP using SIP 

The following emergency session flow assumes a scenario when an emergency center or PSAP has IP connectivity and behaves as a SIP user agent.
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Figure 5.1: Emergency session establishment – emergency center/PSAP that supports SIP

1. In order to establish an IMS emergency session the UE must have an IP-CAN Bearer to be used for IMS related signalling and must have discovered a P-CSCF. P-CSCF discovery should use the PDP Context Activation mechanism where the P-CSCF address is sent to the UE in the Activate PDP Context Accept message.

2. UE sends the SIP INVITE request, containing an initial SDP, to the P-CSCF. The initial SDP may represent one or more media for a multi-media session. The SIP INVITE shall contain location information and it shall contain an emergency session indication when the UE has detected the emergency session itself.

3. When the P-CSCF receives an emergency SIP INVITE request it forwards the SIP INVITE request to a pre-configured S-CSCF in the same network. If an emergency indication was not set by the UE, then the P-CSCF returns a 380 (Alternative Service) response with the type set to “emergency”.

4. The S-CSCF uses the location information to identify the correct PSAP or emergency center. The S-CSCF then forwards the request towards the PSAP / emergency center including the location information.

5. The PSAP/emergency center determines the subset of the media flows proposed by the originating endpoint that it supports, and responds with an Offer Response message back to the originator. The SDP may represent one or more media for a multi-media session. This response is sent to the S-CSCF.

6. The S-CSCF forwards the Offer Response message to the P-CSCF.

7. The P-CSCF authorises the resources necessary for this session. The Authorization-Token is generated by the PDF.

8. The Authorization-Token is included in the Offer Response message. The P-CSCF forwards the message to the originating endpoint.

9. UE decides the offered set of media streams for this session, confirms receipt of the Offer Response and sends the Response Confirmation to P-CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response received in Step 8 or a subset. If new media are defined by this SDP, a new authorization (as in Step 7) will be done by the P-CSCF(PDF) following Step 15. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P-CSCF(PDF) to repeat the Authorization step (Step 7) again.

10. UE initiates resource reservation for the offered media.

11. The P-CSCF forwards this message to the S-CSCF.

12. The S-CSCF forwards this message toward the PSAP/emergency center.

13. The PSAP/Emergency center responds to the Response Confirmation with an acknowledgement. If Optional SDP is contained in the Response Confirmation, the Confirmation Ack will also contain an SDP response.

14. The PSAP/emergency center initiates the reservation procedures for the resources needed for this session.

15. The S-CSCF forwards the response to the P-CSCF.

16. The P-CSCF forwards the response to UE.

17.-19. When the resource reservation is completed, UE sends the successful Resource Reservation message to the terminating endpoint, via the signalling path established by the INVITE message. The message is sent first to the P-CSCF.

20. The destination user may be alerted of an incoming session setup attempt.

21.-23. The PSAP/emergency center responds to the successful resource reservation and the message is forwarded to the originating end.

24.-26. The PSAP/emergency center may have alerted the user and may be waiting for an indication from the user before completing the session. If so, it indicates this to the originating party by a provisional response indicating Ringing. This message is sent to the S-CSCF and along the signalling path to the originating end.

27. The UE indicates to the originating user that the destination is ringing

28. When the destination party answers, PSAP/emergency center sends a SIP 200-OK final response to the S-CSCF.

29. The PSAP/emergency center starts the media flow(s) for this session.

30. The S-CSCF forwards the 200-OK to the P-CSCF

31. The P-CSCF indicates the resources reserved for this session should now be approved for use.

32. The P-CSCF sends a SIP 200-OK final response to the session originator.

33. The UE starts the media flow(s) for this session.

34.-36. The UE responds to the 200 OK with a SIP ACK message sent along the signalling path.

5.3.1.2
PSAP/Emergency center located at the GSTN

This procedure applies when an emergency center or PSAP is located at the GSTN (in the PSTN networks or CS domain).
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Figure 5.2: Emergency session establishment – PSAP/emergency center located at the PSTN

1. In order to establish an IMS emergency session the UE must have an IP-CAN Bearer to be used for IMS related signalling and must have discovered a P-CSCF. P-CSCF discovery should use the PDP Context Activation mechanism where the P-CSCF address is sent to the UE in the Activate PDP Context Accept message.

2. UE sends the SIP INVITE request, containing an initial SDP, to the P-CSCF. The initial SDP may represent one or more media for a multi-media session. The SIP INVITE shall contain location information and it shall contain an emergency session indication when the UE has detected the emergency session itself.

3. When the P-CSCF receives an emergency SIP INVITE request it forwards the SIP INVITE request to a pre-configured S-CSCF in the same network. If an emergency indication was not set by the UE, then the P-CSCF returns a 380 (Alternative Service) response with the type set to “emergency”.

4. The S-CSCF uses the location of the UE to identify the next hop. The S-CSCF determines that this is for the PSTN, and passes the request to the BGCF. To route the emergency call through the GSTN to the correct PSAP or emergency centre the S-CSCF translates the received SIP-URI or Tel-URL based on the location of the UE and additionally other information such as type of emergency service into a routable number. The S-CSCF may e.g. send this number as a Tel-URL to the BGCF. This number shall have the same format as used for CS emergency calls.

5. The BGCF forwards the request to the MGCF.

6. MGCF receives an INVITE request, containing an initial SDP and it initiates a H.248 interaction to pick an outgoing channel and determine media capabilities of the MGW.

7.-9. MGCF determines the subset of the media flows proposed by the originating endpoint that it supports, and responds with an Offer Response message back to the originator.

10. The P-CSCF authorises the resources necessary for this session. The Authorization-Token is generated by the PDF.

11. The Authorization-Token is included in the Offer Response message. The P-CSCF forwards the message to the originating endpoint.

12. UE decides the offered set of media streams for this session, confirms receipt of the Offer Response and sends the Response Confirmation to P-CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response received in Step 11 or a subset. If new media are defined by this SDP, a new authorization (as in Step 10) will be done by the P-CSCF(PDF) following Step 21. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P-CSCF(PDF) to repeat the Authorization step (Step 10) again.

13. UE initiates resource reservation for the offered media.

14. The P-CSCF forwards this message to the S-CSCF.

15. The S-CSCF forwards this message to the BGCF.

16. The BGCF forwards this message to the MGCF.

17. MGCF initiates a H.248 interaction to modify the connection established in step #6 and instruct MGW to reserve the resources necessary for the media streams.

18.-22. MGCF responds to the offered media towards the originating party.

23.-26. When the resource reservation is completed, UE sends the successful Resource Reservation message to the terminating endpoint, via the signalling path established by the INVITE message. The message is sent first to the P-CSCF.

27. MGCF sends an IAM message to the PSTN. 

28.-31. MGCF sends response to the successful resource reservation towards originating end.

32. The PSTN establishes the path to the destination. It may optionally alert the destination user before completing the session. If so, it responds with an ACM message.

33.-36. The PSAP/emergency center may have alerted the user and may be waiting for an indication from the user before completing the session. If so, it indicates this to the originating party by a provisional response indicating Ringing. This message is sent along the signalling path to the originating end.

37. The UE indicates to the originating user that the destination is ringing.

38. When the destination party answers, the PSTN sends an ANM message to MGCF.

39. MGCF initiates a H.248 interaction to make the connection in the MGW bi-directional.

40.-42. MGCF sends a SIP 200-OK final response along the signalling path back to the session originator.

43. The P-CSCF indicates the resources reserved for this session should now be approved for use.

44. The P-CSCF sends a SIP 200-OK final response to the session originator.

45. The UE starts the media flow(s) for this session.

46.-49. The UE responds to the 200 OK with a SIP ACK message sent along the signalling path.

***************************** END OF CHANGE ****************************
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