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Introduction

The objective of the feasibility study on 3GPP System Architecture Evolution is to develop a framework for an evolution or migration of the 3GPP system to a higher-data-rate, lower-latency, packet-optimized system that supports, multiple RATs. The focus of this work is on the PS domain. 

From service and general architecture point of view AIPN and the WID give sufficient high level requirements. For the design of the architecture a number of more detailed questions need to answered. This paper lists such questions. It is proposed to discuss these questions. If an answer can be agreed it should be added to TR requirements section. Otherwise the question should be captured until answered and an appropriate requirement is established or found as not necessary.

5
Requirements on the Architecture

· How do UEs discover Access Systems and corresponding radio cells ? Autonomous per Access System and the UEs scans/monitors any supported Access System to discover Systems and cells. Or, do Access Systems advertise other Access Systems to support UEs in discovering alternative Access Systems ? How is such advertising performed (e.g. system broadcast, requested by UE, …) ? How do these procedures impact battery lifetime ?

· In case Access Systems advertise other Access Systems: will any Access System provide seamless coverage (avoiding loss of network/network search), or is a hierarchy of Access Systems needed  to  provide seamless coverage for continuous advertisement ?

· Is user access control/authentication per access system or more centralized for multiple access systems ?

· How are Access Systems, PLMNs and operators discovered and selected ? Can a UE access/attach multiple PLMN/operator in parallel ? If yes, how many ? Or, has a UE to select the same PLMN/operator for each Access System in case the UE accesses/attaches multiple Access systems in parallel?

· How many identities and temporary identities has a UE/subscriber? For every Access System another identity? In case of multiple identities: is user context transfer and identity translation required at a change of the Access System to avoid re-authentication?

· In case a UE accesses/attaches multiple Access Systems in parallel: how does reservation of guaranteed resources work? Are multiple reservations in parallel required (same resource on every Access System) to allow for fast change between Access Systems ? Or, does a mobility/handover mechanism reserve resources during the mobility/handover process ?

· Shall inter Access System mechanisms and signaling for load sharing and mobility be generic for all Access Systems or peer-to-peer between Access Systems ?

· Will any Access Systems have an idle or paging mode ? And, shall the wake-up work over multiple Access Systems (e.g. paging in multiple Access Systems in parallel) ?

· Are User or UE access and service rights specific per Access Systems or common for all or multiple Access Systems ?

· How many network nodes are between UE and top level mobility anchor ? And is there only one set traffic plane functions for user data (policing and charging) ? Or, may the traffic plane functions change during an ongoing service because of an Access System change?

· Are there layers of multiple Access Systems in same physical location required ? And how dynamic do UEs change between different Access Systems in the same location in idle and in connected mode? What signaling traffic is acceptable during such mobility (e.g. signaling via HPLMN) and how does it influence system performance and QoS (e.g. packet loss / service interruption during change of Access System)?

· May functions be transferred to application/services level (e.g. mobility supported by IMS services) ? If yes, to which extent is this feasible for application/services ?

· Does every Access System provide its own security mechanisms (encryption, integrity) ? Is a parameter mapping between different security mechanisms possible? Or, can security associations be established in parallel to ongoing services ?

· How is data compression provided for the different access systems ? And how re-synchronizes compression when the access system changes ?

