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Introduction

One of the objectives of the ‘3GPP System Architecture Evolution’ work item is to address service continuity for devices moving between heterogeneous access networks 

This paper clarifies that an IP based, access technology independent mobility solution is needed, and proposes to use Mobile IP for this purpose.

The need for general terminal mobility solution

Support for terminal mobility, as it is defined in 3GPP TR22.978, requires a solution for mobility between different types of IP based access systems (global terminal mobility); e.g., terminal mobility between GPRS-access and I-WLAN access. 

In this heterogonous network environment terminal mobility includes a number of different mobility scenarios between different access system types. Moreover there are and will be access networks that have no mobility support at all. Therefore the specification of a general, access system independent solution for global terminal mobility is needed. This general solution shall provide service continuity, based on IP and/or higher layer protocols. However, this solution does not preclude solutions developed for special mobility scenarios, such as mobility within WLANs.

Mobile IP

Mobile IP for IPv4 is specified in RFC 3334 and Mobile IP for IPv6 is specified in RFC 3775 and RFC 3776. These specifications contain protocol enhancements that allow transparent routing of IP datagrams to mobile nodes independently from their point of attachment. 
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The architecture of Mobile IP, which is depicted in the figure above, consists of 

· Mobile Node: A host or router that changes its point of attachment from one network or subnetwork to another. A Mobile Node may change its location without changing its IP address.

· Home Agent: A router on a Mobile Node's home network which tunnels datagrams for delivery to the Mobile Node when it is away from home, and maintains current location information for the Mobile Node.

· Correspondent Node: A peer with which a Mobile Node is communicating. A Correspondent Node may be either mobile or stationary.

Moreover the Mobile IPv4 architecture includes the Foreign Agent, which is an optional element. The Foreign Agent is a router on a Mobile Node's visited network that provides routing services to the Mobile Node while registered. The Foreign Agent detunnels and delivers datagrams to the Mobile Node that were tunneled by the Mobile Node's Home Agent.

Each Mobile Node is always identified by its home address, which is assigned for an extended period of time to a Mobile Node. It remains unchanged regardless of where the node is attached to the Internet. When a Mobile Node detects that it has moved to a foreign network, it obtains a care-of address on the foreign network. Then the Mobile Node registers its new care-of address with its Home Agent. 

From this point datagrams sent to the Mobile Node's home address are intercepted by its Home Agent, tunneled by the Home Agent to the Mobile Node's care-of address, and finally delivered to the Mobile Node. In the reverse direction, datagrams can be sent via the Home Agent or directly to the Correspondent Node using standard IP routing mechanisms. 

In case of IPv4 the care-of address can either be determined from a Foreign Agent's advertisements (a Foreign Agent care-of address), or by some external assignment mechanism (a co-located care-of address). If  a Foreign Agent care-of address is used then packets addressed to the Mobile Node's home address are going throught via the Foreign Agent as well. Note that in Mobil IP for IPv6 there is no Foreign Agent.

Mobile IPv6 also defines route optimisation to increase its efficiency. It means that the packets between the Corresponding Node and the Mobile Node are directly routed between the end points without going through the Home Agent. 

When the Mobile Node detects that it is located on its home network, it operates without mobility services. If returning to its home network from being registered elsewhere, the Mobile Node deregisters with its Home Agent.

Whatever routing option is selected, transport and higher-level sessions will not be broken when the Mobile Node changes its point of attachment and the services of Mobile IP are transparent to the applications.

Conclusions and Proposal

A general IP based mobility solution is required to support mobility between different types of IP based access systems. Mobile IP is a standardized protocol set that is able to satisfy the requirements of such a general terminal mobility solution both in IPv4 and IPv6 environments. If the home operator assigns the home address to the terminal and deploys Home Agent(s) in its core network, then the support of session continuity with any type access systems becomes possible.
Therefore the following changes are proposed in the report on '3GPP System Architecture Evolution'.

**** Start of changes ****
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3
Definitions, symbols and abbreviations

Delete from the above heading those words which are not applicable.

Subclause numbering depends on applicability and should be renumbered accordingly.

3.1
Definitions

For the purposes of the present document, the [following] terms and definitions [given in ... and the following] apply.

Definition format

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.
Global Terminal Mobility: Terminal mobility between different IP access systems, e.g. mobility between GPRS-access and I-WLAN access.

Terminal Mobility: The ability for the same UE to communicate whilst changing its point of attachment to the network. This includes both handovers within the same access system, and handover from one access system to another.
3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

Abbreviation format

<ACRONYM>
<Explanation>

4
Architecture Baseline

[Editors Note: This clause describes the starting point for the architecture evolution and potential limitations]

5
Requirements on the Architecture

[Editors Note: This clause identifies the major requirements on the architecture that guide the architecture evolution.]

5.1 Mobility Requirements
5.1.1 Global Terminal Mobility Requirements
One of the principal requirements of the evolved overall 3GPP architecture is to support terminal mobility as per the definition described in 3GPP TR22.978 [a4]. Therefore the architecture shall support mobility between different types of IP based access systems (global terminal mobility).
The global terminal mobility solution shall have the following properties:

· It shall assure that ongoing sessions (e.g., transport level connections) and active services can survive the changes in the point of IP attachment without any service specific support. However, the change of access may be noticeable to the user, but there will be no need for the user/UE to re-establish the service or the transport level connections.
· It shall be based on IP based protocols, and shall not present any requirements as to what mechanism is used below IP. Note, however, that usage of certain mechanisms/protocols below IP may increase the efficiency of the mobility solution.
· Both IPv4 and IPv6 shall be supported.
· Existing services of the legacy 3GPP access systems shall not be degraded (e.g. IP flow based charging shall still be possible in GGSN and PDG).
During the design of the global terminal mobility solution the following issues should be considered:

· The requirements to the access system (e.g., the number of IP based protocols supported by the access system) should be minimized to ease the deployment of the solution.  
· It should re-use existing standardized protocols as much as possible.
· The effects of a change of access to the user services should be minimized.
· Wherever feasible, access system specific features could be used to improve efficiency.
6
Scenarios and Solutions

[Editors Note: This clause identifies potential scenarios based on drivers such as social and new emerging technologies that have an impact on the existing reference architecture. The identified scenarios are used to explore the architecture options and as a base for identifying the key architectural issues. The scenarios may be based on the outcome from AIPN in SA1 and the TSG-RAN’s Study Item on Radio Evolution (see SP-040915). The scenarios should identify how migration and/or evolution from current systems occur.]

6.1 Mobility scenarios

The high level architecture of the evolved 3GPP packet switched system is depicted in Figure 6-1. This architecture consists of access systems that provide access to IP based services, and assures that any IP based service can be reached from any type of access systems. However, the user may experience difference in the availability and overall quality of the services in different access systems due to technical limitations (e.g., limited bandwidth), or due to operator policy (e.g., an operator can bar the access of some of its services from a special access system due to security reasons).
The architecture presented in Figure 6.1 contains the following systems:

· GPRS access defined by 3GPP TS 23.060 [a1] that uses GERAN and UTRAN radio technology.

· WLAN Direct IP Access defined by 3GPP TS 23.234 [a2] that uses WLAN radio technology to provide direct access to IP-based services. 

· WLAN 3GPP IP Access defined by 3GPP TS 23.234 [a2] that uses WLAN radio technology to provide access to IP-based services of 3GPP operators.

· Evolved 3GPP access, which will be defined as a results of the UTRAN and 3GPP system evolution work. 
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Figure 6-1: Evolved Packet Switched System 
A key aspect of this architecture is to ensure mobility within and across these different accesses:

· GPRS access provides mobility within and across the radio technologies it supports (UTRAN and GERAN), as per the procedures defined in TS 23.060 [a1].

· Mobility within the I-WLAN system has not been specified in Release-6. Section 6.2.2 describes how mobility could be introduced to the I-WLAN system. This would allow e.g. a terminal to move to a new Access Point under a different WLAN-AN whilst keeping its I-WLAN connectivity.

· The Evolved 3GPP access and core system shall support mobility. Details of this is FFS.

· Mobility across the different access systems (both the “legacy” and the evolved 3GPP access systems) needs to be supported, this capability is denoted here as “global terminal mobility”.

[Editor's Note: Mobility with non-3GPP IP access systems is FFS.]
6.2. Mobility Solutions
6.2.1 Global Terminal Mobility with Mobile IP
6.2.1.1 Introduction

The purpose of this clause is to describe a general IP level mobility solution that supports global terminal mobility between any type of IP based access systems and satisfies the related terminal mobility requirements of clause 5.1.1.
Mobile IP for IPv4 is specified in RFC 3334 [a5] and Mobile IP for IPv6 is specified in RFC 3775 [a6] and RFC 3776 [a7]. These specifications contain protocol enhancements that allow transparent routing of IP datagrams to mobile nodes independently from their point of IP attachment. The architecture of Mobile IP is depicted in Figure 6-2.
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Figure 6-2: Architecture for Mobile IP
6.2.1.2 Mobile IP in 3GPP Architecture
The Home Agent(s) (HA) are located in the IP Core Network of the operator and the network of the home operator assigns the home address to the terminal. In this way the HA is accessible from all type of access systems:
· GPRS Access: the HA can be accessed through the GGSN via Gi. 
· WLAN 3GPP IP Access: the HA can be accessed through the PDG via Wi. The Mobile IP should be only applied for the remote IP address.
· WLAN Direct IP Access: the HA can be accessed with normal IP routing, possible via intermediate IP networks that may include the Internet. 

· The case of evolved 3GPP Access System is FFS.


[image: image4.wmf]UTRAN

GERAN

WLAN

I

-

WLAN

3GPP IP Access

(3G) GPRS

access

Gi

Evolved

3GPP

Access

Wi

I

-

WLAN

Direct IP Access

IP Core Network of Home operators

IP based Services

Home Agent

Terminal


Figure 6-3: Mobile IP in 3GPP architecture
Operators can define policies at what extent the mobility service provided by the HA (as in case of any other provided services) is useable from different access systems. For example an operator can define that via WLAN Direct IP Access only a subset of the provided services are available.

In case of Mobile IPv4 both co-located care-of address and Foreign Agent (FA) care-of address modes shall be supported. The former allows faster deployments (less implementation requirements) and avoids introduction of functionality that is only required for IPv4. FA mode can be deployed as an optimisation, resulting in less tunnelling over the radio interface.

When the mobile terminal behaves as a Mobile Node according to the Mobile IP specifications [a5, a6 and a7], the session continuity is provided for services using its home address. When PDG is used for the IP access, i.e., I-WLAN 3GPP IP Access, the mobile terminal should only act as a Mobile Node regarding to the remote IP address allocated via the PDG.
The details of supported Mobile IP options, and security features are FFS.
6.2.2 Terminal mobility within WLAN 3GPP IP Access

The 3GPP I-WLAN architecture provides two access scenarios: WLAN Direct IP Access and WLAN 3GPP IP Access as defined in TS 23.234 [a2]. 
In case of WLAN 3GPP IP Access there are VPN tunnels between WLAN UEs and PDGs [a4]. Terminal mobility within WLAN 3GPP IP Access means the relocation of VPN tunnels. The MOBIKE protocol, which is currently being specified in the IETF IKEv2 Mobility and Multihoming (MOBIKE) Working Group [a8], can be used for this case. The details are FFS.
**** End of changes ****
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