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Introduction

When a user accesses CS domain and IMS domain simultaneously, the routing of a terminating call is more complex than that in a single domain. Criteria for the routing decision should be re-considered in detailed and some necessary enhancement for inter-domain routing control is needed. In present document, several different cases for routing decisions are listed firstly, and then an enhanced mechanism for routing decision based on the enhancement of HLR/HSS is proposed for information.
Discussion

Routing Policy Decision Scenarios
When a user registers in GSM/UMTS CS domain and IMS domain (e.g. via I-WLAN) simultaneously and there is a terminating call to the user, four basic scenarios can be summarised as follows:
· Routing a terminating call coming from CS domain (e.g. a call via GMSC) to the user through the CS domain. (traditional CS call)
· Routing a terminating call coming from CS domain to the user through the IMS

· Routing a terminating call coming from IMS domain to the user through the IMS domain (standard IMS call)
· Routing a terminating call coming from IMS domain to the user through the CS domain

Possible Routing Policy

Possible Routing policy may include many different aspects:

· when a user is reachable only in one domain, e.g. CS domain or IMS domain, all terminating calls are routed to the user through the domain in which the user is registered, or;

· when a user is reachable in both domain simultaneously, a terminating call may be routed to the user through: a). a network that has the same domain the terminating call comes from, or b) according to many factors, including the user’s configuration, a operator’s configuration, time and so on, a preferred domain is selected without considering the network the terminating call comes from, or;

· based on the user’s configuration, an operator’s configuration, time and other factors, a terminating call may be routed through certain network domain mandatorily without considering the user’s reachable/non-reachable status in CS and IMS domain.

· etc…

Architecture
According to the above discussion, different scenarios have different input parameters or different output results, and a user’s preferences and a operator’s configurations are also needed to be taken into account, so a new functional module is introduced, named Routing Policy Decision Point (RPDP), to perform routing policy decision function based on the combination of information from different aspects, and furthermore current HLR/HSS should be enhanced with some reasonable and necessary improvements to support decision information provisioning and interaction with a RPDP. A RPDP is shown in the figure below.
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A Routing Policy Decision Point (RPDP) is a newly-added logical functional entity for the enhancement of inter-domain routing control, which can be a separate physical entity, or be a logical entity embedded in HLR/HSS. A RPDP stores current routing policy of a user and provides routing policy decision to the HLR/HSS that initiates routing query. In addition, A RPDP gets a user’s status information (e.g. reachable/non- reachable) that will be used to make the routing policy decision. Furthermore, a RPDP is also to enable to:
· provide interfaces to HLR/HSS through which the HLR/HSS can retrieve the routing information and routing decision based on the current routing policy, and the RPDP can retrieve the user’s subscription information in CS/IMS domain, status information about registration, location update and location information. This interface may be implemented by using MAP or other appropriate protocols and related extended protocols;
· provide interfaces to OSS. Operators can utilise this interface to configure routing policy flexibly based on the operation policy;
· provide interfaces to a user to configure routing policy based on the user’s preference. This interface may be implemented by means of, e.g. like Ut interface in IMS.
In addition, for the flexible implementation of routing policy control, some assistant functions are provided as follows:

· a user is able to query and /or modify the routing policy through the interface between the user and a RPDP. Some steps are necessary to achieve that:
· Authentication: to make sure that the user is legal and authorised to query and/or modify the data;

· Execution: interact with the user to complete the query and/or modification.
· an operator is able to query and /or modify the routing policy through the interface between the operator and OSS. Some steps are necessary to achieve that:

· Operation authentication: to make sure that the operator is legal and authorised to query and/or modify the data;

· Execution: interact with the operator to complete the query and/or modification.
Furthermore, as a kind of optimisation, HLR/HSS may forwardly provide a RPDP some necessary information to make routing policy decision.

An Example of Routing Policy Decision
Here is an example of routing policy decision. In this case, when a terminating call from PTSN arrives at a GMSC, the GMSC interrogates a HLR which the called user is subscribed to get the routing information. At receiving the query request, the HLR communicates with a RPDP to get routing policy decision. The RPDP makes a decision based on the current configured routing policy, status information (e.g. reachable flag) stored in HLR and HSS. In this case, the result of decision is that the call should be routed through IMS domain, and then the HLR return the routing information to the GMSC. Detailed behaviour is shown as follows:

1. The GMSC receiving a terminating call from PSTN initiates a routing information query to the HLR using MSI message (MAP_SEND_ROUTING_INFORMATION).
2. The HLR sends a routing policy decision request to the RPDP. In this request, the user’s status information can also be delivered to the RPDP.
3. after receiving the routing policy decision request, the RPDP makes routing policy decision and return the result of decision to the HLR, including some sub-steps:
i. According to the current routing policy to determine whether the user’s status of reachablility is needed. If needed, go to step ii, then to step iii;
ii. The RPDP interacts with HLR/HSS to get the user’s status of reachablility in CS/IMS domain;

iii. Based on the combination of routing policy, and the information received in step ii if available, the RPDP determines the network through which the terminating call should be routed (i.e. routing policy decision);
iv. The RPDP returns the result of routing policy decision to the HLR and indicates the incoming call should be routed through the IMS domain. In the result, an identifier of MGCF is included for further call process.
4. The HLR returns the result of routing policy decision to the GMSC and the GMSC routes the call to the appointed network and related entity, e.g. a MGCF.
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The routing through IMS domain is similar to the above case and not to be listed here.
Conclusions

A Routing Policy Decision Point is introduced to provide more flexible routing policy control and the interaction between a RPDP and a HLR/HSS is based on the MAP signalling. It provides more improvement at functionality aspect without big modification to the existing networks.
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