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Introduction

TR 23.867 v 0.7.1” Internet Protocol (IP) based IP Multimedia Subsystem (IMS) emergency sessions” describes emergency service procedures and impacts to the GRPS level network for the support of IMS emergency sessions, however a high level overview of the procedures similar to the high level IMS overview provided in TS 23.221 is not described.

This document proposes a description of the high level procedures for IMS emergency sessions.

Discussion
When considering the high level procedures for emergency services, the following aspects need to be considered

Location Information

For a broadband access, the location of the user is only available only known in the IP-CAN.  As such, the IMS network must query the IP-CAN in order to obtain the location information.  This contribution proposes that the P-CSCF performs that function due to its proximity to the IP-CAN.  As some IP-CAN technologies allow the user to re-locate within the layer 2, in order to ensure the accuracy of the location information, this is required to be performed at initiation of the emergency session. 

The handling of location information is left for further study in this contribution.

Roaming subscribers
As the emergency service should be performed in the visited network, and for roaming subscribers, the P-CSCF may be located in the home network, it is proposed that when the terminal can detect that an emergency session establishment, the terminal will clear the existing registration and calls, and establish a new bearer connection to ensure that the P-CSCF is in the visited network.

Validation of calling identifiers

As the emergency services require network validated calling party identifiers (e.g. for callback functionality), it is necessary to authenticate the subscriber in order to allow the P-CSCF to perform this functionality. 

The method for validating calling identifiers is left for further study in this contribution.

Overall Procedures:

A high level flow chart of the emergency procedures are described below for information.
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Proposal
This document proposes that the following text is included in section 4.1 of TR 23.827.

4.1.x
High Level Procedures for IMS Emergency Services

4.1.x.1 UE Detectable Emergency Session

The following flow contains a high level description of the emergency service procedures performed when the UE can detect the emergency session is being requested.

[image: image2.wmf] 

UE

 

IP

 

-

 

CAN

 

IMS

 

Emergency Center

 

3. Bearer Registration

 

4. Bearer Resource Request

 

5. P

 

-

 

CSCF Discovery

 

6. IMS Registration

 

7. Establish Emergency Session (and Bearer Resour

ces)

 

1. Detect Emegency       

 

sesssion request

 

2. Terminate any ongoing communication

 

IP

 

-

 

CAN

 

IMS

 

Emergency Center

 

3. Bearer Registration

 

4. Bearer Resource Request

 

5. P

 

-

 

CSCF Discovery

 

6. IMS Registration

 

7. Establish Emergency Session 

(and Bearer Resources)

 

1. Detect Emegency       

 

sesssion request

 

2. UE capability and resource validation

 

Figure 4.1: Terminal Detected Emergency Calls

The following steps are performed:

1.
The UE detects the request for the establishment of an emergency session.

2.
In the case that the UE has insufficient resources or capabilities to establish an emergency call due to other ongoing sessions then the UE should terminate the ongoing communication and release reserved bearer resources.  In the case of GPRS this implies e.g. to release a PDP context.

3.
In the case that bearer registration is required and has not been performed, the UE shall perform bearer registration to the IP-CAN.  In the case of GPRS, the bearer registration is the PS-attach procedure.  If the UE is already registered or attached to the IP-CAN, then the bearer registration procedures are not required to be performed.
Depending on the IP-CAN, the UE may be assigned an IP address at this stage.

4.
In the case that bearer resources for the transport of the IMS related signalling are required to be reserved in the IP-CAN, the UE shall reserve the resources in the IP-CAN. The UE shall provide an indication that this is for an emergency service.
In the case of a GPRS network, the bearer resource request procedure is the PDP context Activation Procedure, and a globally dedicated emergency APN is used as indication for an emergency request.
If the IP-CAN does not provide an IP address to the UE in step 3, then the IP-CAN shall allocate an IP address to the UE during the bearer resource request procedures.

5.
UE performs a P-CSCF discovery procedure, where the UE discovers a P-CSCF in the local network suitable for use in emergency sessions.

6.
UE initiates an IMS registration by providing the IP address obtained at step 3 or step 4 to the P-CSCF selected at step 5. The IP address used for signalling purposes is allocated in association with step 3 or step 4.  The IMS registration request shall include an indication that this is for emergency services.

When the network receives an IMS registration request with an emergency service indication the network should ignore roaming restrictions.

In the case that no UICC is in the UE, then the UE shall use a default emergency public user identifier and a default emergency private user identifier in the application registration process. When the P-CSCF receives an IMS registration request with an emergency indication and the default emergency public user identifier and default emergency private user identifierand anonymous emergency sessions are allowed (e.g. UICC-less emergency sessions) then the P-CSCF shall continue with the registration process. In this case the P-CSCF shall select a S-CSCF in the local network suitable for emergency sessions to forward the IMS registration signalling to. In this case, the Emergency S-CSCF shall accept the registration without authenticating the UE.
In the case that anonymous emergency sessions are not allowed, and the UE initiates an IMS registration procedure with an emergency indication together with the default emergency public user identifier and default emergency private user identifier, the network shall reject the attempt for IMS registration with sufficient information to inform the UE that the application level registration will not succeed.

Editors Note: The need and means to perform the registration/authentication in the case of IMS emergency sessions (with and without UICC in the UE)  is for further study. 


7.
The UE shall initiate the IMS emergency session establishment using the IMS session establishment procedures containing an emergency session indication.

-
The UE shall send an IMS session establishment request to the P-CSCF containing the specific public user identifier or containing the default emergency public user identifier (for the case of an anonymous emergency session) and an indication that this is for an emergency session establishment.

-

Upon the reception of the emergency session initiation request, the S-CSCF shall route the signalling towards the emergency centre.
If the emergency centre contains a point of presence within the IMS connectivity network, the S-CSCF shall forward the emergency session initiation request directly to the emergency centre.
If the emergency centre has its point of presence in the PSTN/ISDN network, the S-CSCF shall forward the signalling to a MGCF (maybe via a BGCF).  The MGCF will insert any available location information in the PSTN signalling (this may require an additional location request enquiry).

Editors Note: The handling and structure of location information in the case of fixed broadband access is for further study.

Whether the procedures are activated individually by the UE or some of them are performed automatically depends on the implementation of the terminal and on the UE’s configuration. For instance, the multimedia application in the UE could start the application level registration and steps 2-4 would have to be executed in response to support the operation initiated by the application. Interaction with the UE may happen during these steps.

4.1.x.2 Non UE detectable Emergency Session

The following flow contains a high level description of the emergency service procedures performed when the UE does not detect that the emergency session is being requested.

As the UE could not detect the emergency session, the session establishment request will be sent to the P-CSCF as per a normal session establishment procedure.

In the case that the P-CSCF can detect that that this is a request to establish an emergency session, then the following shall apply:

In the case that the P-CSCF is in the visited network:

The ability of a normally assigned visited network P-CSCF to handle the emergency session is for further study.

In the case that the P-CSCF is in the home network and the subscriber is roaming:

-
Upon the reception of the session initiation request, the P-CSCF, upon detecting that this is an emergency request will reject the session initiation request with an indication that this is for an emergency session.

-
When the UE receives the session rejection with the indication that the session initiation was for an emergency service, then the UE would initiate the “UE Detectable Emergency Session” described in sub-clause 4.1.x.1 above.

In the case that the P-CSCF does not detect that that this is a request to establish an emergency session, and the S-CSCF does detect that this is a request to establish an emergency session, then the following shall apply:

In the case that the subscriber is roaming:

-
Upon the reception of the session initiation request without an emergency service indication, the S-CSCF, upon detecting that this is an emergency request will reject the session initiation request with an indication that this is for an emergency session.

-
When the UE receives the session rejection with the indication that the session initiation was for an emergency service, then the UE would initiate the “UE Detectable Emergency Session” described in sub-clause 4.1.x.1 above.

In the case that the subscriber is at home:

-
Upon the reception of the emergency session initiation request, the S-CSCF shall route the signalling towards the emergency centre.
If the emergency centre contains a point of presence within the IMS connectivity network, the S-CSCF shall forward the emergency session initiation request directly to the emergency centre.
If the emergency centre has its point of presence in the PSTN/ISDN network, the S-CSCF shall forward the signalling to a MGCF (maybe via a BGCF).  The MGCF will insert any available location information in the PSTN signalling.
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