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Introduction and Proposal

This contribution describes the binding mechanisms available today in Rel5 and Rel6 specifications, and concludes that the evolved architecture needs to support all existing binding mechanisms for backwards compatibility reasons.

It is therefor proposed to apply the following additions to TR 23.803:
6 Binding IP bearers to services 
6.0
General
Both the policy control and the flow based charging have legitimate interest in what bearer carries what services. E.g. the policy control may be applied so that a bearer with suitable transmission characteristics is assigned for a specific service and is therefore interested in maintaining the integrity of the transmission resources (other payload travelling on the same bearer might degrade the transmission quality below an acceptable level), and for flow based charging the charging rule function may e.g. provide different charging key values depending on the QoS of the bearer.

This clause studies architectural alternatives  for binding bearers to services. This includes studying solutions for the network to control bearer usage by service flows.  It presents the currently available binding mechanisms in Rel-5 based Go interface and in Rel-6 Gx interface to analyse, which mechanisms are needed and for what purpose in Gx+ interface. Additionally, it introduces possible new binding concepts for consideration. These new concepts should cover the case where a bearer (PDP Context) is shared by multiple services.
6.1
Architectural concepts
6.1.1 Authorisation Token based binding
Authorisation Token based binding is the only binding mechanism supported in the Go interface. Rel-6 Gx interface does not support Authorisation Token based binding.

Authorization Token is used in the session based services for binding the bearer authorization request to the session specific service information. The Authorization token contains the fully qualified domain name of the PDF and a session id in the PDF, which allows the PDF to uniquely identify the AF session. In the Rel-6 policy control architecture the Authorisation Token is allocated by the PDF and transferred via Gq interface to the AF. The AF forwards the Authorisation Token in the AF session signalling to the UE and UE includes the Authorisation Token together with flow id(s) into the PDP Context Activation/Modification request of the media PDP context. The GGSN resolves the PDF address from the Authorisation Token and includes the Authorisation Token and flow id(s) to the request of bearer policy/charging rules from the PDF/CRF. The PDF/CRF can identify the AF session from the session id in the Authorisation token and the IP flow(s) within the session from the flow id(s). In case of media flows from multiple sessions are associated to the same PDP context, multiple Authorisation Tokens are received in the same policy/charging rules request allowing PDF to combine the policy/charging rules from multiple sources. Figure 6.1 below shows the Authorization based binding concept:
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Figure 6.1.: Authorization token based binding
The Authorisation Token based binding is optimised solution for binding the bearer related request to the session information allowing fast binding in the PDF as the token refers directly to the session information with session id. Drawback of the Authorisation Token based binding mechanism is that it requires terminal support, and application session signalling and bearer setup signalling where is transported over the network(s). Thus it is possible to use only in GPRS access and with specific application services (e.g. real-time IMS applications).
Authorisation Token based binding mechanism is required to be supported for backwards compatibility reasons as the TFT based binding mechanism cannot be used alternatively if Authorisation Token is provided in the PDP context activation/modification signalling based on earlier release specifications.

6.1.2 UE IP address based binding
UE IP address based binding is supported by Rel-6 Gx interface.

The use of UE IP address for binding the bearer request for the service information in PCCN is access and service independent solution. This binding mechanism does not  require any special support from other interfaces like Authorisation Token passing does. However, the UE IP address alone cannot be used for PDP context specific policy/charging rules control and thus some more GPRS access specific information is needed in addition. 

6.1.3 UE IP address + TFT based binding
UE IP address + TFT based binding is supported by Rel-6 Gx interface.

In case of GPRS access the TFT filter information may be used in addition to UE IP address to select policy/charging rules for the specific secondary PDP context.
The TFT filter is not included into the PDP context activation/modification request by the UE in case when it receives Authorisation Token from the AF. Thus it is not possible to use this binding mechanism in case the Authorization Token is provided.

6.1.4 UE Identity based binding
UE identity based binding is supported by Rel-6 Gx interface.

Use of UE identity for the binding to the session based service information requires mapping between access network identities and AF identities, thus other mechanisms described above suit better for binding the policy/charging rule request to the session based service information. However UE Identity can be used to access directly to the subscription information, thus it can be used also as complementary information together with other information to allow subscription based limits and settings to be taken into account together with session based service information for policy decisions and charging rules.
6.1.5 Exchange of filter information
The UE may instruct the GGSN how to map downlink traffic by providing suitable TFT filters for each PDP context. The PCCN addressing as well as correlating service authorizations to the appropriate user session (the UE IP address) is defined in Rel6. However, the IP flow authorizations, the QoS demands for them and possible demands/restrictions regarding flow grouping remains to be resolved.

For this purpose, an approach that presumably considers a wide class of applications is studied as described below:

(a) the UE provides both TFT-like mapping information for downlink traffic and the intended uplink traffic mapping upon PDP context activation and modification;
(b) the PCCN may then return a modified uplink traffic mapping for the UE to use.
Editors Note: By sending uplink traffic mapping from the UE there is a terminal impact. Hence there is a cost to control what traffic flows on what PDP context. It is expected that the study will consider this cost aspect and the feasibility of sending uplink traffic mapping from the UE.
6.2 Conclusions
Binding mechanisms described in sections 6.1.2 through 6.1.4 need to be supported by the Gx+ specification in order to support various application services and access networks as well as subscription-based differentiation. 
Editor’s note: Support for Authorization Token based binding needs to be further studied, especially from backwards compatibility perspective, along with further binding mechanism alternatives. 
It is up to GW to select the appropriate binding information depending what information is available at the GW. The PCCN architecture shall be capable to use any of the specified binding information.

For other binding mechanisms than Authorisation Token based binding the PCCN contact information shall be configured to the GW. The GW may be served more than one PCCN. The appropriate PCCN is contacted based on UE identity information.
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