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Introduction

In the current TR 23.803, whether the input information provided by the AF is allowed or not is not be checked. Here we want to discuss this issue in Policy and Charging Control Architecture.
Discussion

In the Policy and Charging Control Architecture, the third parties can also be involved to provide all kinds of services. The AF can be located in the same operator’s network with the CRF, in a different operator’s network, or in a third party’s network. Therefore some protection mechanisms will needed on the Rx reference point.
However, the protection of Rx reference point can not ensure that the AF which inputs the application/service information to the CRF or the combined PCCN has been authorised to input these information to the CRF or the combined PCCN. In other word, the AF may use the protected interface to input some unrelated information to the CRF or the combined PCCN. In the current Flow based Charging specification, if the AF gets the end user IP address, sometimes also needs the user identity information, the AF can decides on its own to send application/service information to the CRF. If there does not have any check of the AF, the process burden of the CRF or the combined PCCN will be huge, if the AF continues to send application/service information that unrelated to the policy and charging control, other normal application/service information will have no chance to be handled, which should not be allowed for the policy and charging control architecture. 
For example, an operator whom the PCCN belongs to has an agreement with a third party application function for service 1 and service 2, but not for service 3, to apply service data flow based policy and charging control. If the check of this AF’s subscription with the PCCN does not exist, the AF may input the application information of service 3 to the PCCN, these information has nothing to do with the policy and charging control, should be discarded on receipt.
Therefore, the check of the AF to ensure the application/service information from the AF is allowed is needed in the policy and charging control architecture. 

Proposal

Add the requirement that it is needed to check the input information provided by the AF in the Policy and Charging Control architecture.
4.2.3

Functional elements

4.2.3.1
Policy and Charging Control Node (PCCN)

The PCCN encompasses functionalities of the PDF and the CRF, and provides for a single point of control regarding QoS policy and charging towards the Gateway.  
When the PCCN receives service information from the AF, depending on the network operator’s configuration, the PCCN may check whether the AF is allowed to pass the application/service information to the PCCN.
4.2.3.2 Gateway (GW)

The Gateway encompasses functionalities of the PEP and the TPF. It provides QoS control of the traffic, and provides flow-based packet counting functionalities along with online and offline charging interactions.

