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As location services have been developed in 3GPP, it has always been recognized that privacy, in terms of giving the location subject control over who may be allowed to determine his/her location, has been an integral feature of the service.  The importance of standardization of this capability has not diminished, even though Release 6 defined a mechanism by which the actual privacy settings need not be known by the serving core network.  

In that privacy architecture, all that is required of the serving core network is the ability to reliably inform a target of someone’s intent to locate them (if that is the action that a subscriber has set in their profile) and to initiate the location request at the serving node if the subscriber allows it.   In an I-WLAN , however, we are faced with the problem that neither of the serving nodes (MSC or SGSN) that are capable of sending the privacy notification may have access to the terminal in order to provide such notification.

In this paper we propose a mechanism that will support location notifications for I-WLAN when a terminal is connected via the I-WLAN.

Proposal

In the current architecture, when a location request arrives at the home GMLC, it makes a query form the HLR/HSS to determine the serving node in order to determine where the target is.  The address of the serving node is either an MSC for CS-connected UE, or an SGSN address for a PS-connected UE.  The two addresses are differentiated, so that the GMLC would know if there exists a PS connection.  Currently, regardless of the type of connection, the GMLC checks the privacy and sends the location request with the instructions to notify the UE if necessary.  This notification is sent by the serving node in a REGISTER message as specified in 24.030.

Since there is no “serving node” in an I-WLAN scenario, it is obvious that this scheme won’t work.  Therefore, we propose, that for PS-connected mobiles, a GMLC be the node that performs the privacy notification.  In PS node, we recommend that this be done in the user plane.  While the exact method may need to be specified, it might be either via a WAP push, or SMS, or other mechanism.  Regardless, the H-GMLC will not proceed until the target has authorized the request.

Fortunately, OMA is also specifiying this method for their SUPL feature, so it should not be difficult (should they so choose) to separate the the notification from the SUPL transaction itself, and perhaps include the necessary modifications to the privacy protocol.

Decision

If the proposed approach is agreeable, then the next steps would be to request OMA-LOC to provide the protocol, and draft any necessary changes to 23.271.

