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Introduction and discussion
This document analysis’s the issues of capability exchange in case of the IMS session is created first, and explores the details of a possible solution mentioned in the TR. 

In the TR 23.899-100, section 7.2.3, it is recommended: “For detecting the radio network capabilities of the peer user in the scenario that the IMS session is created first, it is recommended to study if a SIP-based mechanism to exchange these capabilities (e.g. P Access Network Info header) can be developed. This header field needs to indicate the radio access of the serving cell, for example DTM, UTRAN, etc.”
P-Access-Network-Info header is basically suitable for this purpose, either according to the SIP definition, or from the UE aspect: 

FRC 3455：

“This header is useful in SIP-based networks that also provide layer 2/layer 3 connectivity through different access technologies. SIP User Agents may use this header to relay information about the access technology to proxies that are providing services.  The serving proxy may then use this information to optimize services for the UA.”
3GPP TS 24.229：
“P-Access-Network-Info header set as specified for the access network technology”

“The UE shall populate the P-Access-Network-Info header with the current point of attachment to the IP-CAN as specified for the access network technology”

 “During the dialog, the points of attachment to the IP-CAN of the UE may change (e.g. UE connects to different cells). The UE will populate the P-Access-Network-Info header in any request or response within a dialog with the current point of attachment to the IP-CAN (e.g. the current cell information).”

However, it can not be reliably sent to the other end, through the network. According to the 3GPP TS 24.229:
“SIP functional entities within the trust domain will need to take an action on the removal of the P-Asserted-Identity header when SIP signalling crosses the boundary of the trust domain.”
“5.4.3.2
Requests initiated by the served user

When the S-CSCF receives from the served user or from a PSI an initial request for a dialog or a request for a standalone transaction, prior to forwarding the request, the S-CSCF shall:

……,

13)
based on local policy rules and the destination user (Request-URI), remove the P-Access-Network-Info header prior to forwarding the message;
“

Therefore, the enhancement in the network is necessary to enable the capabilities in this header field to be sent to the target end point.
Analysis of the possible radio capability exchange process and the necessary enhancement:
In the scenario that the IMS session is created first, the IMS network can determine a session is CSI service related according to the CSI indication/address, then the network can get the CSI capabilities of current radio access network  according to the content of P-access-network-info header, which is sent from the UE. Since this header field may be removed in the S-CSCF or any other SIP entity at the edge of the trust domain, enhancements is needed to ensure the reliably transfer to the other end, for example, to reship these capabilities into a proper SDP component that can be sent transparently to the target UE.

The possible entity which reships the radio capability info from P-access-network-info header field, should be the corresponding S-CSCF, or an AS (CSI-AS) which is triggered by the S-CSCF, basing on the user’s subscription and CSI indicator in the IMS session. 

NOTE: Considering this process is served only for CSI, it is proper to handle it in a CSI-AS. 
Necessary process steps are shown in the step 2 and 3 below::

1) The network can identify a CSI related IMS session according to the CSI indication (including the implicit indication: CSI address).
2) The radio capability can be determined by either of below alternatives：

a) The radio capability (directly) from the extension-access-info of the P-access-network-info header field；

b) The reshipping IMS entity get the cell id from the cgi-3gpp or utran-cell-id-3gpp in the P-access-network-info header field，From the serving cell id/service area id, the serving network capabilities can be determined with the help of  the Cell database；

3) The reshipping IMS entity encapsulates the CSI radio capability into a proper expanded SDP component, which can be send to the end point transparently. The possible enhancement alternatives: 
a) new SDP attribute value：for example a new “a=” attribute value，this is the principle extending mechanism of SDP, free from mistranslating or compatibility;
b) extend the existing SDP attribute value：For example, have the current “c=” line extended by new network type. Currently it defined only one type: IN，means Internet，a new type can be defined to  denote the CSI capable radio network； 

Proposal

The mechanism to exchange the radio network capabilities, in the scenario that the IMS session is created first:
The originating end point sends information used to get radio network capabilities by the P-access-network-info header. These capabilities should be picked-up and reshipped by the S-CSCF or a CSI-AS serving the CSI service, in a new/extended SDP attribute which can be sent to the target end point reliably. 
As a result: 
1． The reshipping function need to be supported by the proper entity: CSI-AS or S-CSCF.
2． The standardization of new SDP “a=” attribute values or extended new network type of the “c=” line.
