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1.
Introduction

At #25 plenary meeting the Work Item SP-040532 was approved to study and develop the SMS and MMS over Generic 3GPP IP Access (SMSIP) within the context of a Technical Report 23.804.

This contribution provides the Registration/De-registration, SMS-MO and SMS-MT procedures basing on the current TS 23.234 Annex D for discussion and approval.

2.
Proposal

The following text is proposed in the TR23.8.4 section 8:

Start of modified section

8
Procedures

8.1
Common registration procedure
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Figure 8.1: Common registration procedure over generic 3GPP IP access
1)
The UE establishes IP connection.
2)
At any time after the establishment of the IP connection, the UE sends secure Registration Request to the IP-Message-GW, including the identity to identify the UE, e.g. NAI identity. The exact mechanism to secure the message could be GAA or tunnelling defined for 3GPP IP access. It shall be studied how existing registration solutions to IP-based services can be re-used (e.g. SIP registration).
3)
The IP-Message-GW retrieves IMSI from the username part of the provided NAI identity, the IP-Message-GW registers the UE’s IMSI with the HLR/HSS. 

4)
The HLR/HSS stores the IP-Message-GW address of the UE, sets a flag indicating the UE is IP connected. Also, the HLR/HSS informs the Presence Server that the UE is IP connected. 

5)
Upon successful registration, the HLR/HSS returns the MSISDN of the UE in the registration response to the IP-Message-GW.

6)
The IP-Message-GW stores the MSISDN to IP address mapping in a local database, and returns the registration response to the UE. 

Notes: the step 2~6 may be utilized as a re-registration procedure in case a certain timer expires after the UE was registered.

8.2
De-registration procedure

8.2.1
UE initiated
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Figure 8.2: UE initiated de-registration procedure over generic 3GPP IP access
1)
At any time after the common registration procedure, the IP Based UE may initiate a de-registration procedure. The UE sends the De-registration request to the IP-Message-GW.

2)
The IP-Message-GW retrieves IMSI from the username part of the provided NAI identity, the IP-Message-GW sends the de-registration to the HLR/HSS. 

3)
The HLR/HSS de-registers the IP connected information of the UE, i.e. deletes the IP-Message-GW address, and removes the IP connected flag. If configured, the HLR/HSS informs the Presence Server that the UE is IP disconnected. 

4)
HLR/HSS returns IP-Message-GW the De-register Response.

5)
IP-Message-GW deletes the MSISDN to IP address mapping in the local database, and returns the De-registration response to the UE.
8.2.3
IP-Message-GW initiated
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Figure 8.3: IP-Message-GW initiated de-registration procedure
1)
If a long guard timer in the IP-Message-GW expires, the IP-Message-GW shall initiate a de-registration procedure. The IP-Message-GW sends de-registration to the HLR/HSS and then deletes the MSISDN and IP address mapping in the local database. 

2)
The HLR/HSS de-registers the IP connected information of the UE, i.e. deletes the IP-Message-GW address, and removes the IP connected flag. If configured, the HLR/HSS informs the Presence Server that the UE is no longer connected for SMS/MMS “across IP”. 

3)
HLR/HSS returns IP-Message-GW De-register Response.
4)
The IP-Message-GW informs IP Based UE this de-registration.
8.3
Successful SMS MO delivery procedure
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Figure 8.4: Successful SMS MO delivery procedure over IP connection

1)
IP Based UE registers to the IP-Message-GW.  
2)
IP Based UE delivers SMS message to the IP-Message-GW. It shall be studied how existing IP-based messaging solutions can be re-used.
3)
The IP-Message-GW extracts the SMS message, retrieves the MSISDN from the IP address of the UE using the local database, and then forwards the extracted short message with MSISDN to the SMS-IWMSC using standard MAP signalling (as TS 23.040) exactly as if it was an MSC or SGSN.

4)
The SMS-IWMSC forwards the SMS message to the SM-SC (see TS 23.040).

5)
SM-SC sends delivery report SMS-IWMSC (see TS 23.040).

6)
SMS-IWMSC sends delivery report to IP-Message-GW (see TS 23.040).

7)
IP-Message-GW sends delivery report to IP Based UE.

8.4 Successful SMS MT delivery procedure
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Figure 8.5: Successful SMS MT delivery procedure over IP connection

1)
IP Based UE registers to the IP-Message-GW.  

2)
The SM-SC forwards the SMS message to the SMS-GMSC.

3)
The GMSC interrogates the HLR/HSS to retrieve routeing information. When a user registered on an IP-Message-GW for delivery of SMS messages, the HLR/HSS returns the address of IP-Message-GW along with the addresses of the MSC and SGSN. Whether or not this requires a non-backward compatible upgrade of the MAP signalling is For Further Study. What the HSS returns if the SMS-GMSC only supports older versions of MAP signalling is also For Further Study. Mechanisms to help the SMSC to select which node to use to first attempt delivery of the SMS are For Further Study.

4)
If and/or when the SMS-GMSC chooses to deliver the “SMS over IP”, the SMS-GMSC delivers the short message to IP-Message-GW, in the same manner that it delivers the short message to an MSC or SGSN, carrying the MSISDN of the destination UE.

5)
The IP-Message-GW uses the MSISDN of the destination UE to retrieve its IP address from the local database, and then the IP-Message-GW delivers the SMS to the IP Based UE. It shall be studied how existing IP-based messaging solutions can be re-used.
6)
The IP-Message-GW sends a delivery report back to the SMS-GMSC (see TS 23.040).

7)
The SMS-GMSC sends a SM delivery report status to the HLR/HSS (see TS 23.040).

8)
The SMS-GMSC sends a delivery report to the SM-SC (see TS 23.040).

8.5 Unsuccessful MT delivering procedure
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Figure 8.6: Unsuccessful SMS MT delivery procedure over IP connection
1)
IP Based UE registers to the IP-Message-GW.  

2)
The SM-SC forwards the SMS message to the SMS-GMSC.

3)
The GMSC interrogates the HLR/HSS to retrieve routeing information. When a user registered on an IP-Message-GW for delivery of SMS messages, the HLR/HSS returns the address of IP-Message-GW along with the addresses of the MSC and SGSN. Whether or not this requires a non-backward compatible upgrade of the MAP signalling is For Further Study. What the HSS returns if the SMS-GMSC only supports older versions of MAP signalling is also For Further Study. Mechanisms to help the SMSC to select which node to use to first attempt delivery of the SMS are For Further Study.

4)
If and/or when the SMS-GMSC chooses to deliver the “SMS over IP”, the SMS-GMSC delivers the short message to IP-Message-GW, in the same manner that it delivers the short message to an MSC or SGSN, carrying the MSISDN of the destination UE.

5)
The IP-Message-GW uses the MSISDN of the destination UE to retrieve its IP address from the local database. The IP-Message-GW then delivers the SMS to the IP Based UE. However, the message cannot be delivered successfully. 

6)
The IP-Message-GW returns a failure delivery report back to the SMS-GMSC (see TS 23.040).

7)
Based on the addresses received from the HLR/HSS in step 3, the SMS-GMSC shall attempt to deliver the short message via SGSN and/or MSC, as described in TS 23.040.

8)
If all delivery attempts fail, then the SMSC shall decide whether to set the message waiting flags. If it so decides, the SMSC sends MAP-REPORT-SM-DELIVERY-STATUS to the HLR/HSS, and to those nodes via which it attempted to deliver the SMS (i.e. MSC and/or SGSN and/or IP-Message-GW). 

The indication to the HLR is extended to indicate the type of SMSC (e.g. normal/voice mail/video mail server).

9)
The SMS-GMSC sends a SM delivery report status to the HLR/HSS (see TS 23.040).
End of modified section

3. Conclusion

Section 2 proposed procedures for SMS over IP access. We would like to have a discussion and the agreed conclusion shall be put into TR 23.804.
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